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1 Introduction

· The AAEW had been mandated by SMG#27 to investigate and report back to SMG#28 on applications executing on mobile stations, and identify changes and requirements in specifications.  The AAEW was also mandated to directly inform the various committees of the work required in order to comply with the AAEW's results.  Generally, the AAEW identifies a set of conclusions on how to manage applications executing and using network resources on a user's behalf, and details the user control and authorisation of such applications.  The AAEW also addressed co-existence between the different service capabilities' applications, traceability of network access, and the integrity and authorisation of automatic applications. 

· The AAEW results were presented to SMG#28 along with a draft work item description, and both were approved in principle.

During the debate on the Applications and Automatic Execution Workshop (AAEW) results in the Edinburgh SMG1/S1 plenary (March 1999), concerns were expressed with the AAEW's results.  It was then agreed to arrange an ad-hoc to review the AAEW results and allow SMG1/S1 delegates more time to carefully understand and analyse the AAEW's work.

This document reports back to SMG1/S1 on the conclusions of the SMG1/S1 AAEW adhoc.

2 AAEW Report and LS

The debate considered the conclusions of the AAEW's results, and both the report and the LS from the AAEW were carefully analysed and discussed.  The debate resulted in many comments.  These comments included the technical feasibility and overheads in implementing the AAEW's conclusions.  There were also concerns that not considering all the aspects of the AAEW report might result in the important top level requirements not being supported in future.
It was agreed by the adhoc that the principles outlined in the AAEW report were generally correct. Additionally the following points were raised:-

· the AAEW requirements  are feasible

· the AAEW requirements are important
· careful consideration should be given to the user interface to provide an intuitive interface when installing/configuring/interacting with an application (e.g. setting authorisations and preferences, minimising user confirmations)

· the AAEW requirements are a high level framework. It will be necessary to study their impacts on the different service capabilities (i.e. the extent to which the AAEW's requirements affect MExE, SAT and CAMEL, may need to be varied due to their intrinsic nature)

· traceability is strongly supported by SMG1/S1, and extensions of traceability to cover other network events have already been proposed

The meeting was advised that MExE has already incorporated many of the AAEW's requirements.

3 MS and Network-Resident Execution Environments WID Review

The MS and Network-Resident Execution Environments WID sheet, whose scope references the AAEW's results, was reviewed.  The WID states that it applies not only to the MExE and SAT service capabilities, but also to the CAMEL service capability.  The review of the AAEW requirements verified this.

· It was agreed by the SMG1/S1 AAEW adhoc to recommend to SMG1/S1 that the WI should proceed along the following lines:-

· the WID has been approved in principle, and should now be formally approved

· the work item should produce a requirements specification detailing the support of the AAEW's requirements by the service capabilities (i.e. SAT, MExE, CAMEL etc.). 

· it is believed that for some service capabilities perhaps only a subset of the AAEW requirements may be applicable.  Any AAEW requirements which are not fully supported by the service capabilities committees should be justified in the requirements specification.
· the service capabilities committees have the relevant expertise, and the WI rapporteur should consult with the service capabilities committees to determine the extent to which the AAEW requirements affect the service capabilities.

· the liaison effort with the service capabilities committees should ensure that they understand the bigger picture and do not consider their own area in isolation, as there is a danger of this leading to a trivialisation of the AAEW requirements when looked at as applied just to a narrow area.

· the service capabilities committees should themselves identify how the AAEW requirements can be implemented

· applications executing on behalf of users on network servers should also be covered by the WI (e.g. VHE/OSA has identified network servers executing applications on behalf of users).  

Work on the WI requirements specification should be commenced immediately to ensure early adoption of the AAEW's results by the service capabilities.

4 Conclusion

It was agreed by the SMG1/S1 AAEW ad hoc that the principles outlined in the AAEW report and LS were generally correct, and that S1/SMG1 should proceed with adoption of the AAEW's results, and identify how they are best supported by the service capabilities given the above considerations.

The support of the AAEW's results should be pursued with the MS and Network-Resident Execution Environments work item, by close collaboration and co-operation with the relevant service capabilities committees.  Detailed work to determine the correct level of support by the service capabilities for the AAEW's results should be done by the service capability committees themselves.

It is further recommended that a separate S1 mail reflector should be made available for the WI.

