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1 Background
· In order to provide user plane data security, SA3 have agreed to support UPIP for EPC connected architectures. The conclusions are captured in the version of TR 33.853 that is sent for approval in this TSG SA (#92e) plenary in SP-210429.
· March TSG SA #91e plenary agreed the “WID for normative changes for User Plane Integrity Protection for LTE options” in SP-210105.
· SA3 has been discussing normative CRs but have not yet sent them to TSG-SA for approval.
· The key architectural question was sent from SA3 to SA2 in January in S3-210563 (= S2-2100148), and SA2 replied to this question (question b) in March in S2-2101306.
· SA3’s questions to other groups in S3-210563 have also been answered, e.g. in response LSs in R2-2104349 and R3-212812.
2 Discussion
The conclusions of TR 33.853 seem to be sufficient to allow the SA2 CR to TS 23.401 to be drafted.

This SA2 CR to TS 23.401 is a very useful pre-cursor to the work needed in CT 4 and RAN 3 (and will also be beneficial to the work needed in CT 1 and potentially in RAN 2).

In order to allow the stage 3 work to be completed in the R17 timeframe, it will be useful that the August SA2 meeting handles the EPC UPIP topic, e.g. under a new release 17 sub-agenda item.

Proposal: The August SA2 meeting should handle CRs on the EPC-UPIP topic (provided there are company submissions on the topic).
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