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[bookmark: _Toc517082226]* * * * First change * * * *
[bookmark: _Toc68061707][bookmark: _Toc20204189][bookmark: _Toc27894878][bookmark: _Toc36191956][bookmark: _Toc45193046][bookmark: _Toc47592678][bookmark: _Toc51834765][bookmark: _Toc59100591][bookmark: _Toc20204672][bookmark: _Toc27895386][bookmark: _Toc36192489][bookmark: _Toc45193591][bookmark: _Toc47593223][bookmark: _Toc51835310][bookmark: _Toc59101136][bookmark: _Toc27846729][bookmark: _Toc36187860][bookmark: _Toc45183764][bookmark: _Toc47342606][bookmark: _Toc51769307][bookmark: _Toc59095659]4.2.11	Network Slice Admission Control Function (NSACF) procedures
[bookmark: _Toc68061708]4.2.11.1	General
The Network Slice Admission Control Function procedures are performed for an S-NSSAI which is subject to Network Slice Admission Control (NSAC) as described in TS 23.501 [2].
Editor's note:	It is FFS how the NSAC works in the roaming case.
[bookmark: _Toc68061709]4.2.11.2	Number of UEs per network slice availability check and update procedure
The number of UEs per network slice availability check and update procedure is to update (i.e. increase or decrease) the number of UEs registered with a S-NSSAI which is subject to NSAC. The AMF is configured with the information indicating which network slice is subject to NSAC.


Figure 4.2.11.2-1: Number of UEs per network slice availability check and update procedure
1.	The AMF triggers the Number of UEs per network slice availability check and update procedure to update the number of UEs registered with a network slice when a network slice subject to NSAC is included or removed from the Allowed NSSAI for a UE. The procedure is triggered in the following cases:
-	At UE Registration procedure, as per clause 4.2.2.2.2:
-	before the Registration Accept in step 21 if the EAC mode is active; or
-	after the Registration Accept message if the EAC mode is not active;
-	At UE Deregistration procedure, as per clause 4.2.2.3, after the Deregistration procedure is completed;
-	At UE Configuration Update procedure (which may result from NSSAA procedure):
-	before the UE Configuration Update message if the EAC mode is active; or
-	after the UE Configuration Update message if the EAC mode is not active;
NOTE:	Depending on the deployment, there may be different NSACF for different S-NSSAI subject to NSAC, and hence, during the registration, AMF triggers the Number of UEs per network slice availability check and update procedure to multiple NSACF.
Editor's note:	If one S-NSSAI the number of the UE/PDU session is managed by several different NSACF, it is FFS how to assure the AMF reaches the same NSACF and how to coordinate the number of UE among the NSACF(s)
2.	If the S-NSSAI is verified that it can be included in the Allowed NSSAI, and the S-NSSAI is subject to NSAC, the AMF sends Nnsacf_NumberOfUEsPerSliceAvailabilityCheckAndUpdate_Request message to the NSACF. The AMF includes in the message the UE ID, the S-NSSAI(s) for which the number of UEs registered per network slice update is required and the update flag which indicates whether the number of UEs registered with the S-NSSAI(s) is to be increased when the UE has gained registration to network slice(s) subject to NSAC or the number of UEs registered with the S-NSSAI(s) is to be decreased when the UE has deregistered from S-NSSAI(s) or could not renew its registration to an S-NSSAI subject to NSAC.
3.	The NSACF updates the current number of UEs registered for the S-NSSAI, i.e. increases or decrease the number of UEs registered per network slice based on the information provided by the AMF in the update flag parameter.
	If the update flag parameter from the AMF indicates increase and the NSACF finds the UE ID is already in the list of UEs registered with the network slice, the number of the UEs registered with the network slice is not increased as the UE has already been counted as registered with the network slice. If the UE ID is not in the list of UE IDs registered with the network slice and the maximum number of UEs registered with the network slice has not been reached yet, the NSACF adds the UE ID in the list of UEs registered with the network slice and increases the current number of the UEs registered with the network slice. If the UE ID is not in the list of UEs registered with that S-NSSAI and the maximum number of UEs per network slice for that S-NSSAI has already been reached, then the NSACF returns a result parameter indicating that the maximum number of UEs registered with the network slice has been reached.
	If the update flag parameter from the AMF indicates decrease, the NSACF removes the UE ID from the list of UEs registered with the network slice for each of the S-NSSAI(s) indicated in the request from the AMF and also the NSACF decreases the number of UEs per network slice that is maintained by the NSACF for each of these network slices.
4.	The NSACF returns the Nnsacf_NumberOfUEsPerSliceAvailabilityCheckAndUpdate_Response in which the NSACF includes the S-NSSAI(s) for which the maximum number of UEs per network slice has already been reached along with a result parameter indicating that the maximum number of UEs registered with the network slice has been reached.
	If for all the S-NSSAI(s) the NSACF returned the maximum number of UEs per network slice has been reached, the AMF rejects the UE request for registration. In the Registration Reject message the AMF includes the rejected S-NSSAI(s) in the rejected NSSAI parameter, a reject cause set to 'maximum number of UEs per network slice reached' for each S-NSSAI and optionally a back-off timer.
Editor's note:	It is FFS whether the AMF shall send the Registration Reject message when for all the S-NSSAI(s) that the UE requested to register for and were subject to NSAC the NSACF returned the maximum number of UEs per network slice has been reached.
	Otherwise, the AMF returns Registration Accept message in which the AMF includes the rejected S-NSSAI(s) in the rejected NSSAI list for which the NSACF has indicated that the maximum number of UEs per network slice has been reached, a reject cause set to 'maximum number of UEs per network slice reached' for each rejected S-NSSAI and optionally a back-off timer.
Editor's note:	It is FFS whether and how to restrict the signalling sent from the AMFs to the NSACF in case the maximum number of UEs has been reached for prolonged time.

* * * * Second change * * * *
4.2.11.z	Network Slice Admission Control Support for Roaming
4.2.11.z.1	NSACF Support for Roaming by VPLMN
For network slice admission control of roaming UEs, a maximum number of allowed UEs per mapped S-NSSAI in HPLMN and/or a maximum number of allowed PDU Sessions in LBO mode per mapped S-NSSAI in HPLMN is allocated to the VPLMN for each S-NSSAI in HPLMN and stored in one NSCAF in the VPLMN responsible for network slice admission control for the S-NSSAI in the HPLMN, subject to NSAC.
Editor’s note: Whether it is required to interact V-NSACF and H-NSACF for the NSAC of roaming UEs managed by the HPLMN for ‘maximum number of UEs per network slice'is FFS.
The maximum number of UEs registered with a network slice monitoring and enforcement is done in the VPLMN by the NSACF in the VPLMN as per the description in Figure 4.2.11.2-1 with the following differences:
· Step 2, in the Nnsacf_NumberOfUEsPerSliceAvailabilityCheckAndUpdate_Request service operation the AMF provides both the S-NSSAI in VPLMN, and the corresponding mapped S-NSSAI in HPLMN to the NSACF in the VPLMN. 
· Step 3, the NSACF in the VPLMN performs NSAC for both the S-NSSAI in VPLMN and the corresponding mapped S-NSSAI in HPLMN based on the SLA between VPLMN and HPLMN.
For LBO, enforcement of the maximum number of PDU Sessions established for an S-NSSAI is performed in the VPLMN by the NSACF in the VPLMN as per the description in Figure 4.2.11.4-1 with the following differences:
· Step 2, in the Nnsacf_NumberOfPDUsPerSliceAvailabilityCheckAndUpdate_Request service operation the V-SMF provides both the S-NSSAI in VPLMN, and the corresponding mapped S-NSSAI in HPLMN to the NSACF in the VPLMN. 
· Step 3, the NSACF in the VPLMN performs NSAC for both the S-NSSAI in VPLMN and the corresponding mapped S-NSSAI in HPLMN based on the SLA between VPLMN and HPLMN.
4.2.11.z.x	NSACF Support for Roaming by HPLMN
For PDU sessions in the home-routed roaming case, the SMF in HPLMN performs network slice admission control for the S-NSSAI(s) subject to NSAC.	
* * * * End of changes * * * *
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