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* * * * Start of Change * * * * 
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Figure 6.3.4-1: Network Slice load analytics provided by NWDAF
Figure 6.3.4-1 shows the procedure for NWDAF to derive slice load analytics. The steps are described as follows:
1.	A consumer NF subscribes to/requests a NWDAF using Nnwdaf_AnalyticsSubscription_Subscribe or Nnwdaf_AnalyticsInfo_Request service operation (Analytics ID = Load level information and a set of Analytics Filters (e.g. S-NSSAI, NSI ID, Area of Interest)).
2.	[OPTIONAL] If the NWDAF does not have already the slice information, it gains the slice information from OAM (as described in clause 6.2.3) and discovers from NRF the AMF, SMF and NSSF instance(s) relevant to the Analytics Filters provided in the analytics subscription.
3.	[OPTIONAL] If the NSI ID(s) are not provided in the analytics subscription by the consumer NF, the NWDAF invokes Nnssf_NSSelection_Get service operation from NSSF to obtain the NSI ID(s) corresponding to the S-NSSAI in the subscription.
4a.	[OPTIONAL] The NWDAF may subscribe to input data in Table 6.3.2A-1 from the OAM according to the data collection principles from the OAM described in clause 6.2.3.
4b.	[OPTIONAL] The NWDAF may collect input data from the NRF (see clause 6.5) to derive slice instance resource usage statistics and predictions for a Network Slice instance.
5.	The NWDAF subscribes to the AMF's event exposure service to collect data on the number of UEs currently registered on certain Network Slice and, if available, its constituent Network Slice instance(s). An UE access and mobility information event using event ID "UE moving in or out of Area of Interest" is used for that purpose as defined in TS 23.502 [3] using as an example Event Filters S-NSSAI and, if available, NSI ID(s), and optionally Area of Interest. If required, the NWDAF may also collect the corresponding UE IDs.
6.	The NWDAF subscribes to the SMF's event exposure service to collect data on the PDU sessions established and/or released at the SMF on certain Network Slice. A PDU Session establishment and/or a a PDU Session establishment/ release related event with any PDU session as target of event reporting and S-NSSAI as Event Filter is may be used for that purpose as defined in TS 23.502 [3]. NWDAF can then use such collected data to determine the number of PDU sessions established on i) a Network Slice, and ii) if available, on a Network Slice instance by leveraging the data collected in step 5.
7.	The NWDAF derives slice load analytics.
8.	The NWDAF delivers analytics to the consumer NF by invoking Nnwdaf_AnalyticsSubscription_Notify or Nnwdaf_AnalyticsInfo_Request response service operations.
* * * * End of Changes * * * * 
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