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[bookmark: _Toc68001468][bookmark: _Toc58920849]5.1	General
The NWDAF provides analytics to 5GC NFs, and OAM as defined in clause 7. An NWDAF can be decomposed into:
-	Analytics logical function (AnLF): An NWDAF containing the Analytics logical function, denoted as NWDAF(AnLF), can perform inference, derive analytics information (i.e. derives statistics and/or predictions based on Analytics Consumer request) and expose analytics service i.e. Nnwdaf_AnalyticsSubscription or Nnwdaf_AnalyticsInfo.
-	Model Training logical function (MTLF): An NWDAF containing the Model Training logical function, denoted as NWDAF(MTLF), trains ML models and exposes new training services (e.g. providing trained model) as defined in clause 7.
NOTE 1:	NWDAF can contain Model Training logical function, Analytics logical function, or both. An NWDAF contains both logical functions and is denoted as NWDAF, unless explicitly mentioned as NWDAF(AnLF) and NWDAF(MTLF).
NOTE 2:	Pre-trained ML model storage and provisioning to NWDAF is out of the scope of 3GPP.
NOTE 3:	Sharing of models or model meta data is limited to single vendor environments in this Release of the specification.
Analytics information are either statistical information of the past events, or predictive information.
Different NWDAF instances may be present in the 5GC, with possible specializations per type of analytics. The capabilities of a NWDAF instance are described in the NWDAF profile stored in the NRF.
In order to support NFs to discover and select an NWDAF instance containing MLTF, AnLF, or both, that is able to provide the required service (e.g. analytics exposure or ML model provisioning) for the required type of analytics, each NWDAF instance should provide the list of supported Analytics ID(s) (possibly per supported service) when registering to the NRF, in addition to other NRF registration elements of the NF profile. NFs requiring the discovery of an NWDAF instance that provides support for some specific service(s) for a specific type of analytics may query the NRF for NWDAFs supporting the required service(s) and the required Analytics ID(s).
The consumers i.e. 5GC NFs and OAM decide how to use the data analytics provided by NWDAF.
The interactions between 5GC NF(s) and the NWDAF take place within a PLMN.
The NWDAF has no knowledge about NF application logic. The NWDAF may use subscription data but only for statistical purpose.
The NWDAF architecture allows for arranging multiple NWDAF instances in a hierarchy/tree with a flexible number of layers/branches. The number and organisation of the hierarchy layers, as well as the capabilities of each NWDAF instance remain deployment choices.
In a hierarchical deployments, NWDAFs may provide data collection exposure capability for generating analytics based on the data collected by other NWDAFs, when DCCF, MFAF are not present in the network.
In order to make NWDAF discoverable in some network deployments (see Annex X), NWDAF may be configured (e.g. for UE mobility analytics) to register in UDM (Nudm_UECM_Registration service operation) for the UEs it is serving and for the related Analytics ID(s). Registration in UDM should take place at the time the NWDAF starts serving the UE or collecting data for the UE. Deregistration in UDM takes place when NWDAF deletes the analytics context information for the UE (see clause 6.1B.4) for a related Analytics ID.
[bookmark: _Hlk69296475]
* * * Next Change * * * *

6.1X	NWDAF Registration/Deregistration in UDM
6.1X.1	General
The procedures in this clause are applicable to UE-related analytics (e.g., UE mobility analytics) for some network deployments (see Annex X), e.g. such with an NWDAF co-located to an AMF or SMF, where the NWDAF is configured to register in UDM for the UEs that it is serving or collecting data for, and for the related Analytic ID(s). This enables NWDAF service consumers to discover the NWDAF instance that is already serving the UE for one or more Analytic ID(s).	Comment by Miguel Garcia A: Annex X is introduced by CR 0340

6.1X.2	NWDAF Registration in UDM
Figure 6.1X.2-1 shows the procedures for registration of the NWDAF in UDM for UE-related analytics.


Figure 6.1X.2-1: NWDAF registration in UDM
1.	NWDAF triggers a registration in UDM, e.g., based on local configuration in the NWDAF, the reception of a new Analytics subscription request, start of collection of UE related data or an OAM configuration action.
2.	The NWDAF registers into UDM for the served UE, by sending Nudm_UECM_Registration request (UE ID, NWDAF ID, Analytics ID(s)). 
3.	UDM sends a response to NWDAF.

6.1X.3	NWDAF De-registration from UDM
Figure 6.1X.3-1 shows the procedures for deregistration of the NWDAF in UDM.


Figure 6.1X.3-1: NWDAF de-registration from UDM
1.	NWDAF triggers a de-registration from a previous registration in UDM. This trigger may be that, e.g., the NWDAF has purged the Analytics context information for the UE (see clause 6.1B.4) for related Analytic ID(s), the NWDAF is no longer collecting data related to the UE, or an administrative action.
2.	NWDAF sends Nudm_UECM_Deregistration request (UE ID, NWDAF ID, Analytics ID(s)). 
3. 	UDM sends a response to NWDAF.

* * * Next Change * * * *

6.2.2.1	General
The Data Collection from NFs is used by NWDAF to subscribe/unsubscribe at any 5GC NF to be notified for data on a set of events.
The Data Collection from NFs is based on the services of AMF, SMF, UDM, PCF, NRF and AF (possibly via NEF):
-	Event Exposure Service offered by each NF as defined in TS 23.502 [3] clause 4.15 and clause 5.2.
-	other NF services (e.g. Nnrf_NFDiscovery and Nnrf_NFManagement in NRF as defined in TS 23.502 [3] clause 4.17)
This data collection service is used directly in order to retrieve behaviour data for individual UEs or groups of UEs (e.g. UE reachability), and also to retrieve global UE information (e.g. Number of UEs present in a geographical area).
Table 6.2.2.1-1: NF Services consumed by NWDAF for data collection
	Service producer
	Service
	Reference in TS 23.502 [3]

	AMF
	Namf_EventExposure (NOTE 3)
	5.2.2.3
5.2.3.5

	SMF
	Nsmf_EventExposure (NOTE 3)
	5.2.8.3
5.2.3.5

	PCF
	Npcf_EventExposure (for a group of UEs or any UE)
Npcf_PolicyAuthorization_Subscribe (for a specific UE)
	5.2.5.7

	UDM
	Nudm_EventExposure
	5.2.3.5

	NEF
	Nnef_EventExposure
	5.2.6.2

	AF
	Naf_EventExposure
	5.2.19.2

	NRF
	Nnrf_NFDiscovery
	5.2.7.3

	
	Nnrf_NFManagement
	5.2.7.2



NOTE 1:	The present document specifies that NWDAF can collect some UPF input data for deriving analytics, but how NWDAF collects these UPF input data is not defined in this Release of the specification.
NOTE 2:	There is no data collected from the PCF by the NWDAF defined in this Release of the specification.
NOTE 3:	The Nudm_EventExposure can be used when NWDAF uses the procedures specified in TS 23.502 [3] clause 4.15.4 to subscribe to AMF or SMF via UDM.
To retrieve data related to a specific UE, the NWDAF shall first determine which NF instances are serving this UE as stated in table 6.2.2.1-2 unless the NWDAF has already obtained this information due to recent operations related to this UE.
Table 6.2.2.1-2: NF Services consumed by NWDAF to determine which NF instances are serving a UE
	Type of NF instance (serving the UE) to determine
	NF to be contacted by NWDAF
	Service
	Reference in TS 23.502 [3]

	UDM
	NRF
	Nnrf_NFDiscovery
	5.2.7.3

	AMF
	UDM
	Nudm_UECM
	5.2.3.2

	SMF
	UDM
	Nudm_UECM
	5.2.3.2

	BSF
	NRF
	Nnrf_NFDiscovery
	5.2.7.3

	PCF
	BSF
	Nbsf_Management
	5.2.13.2

	NEF
	NRF
	Nnrf_NFDiscovery
	5.2.7.3

	NWDAF
	NRF
UDM
	Nnrf_NFDiscovery
Nudm_UECM
	5.2.7.3
5.2.3.2



The UDM instance should be determined using NRF as described in clause 4.17.4 of TS 23.502 [3] and factors to determine as described in clause 6.3.8 of TS 23.501 [2].
The AMF, SMF instances should be determined using a request to UDM providing the SUPI or the group identity. To determine the SMF serving a PDU session, the NWDAF should in addition provide the DNN and S-NSSAI of this PDU Session; otherwise the NWDAF will obtain a list of possibly multiple SMFs (e.g. one per PDU session).
The BSF instance should be discovered using NRF thanks to optional request parameters (e.g. DNN list, IP domain list, IPv4 address range, IPv6 prefix range) as stated in clause 4.17.4 of TS 23.502 [3], or based on local configuration at the NWDAF.
The PCF instance serving UE PDU Session(s) should be determined using a request to BSF with the allocated UE address, DNN and S-NSSAI.
When NWDAF receives a request addressed to an Internal Group ID from a consumer, NWDAF may need to initiate data collection from several 5GC NFs, such as AMF, SMF, UDM, PCF, NEF/AF, etc. NWDAF may first discover the instances of the required 5GC NFs deployed in the network, e.g. by querying NRF.
For discovering the UDM, NWDAF can query the NRF with the Internal Group ID as the target of the query. For discovering AMF, SMF, PCF, NEF, and AF, NWDAF may need to discover all the instances in the network by using the Nnrf_NFDiscovery service.
NOTE 4:	It is assumed that all members of an Internal Group ID belong to the same UDM Group ID. NWDAF can select a UDM instance supporting the UDM Group ID of the Internal Group ID.
Then, if data needs to be collected from AMF, SMF, UDM, and PCF, NWDAF may initiate the data collection with the Internal Group ID as the target, e.g. subscribing to the event exposure in all the instances of a given type of network function. This subscription to all the instances of required source of event exposure handles, e.g. mobility of UEs across AMFs, or initiation of new PDU sessions with different allocated SMFs.
For collecting data from AMF and SMF, NWDAF may collect the data directly from AMF and/or SMF, or indirectly via UDM, according to TS 23.502 [3] clause 4.154. The indirect method may be required if the event exposure subscription from NWDAF, for a UE or group of UEs, needs to survive the removal of UE context in the AMF including event exposure subscriptions, or upon the creation of new UE context in AMF or SMF serving the UE or group of UEs. In this case the UDM is responsible for (re)creating event exposure subscriptions in AMF and SMF, as specified in TS 23.502 [3], clause 4.15.4.
The NWDAF determines to collect data from a trusted AF supporting specific Event ID(s) and serving specific application(s) based on internal configuration.
The NEF instance that is serving a specific network slices and/or applications of a UE should be determined using NRF using optional request parameters as defined in clause 6.3.14 of TS 23.501 [2]
If NWDAF needs to collect data from an AF deployed outside the operator's domain, the NWDAF shall contact NEF with a SUPI or Internal Group ID as the target of the data collection. NEF is responsible for translation of SUPI to GPSI, or internal to external group identifiers, by querying UDM, prior to contacting the AF.
To retrieve required data for any UE, the NWDAF may subscribe to events from the AMF and/or SMF instances it has determined, setting the target of event reporting to "any UE" and the event filter(s) according to the Analytics Filter Information. Alternatively, if the required data is communication related and for any UE within an Area of interest, the NWDAF can obtain from the AMF instances it has determined a list of UEs located within the Area of Interest. Based on the obtained UE list, for each UE in the list, the NWDAF retrieves the SMF serving the UE and the NWDAF subscribes to data from the relevant SMF per each specific UE. The indirect event exposure subscription to AMF or SMF via UDM is not available for "any UE" or "any UE within an Area of interest".
NOTE 5:	If NWDAF requires collecting data from either AMF or SMF for "any UE" or "any UE within an Area of Interest", NWDAF can use the direct Event Exposure subscription to AMF or SMF, since subscriptions to "any UE" or "any UE within an Area of Interest" are persistent by nature in AMF or SMF, due to not being linked to a UE context.
To retrieve data related to "any UE" based on analytics filter information, the NWDAF shall first determine which NF instances are matching the analytics filter information (see clause 6.7.5.1) as stated in table 6.2.2.1-3 unless the NWDAF has already obtained this information due to recent operations related to this analytics filter information.
Table 6.2.2.1-3: NF Services consumed by NWDAF to determine which NF instances are matching analytics filters
	Type of NF instance (matching analytics filters) to determine
	NF to be contacted by NWDAF
	Service
	Reference in TS 23.502 [3]

	AMF, SMF
	NRF
	Nnrf_NFDiscovery
	5.2.7.3



To retrieve data related to analytics IDs for "any UE" with analytics filter information defining an area of interest in terms of TA and/or with specific S-NSSAIs, NWDAF requires the network slice association information to properly determine the AMFs to collect data from as well as the proper queries to OAM for data collection.
NOTE:	Examples of analytics ID requiring NWDAF to use network slice association information for data retrieval are: network performance clause 6.6.1; user data congestion clause 6.8.1, QoS Sustainability clause 6.9.
The network slice association information comprises the TAs associated with each AMF, and for each TA its associated access type, and list of restricted or unrestricted S-NSSAIs per PLMN. Additionally, restricted or unrestricted S-NSSAIs per PLMN for TA for each AMF can change and NWDAF shall obtain this accurate information in order to properly retrieve data for analytics generation.
Editor's note:	It is FFS to verify with SA5 how NWDAF can retrieve from OAM the network slice association information.
Editor's note:	Whether the need for cell level granularity is FFS.
To retrieve data from SMFs for analytics IDs subscription or requests for "any UE" including analytics filter information with specific Applications, DNNs, DNAIs and area of interest per TA granularity, NWDAF shall first discover the SMF serving the area of interest via NRF.
NWDAF may directly consume events from the discovered SMF using the event target set to "any PDU session", and event filters with the same parameters of the analytics filter information, i.e. list of Application IDs, and/or DNNs, and/or DNAI, and the area of interest related to the requested analytics ID.
1.	SMF may support the exchange of UE Location parameter when SMF interacts with AMF via Nsmf_PDUSession_Create / Update / CreateSMContext / UpdateSMContext due to session establishment, modification, or release, service request, or handover procedures
	If there are any changes in PDU sessions in the area of interest, for the Application ID, and/or DNN, and/or DNAI subscribed by NWDAF, SMF notifies the detected changes to NWDAF via Nmsf_EventExposure_Notify service operation, enabling NWDAF to keep an updated map of SMF and PDU sessions associated with the analytics filter information in an area of interest.
Editor's note:	Whether the need for an SMF mapping the PDU Session association with TA or NWDAF performs such mapping is FFS.
2.	SMF may also subscribe to UE mobility event notifications of AMF as described in clause 5.3.4.4 of TS 23.501 [2] using event ID "UE moving in or out of Area of Interest" and Event Filters as described in Table 5.2.2.3.1-1 from TS 23.502 [3] to retrieve the list of SUPIs (and GPSIs if available) in the area of interest. Based on the retrieved list of SUPIs in the area of interest, SMF identifies the PDU sessions in the area of interest.
Editor's note:	Whether the same discovery mechanism shall be supported by DCCF and whether further alignments are required is FFS.
An NWDAF may require to discover and select other NWDAFs for UE related analytics. In this case, the NWDAF may discover from UDM if an NWDAF is already collecting data related to the UE, as specified in clauses 5.2 and 6.1X.

* * * End of Changes * * * *
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