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4.3.6.3	Notification of User Plane Management Events
The SMF may send a notification to the AF if the AF had subscribed to user plane management event notifications as described in clause 4.3.6.2 and in TS 23.501 [2] clause 5.6.7. The following are the examples of such events:
-	A PDU Session Anchor identified in the AF subscription request has been established or released.
-	A DNAI has changed.
-	The SMF has received a request for AF notification and the on-going PDU Session meets the conditions to notify the AF.
-	Ethernet PDU Session Anchor Relocation as defined in clause 4.3.5.8.
The SMF uses notification reporting information received from PCF to issue the notification either via an NEF (2a, 2b and 4a, 4b) or directly to the AF (2c and 4c).
The following flow depicts the sequence of events:




Figure 4.3.6.3-1: Notification of user plane management event
1.	A condition for an AF notification has been met as described above. The SMF sends notification to the NF that is subscribed for SMF notifications. Further processing of the SMF notification depends on the receiving NF, as shown in steps 2a and 2c.
2a.	If early notification via NEF is requested by the AF, the SMF notifies the NEF of the target DNAI of the PDU Session by invoking Nsmf_EventExposure_Notify service operation.
2b.	When the NEF receives Nsmf_EventExposure_Notify, the NEF performs information mapping (e.g. AF Transaction Internal ID provided in Notification Correlation ID to AF Transaction ID, SUPI to GPSI, etc.) as applicable according to TS 23.501 [2], clause 5.6.7, and triggers the appropriate Nnef_TrafficInfluence_Notify message. In this case, step 2c is not applicable.
2c.	If early direct notification is requested by the AF, the SMF notifies the AF of the target DNAI of the PDU Session by invoking Nsmf_EventExposure_Notify service operation.
2d.	The AF replies to Nnef_TrafficInfluence_Notify by invoking Nnef_TrafficInfluence_AppRelocationInfo service operation either immediately or after any required application relocation in the target DNAI is completed. AF includes N6 traffic routing details corresponding to the target DNAI. AF may reply in negative e.g. if the AF determines that the application relocation cannot be completed successfully and/or on time.
       2d-a. If information sent via Nnef_TrafficInfluence_Create is to be changed e.g. N6 traffic routing details corresponding to the target DNAI, the AF invokes Nnef_TrafficInfluence_update service operation in order for PCF to be able to include this information in PCC rules sent to SMF.
      If the AF includes information such as N6 traffic routing details corresponding to the target DNAI in Nnef_TrafficInfluence_AppRelocationInfo it shall include the same information in Nnef_TrafficInfluence_update.
2e.	When the NEF receives Nnef_TrafficInfluence_AppRelocationInfo, the NEF triggers the appropriate Nsmf_EventExposure_AppRelocationInfo message. 
      2e-a. When the NEF receives Nnef_TrafficInfluence_update, the NEF triggers step 3a as in figure 4.3.6.2-1 or step 2 of figure 4.3.6.4-1 if targeting an individual UE by a UE address. 
[bookmark: _Hlk71533295]2f.	The AF replies to Nsmf_EventExposure_Notify by invoking Nsmf_EventExposure_AppRelocationInfo service operation either immediately or after any required application relocation in the target DNAI is completed. AF includes N6 traffic routing details corresponding to the target DNAI. AF may reply in negative e.g. if the AF determines that the application relocation cannot be completed successfully on time.
     2f-a.   If information sent via Npcf_PolicyAuthorization_Create is to be changed e.g. N6 traffic routing details corresponding to the target DNAI, the AF invokes Npcf_PolicyAuthorization_Update service operation in order for PCF to be able to include this information in PCC rules sent to SMF. 
      If the AF includes information such as N6 traffic routing details corresponding to the target DNAI in Nsmf_EventExposure_AppRelocationInfo it shall include the same information in Npcf_PolicyAuthorization_Update.
3.	The SMF enforces the change of DNAI or addition, change, or removal of a UPF.
	If the runtime coordination between 5GC and AF is enabled based on local configuration, according to the indication of "AF acknowledgment to be expected" included in AF subscription to SMF events, the SMF may wait for a response from the AF to the early notification before this step. The SMF does not perform this step until it receives a positive response from the AF, as described in TS 23.501 [2] clause 5.6.7.
4a.	If late notification via NEF is requested by the AF, the SMF notifies the NEF of the target DNAI of the PDU Session by invoking Nsmf_EventExposure_Notify service operation.
	If the runtime coordination between 5GC and AF is enabled based on local configuration, according to the indication of "AF acknowledgment to be expected" included in AF subscription to SMF events, the SMF may send late notification and wait for a positive response from the AF before activating the new UP path, as described in TS 23.501 [2] clause 5.6.7.
4b.	When the NEF receives Nsmf_EventExposure_Notify, the NEF performs information mapping (e.g. AF Transaction Internal ID provided in Notification Correlation ID to AF Transaction ID, SUPI to GPSI, etc.) as applicable according to TS 23.501 [2], clause 5.6.7, and triggers the appropriate Nnef_EventExposure_Notify message. In this case, step 4c is not applicable.
4c.	If late direct notification is requested by the AF, the SMF notifies the AF of the target DNAI of the PDU Session by invoking Nsmf_EventExposure_Notify service operation.
4d.	When the AF receives either the Nnef_EventExposure_Notify message or the Nsmf_EventExposure_Notify message, the AF checks whether it can serve the target DNAI. If the AF instance change is needed, the AF determines the proper target AF for the target DNAI and performs the AF migration.
NOTE 1:	The determination of the target AF for the target DNAI and the AF migration to the target AF are out of the scope of this release.
4e.	The AF replies to Nnef_TrafficInfluence_Notify by invoking Nnef_TrafficInfluence_AppRelocationInfo service operation either immediately or after any required application relocation in the target DNAI is completed. AF includes N6 traffic routing details corresponding to the target DNAI. AF may reply in negative e.g. if the AF determines that the application relocation cannot be completed successfully on time. If the AF instance change happens in step 4d, the AF includes the indication of AF change, target AF ID and notification target address of the target AF in the Nnef_TrafficInfluence_AppRelocationInfo message.
     4e-a. If information sent via Nnef_TrafficInfluence_Create is to be changed e.g. N6 traffic routing details corresponding to the target DNAI, the AF invokes Nnef_TrafficInfluence_update service operation in order for PCF to be able to include this information in PCC rules sent to SMF; 
      If the AF includes information such as N6 traffic routing details corresponding to the target DNAI in Nnef_TrafficInfluence_AppRelocationInfo it shall include the same information in Nnef_TrafficInfluence_update. 
     If the AF instance change happens in step 4d, the target AF invokes Nnef_TrafficInfluence_Create service operation.
4f.	When the NEF receives Nnef_TrafficInfluence_AppRelocationInfo, the NEF triggers the appropriate Nsmf_EventExposure_AppRelocationInfo message.
     4f-a.  When the NEF receives Nnef_TrafficInfluence_Create/update, the NEF triggers step 3a as in figure 4.3.6.2-1 or step 2 of figure 4.3.6.4-1 if targeting an individual UE by a UE address.
[bookmark: _Hlk71533481]4g.	 The AF replies to Nsmf_EventExposure_Notify by invoking Nsmf_EventExposure_AppRelocationInfo service operation either immediately or after any required application relocation in the target DNAI is completed. AF includes N6 traffic routing details corresponding to the target DNAI. AF may reply in negative e.g. if the AF determines that the application relocation cannot be completed successfully on time. If the AF instance change happens in step 4d, the AF includes the indication of AF change, target AF ID and notification target address of the target AF in the Nsmf_TrafficInfluence_AppRelocationInfo message.
    4g-a.  If information sent via Npcf_PolicyAuthorization_Create is to be changed e.g. N6 traffic routing details corresponding to the target DNAI, the AF invokes Npcf_PolicyAuthorization_Update service operation in order for PCF to be able to include this information in PCC rules sent to SMF. 
      If the AF includes information such as N6 traffic routing details corresponding to the target DNAI in Nsmf_EventExposure_AppRelocationInfo it shall include the same information in Npcf_PolicyAuthorization_Update.
    If the AF instance change happens in step 4d, the target AF invokes Npcf_PolicyAuthorization_Create service operation.     

* * * * End of 1st change * * * *
[bookmark: _Toc59100998]
* * * * 2nd change * * * *

[bookmark: _Toc20204548][bookmark: _Toc27895247][bookmark: _Toc36192344][bookmark: _Toc45193457][bookmark: _Toc47593089][bookmark: _Toc51835176][bookmark: _Toc68017409]5.2.6.7.6	Nnef_TrafficInfluence_AppRelocationInfo operation
Service operation name: Nnef_TrafficInfluence_AppRelocationInfo
Description: Forward the acknowledgement to the notification of UP path management event report to SMF.
Inputs, Required: Notification Correlation Information, cause code.
Cause code indicates whether the acknowledgement is a positive response or a negative response.
Inputs, Optional: N6 traffic routing information as described in TS 23.501 [2], clause 5.6.7, Indication of AF change, target AF ID, notification target address of target AF.
Outputs, Required: None.
Outputs, Optional: None.

* * * * End of 2nd change * * * *

* * * * 3rd change * * * *

[bookmark: _Toc20204646][bookmark: _Toc27895353][bookmark: _Toc36192456][bookmark: _Toc45193561][bookmark: _Toc47593193][bookmark: _Toc51835280][bookmark: _Toc68017513]5.2.8.3.2A	Nsmf_EventExposure_AppRelocationInfo service operation
Service operation name: Nsmf_EventExposure_AppRelocationInfo
Description: Acknowledge the notification from the SMF regarding UE PDU Session related event(s).
Input Required: Notification Correlation Information, cause code.
The Notification Corrrelation Information is provided by the SMF in the event notification.
Cause code indicates this acknowledgement is positive or negative.
Input, Optional: Event specific parameter list as described in clause 5.2.8.3.1, Indication of AF change, target AF ID, notification target address of target AF.
Output Required: None.
Output, Optional: None.
See clause 4.3.6.3 for details on usage of this service operation toward Application Function.

* * * * End of 3rd changes * * * *
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