

	
3GPP TSG-SA3 Meeting #103-e 																	S3-211887
e-meeting, 17 – 28 May 2021
	CR-Form-v12.0

	CHANGE REQUEST

	

	
	33.501
	CR
	1123
	rev
	
	Current version:
	17.1.0
	

	

	For HELP on using this form: comprehensive instructions can be found at 
http://www.3gpp.org/Change-Requests.

	



	Proposed change affects:
	UICC apps
	
	ME
	
	Radio Access Network
	
	Core Network
	X



	

	Title:	
	Editor's note of the security of 5GLAN services removal in R17

	
	

	Source to WG:
	Huawei, Hisilicon

	Source to TSG:
	S3

	
	

	Work item code:
	Vertical_LAN_SEC
	
	Date:
	2021-04-19

	
	
	
	
	

	Category:
	A
	
	Release:
	Rel-17

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)
Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
Rel-8	(Release 8)
Rel-9	(Release 9)
Rel-10	(Release 10)
Rel-11	(Release 11)
…
Rel-15	(Release 15)
Rel-16	(Release 16)
Rel-17	(Release 17)
Rel-18	(Release 18)

	
	

	Reason for change:
	There is still an unsolved EN of the security of 5GLAN services. It is proposed to remove it with the following reason, i.e. the DN protection mechanism is deployed in the application layer, which is out of scope of 3GPP. And how to configure the UP security policy in the UDM depends on the agreement between the operator and DNN. For the 5G LAN service, the SMF just retrieves the UP security policy from the UDM. And no further mechanim is required.


	
	

	Summary of change:
	Removing the existing EN of the security of 5GLAN services, and the related formulation.
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	Unsolved Editor’s notes.
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* * * First Change * * * *
[bookmark: _Toc35533617][bookmark: _Toc45029005][bookmark: _Toc45274670][bookmark: _Toc45275258][bookmark: _Toc51168516][bookmark: _Toc58333513]K.3	Handling of UP security policy
To reduce incremental complexity added by security, all PDU sessions associated with a specific 5G LAN group should have the same UP security policy. When generating the policy enforcement information, and to avoid the redundant double protection, the SMF may consider information by a DN-AAA about DN protection mechanisms already applied. 
Editor's Note: Details about SMF obtaining information about DN protection from DN-AAA are ffs.
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