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C2 General

[bookmark: _Toc248310196]D.4.9	Support of GPRS-A5 Algorithms in MS
It is mandatory for GEA2, GEA3 and non encrypted mode (i.e. GEA0) to be implemented in mobile stations. GEA4 may be implemented in the mobile stations. In particular, it is prohibited to implement GEA1 and GEA2 in mobile stations.
No other GPRS encryption algorithms shall be supported in mobile stations.
