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**** 1st CHANGE ****
[bookmark: _Toc26876860][bookmark: _Toc51230249][bookmark: _Toc35529490][bookmark: _Toc19696866][bookmark: _Toc35529580]4.2.2.1.5	UP integrity check failure
Requirement Name: RRCUP integrity check failure
Requirement Reference: TS 33.501 [2], clause 6.6.4 
Requirement Description: "If the gNB or the UE receives a PDCP PDU which fails integrity check with faulty or missing MAC-I after the start of integrity protection, the PDU shall be discarded." as specified in TS 33.501 [2], clause 6.6.4.
Threat References: TR 33.926 [4], clause D.2.2.4, User plane data integrity protection 
Test Case: 
Purpose:
Verify that UP integrity check failure is handled correctly by the gNB.
Pre-Conditions:
Test environment with a UE. The UE may be simulated. UP integrity protection is activated at the gNB.
Execution Steps
1a)	The UE sends a PDCP PDU to the gNB without MAC-I; or
1b)	The UE sends a PDCP PDU to the gNB with a wrong MAC-I.
2b)	The gNB verifies the integrity of the PDCP PDU from the UE.
Expected Results:
The PDCP PDU is discarded by the gNB after step 1a) or after step 2b).
Expected format of evidence:
Evidence suitable for the interface e.g. Screenshot containing the operational results.
**** END OF CHANGES ****

