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	Reason for change:
	TS 23.700-40 includes the following architectural requirement: 
“Subject to operator policy and national/regional regulations, solutions shall be able to exempt Emergency services, Multimedia Priority Service, and Mission Critical Service from quota limits. 
NOTE:	Handling of UE/PDU Session quota exemption and any pre-emption to other non-mission critical services is expected to be controlled by operator policy.”
The newly specified Network Slice Admission Control Function in Rel-17 TS 23.501 does not indicate this capability.
------------------reason for change in rev 3----------------------
In rev01, there is an FFS as follows:
Editor's note:	If is FFS how the AMF can determine which network slices are to be exempted, and how to execute this exemption.
In rev03, it is proposed to delete the FFS above.
Based on the following description in clause 5.16.4.1,
“To provide Emergency Services, the AMF is configured with Emergency Configuration Data that are applied to Emergency Services that are established by an AMF based on request from the UE. The AMF Emergency Configuration Data contains the S-NSSAI and Emergency DNN which is used to derive an SMF.”
It is proposed:
· During Registration procedure, if the registration type indicates “Emergency Registration”, for the S-NSSAI to be included or has been include in the Allowed NSSAI is subject to NSAC and the S-NSSAI is included in the Emergency Configuration Data, the AMF decides that the S-NSSAI is exempted from NSAC.
· During the PDU Session Establishment procedure, if the request type indicates “Emergency Request” and the S-NSSAI is subject to NSAC, the SMF decides that the NSAC is exempted for the S-NSSAI. 

	
	

	Summary of change:
	NSACF to support exemption of emergency and priority services in clause 5.15.11

------------------summary of change in rev 3----------------------
In rev03, the following FFS in rev01 is deleted.
Editor's note:	If is FFS how the AMF can determine which network slices are to be exempted, and how to execute this exemption.


	
	

	Consequences if not approved:
	During congestion, priority users might not have access to the system. Similarly, an emergency call or priority service cannot be established despite local policy/regulation when the slice has reached its max number of UEs or PDU sessions.
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5.15.11	Network Slice Admission Control Function
5.15.11.0	General
The Network Slice Admission Control Function (NSACF) monitors and controls the number of registered UEs per network slice for the network slices that are subject to Network Slice Admission Control (NSAC).
The NSACF is configured with the maximum number of UEs per network slice which are allowed to be served by each network slice that is subject to NSAC.
Subject to operator policy and national/regional regulations, the AMF may exempt from NSAC the network slices that the AMF has determined to include Emergency, Critical and Priority services (e.g., MCS, MPS). When the Registration Type indicates Emergency Registration or the establishment cause is associated with priority services (e.g. MPS, MCS), for the S-NSSAI to be subject to NSAC, or has been included in the Allowed NSSAI and is subject to NSAC, if the S-NSSAI is included in the Emergency Configuration Data, the AMF decides that the S-NSSAI may be exempt from NSAC. When the emergency PDU Session is requested to be established or a priority header is received from the AMF during PDU Session establishment, if the S-NSSAI is subject to NSAC, the SMF decides that NSAC may be skipped for the S-NSSAI. When NSAC is exempted for the S-NSSAI, the AMF and the SMF skip the corresponding NSAC procedure for the S-NSSAI, i.e., this UE (resp. PDU Session) is not counted towards the maximum number of UEs (resp. PDU Sessions).
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