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************************************First  change**************************************
3.1
Definitions

Caller Identity Analytics function: A verification function that analyzes a large set of traffic data to identify fraud and caller identity spoofing trends and make risk recommendations about the originating telephone number based on trend analysis. 
Block list: List of identities or identity ranges that, for one reason or another, are being denied a particular service. 

Spoofed call: A call where caller identity creation, modification or removal in call signalling results in an unauthorized or illegal use of this identity in the call., This typically occurs where the caller intends to defraud the called user or otherwise illegally obscure the real caller identity. 
Allow list: List of identities or identity ranges that are provided particular services. Allow list is also named VIP list.
***********************************End First  change***********************************

************************************Second  change**************************************
4.5 
Allow / block list 
As service provider option, activation/deactivation/invocation services may be associated with a allow/block list. A list may be specific to a service or may be used by several services. 

***********************************End Second change***********************************
************************************Third  change**************************************
8.2.6.1
Definition

The Anonymous Communications Rejection (ACR) service allows the terminating party to reject incoming communications from originating parties that have restricted their identity presentation. 

Anonymous communications rejection provides the capability for network, on behalf of the user, to reject incoming sessions from users who have restricted the presentation of their originating identity, i.e. the asserted originating identity is marked "presentation restricted".
This service description is based on the service description described in [E-14].

Optional feature

In case of ACR service, 
· a allow list should contain certified public identities or identity ranges of users, from which incoming anonymous communications are allowed whatever ACR activation state, 

· a  block list should contain certified public identities or identity ranges of users, from which incoming anonymous communications are not allowed whatever ACR activation state. 

***********************************End Third change***********************************

************************************Fourth  change**************************************
8.2.7.1
Definition

The following Communication DIVersion services are defined:

· Communication Forwarding Unconditional (CFU).

· Communication Forwarding Busy (CFB).

….
Optional feature

Lists can be used also in association to Communication Diversions (CDIV).

· a block list should contain public identities or identity ranges of users, from which incoming communications are not forwarded when CDIV is activated. 

· a  allow list should contain public identities or identity ranges of users, from which incoming communications are forwarded when CDIV is activated.

8.2.7.2
(void)
***********************************End Fourth  change***********************************

************************************Fifth  change**************************************
8.2.10
Communication Barring (CB)

8.2.10.1
Definition

The group of Communication Restriction Services includes two services:

· Outgoing Communications Barring (OCB).

This service allows a user to bar certain categories of outgoing communications. The network shall provide the capability for a user to select a set of categories (e.g. identities or range of identities) for barring. The type of barring is chosen by the user at provision time, and shall be valid for all outgoing communications. The network shall provide the capability for the user to bar outgoing communications based on user defined identities or identity ranges. Barring of an outgoing communication for a specific identity, a number of specific identities, or a range of identities shall be dependent on an entry in a OCB identity list held in the network. This list shall either be a "block list" or "allow list". A "block list" shall contain the identities or identity ranges to be barred by the network for outgoing communications. A "allow list" shall contain the identities or identity ranges that shall be allowed by the network for outgoing communications, i.e. all identities not in the "allow list" shall be barred.

The ability of the served user to receive communications and to originate emergency communications shall be unaffected by OCB.

This service description is based on the service description described in [E-15] and [E-16]. 
· Incoming Communications Barring (ICB).

This service allows a user to bar certain categories of incoming communications. The service also allows the user to have the barring of incoming communications activated always or only during certain conditions. The network shall provide the capability for a user to select from a set of categories (e.g. identities or range of identities) for barring. Barring of an incoming communication shall be dependent on an entry in an ICB identity list held in the network. This list shall be a "block list" which contains the identities or identity ranges to be barred by the network for incoming communications. The type of barring is chosen by the user at provision time and may be valid for all incoming communications, or be limited to a specific service group or certain conditions (e.g. when the user is roaming).

The ability of the served user to set-up outgoing communications shall be unaffected by ICB.

The ICB service includes a roaming condition. The roaming condition is set to true when the served user is roaming.

The use of ICB on a call identified as a callback to an emergency call, by a user that is not the PSAP, shall be precluded. 

· ICB enhancement of dynamic blocking of incoming communications 

As a service option, the dynamic blocking of incoming communications service facilitates either or both of the following:

-
A terminating users register of unwanted callers within the network for barring future incoming communications from the unwanted callers either permanently or for a temporary period or for a maximum lifetime which is set by the network operator. As an option, an additional "dynamic block list" may be provided, which is different compared to the standard ICB list. If this additional "dynamic block list" is provided, the user shall have the option to activate and deactivate that list independent of the already existing standard ICB list.

-
A terminating user activates barring of spoofed calls either permanently or for a temporary period or for a maximum lifetime which is set by the network operator based on associated spoofed call detection applied to the session originator identity.
***********************************End Fifth  change***********************************
************************************Sixth  change**************************************
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