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1
Introduction

For Release 16, the enhancements to the MCPTT service were contained in three work items:  enh2MCPTT for stage 2 (SA6), Enhanced Mission Critical Push-to-talk architecture phase 2; enh2MCPTT-CT for stage 3 (CT1), CT aspects of enh2MCPTT; and MCXSec for stage 2 and 3 (SA3), Mission Critical Services Security Enhancements. The corresponding items which have been completed in Release 16 are described in the following clause.

2
Description
These enhancements to the MCPTT service impact the following areas of the architecture and protocols:  call control and media handling, configuration, and security. 
The following features have been newly introduced or enhanced.
2.1
Group and user regrouping using preconfigured group
-
Regroup using a preconfigured group refers to the creation of a user or group regroup based on the configuration information associated with an existing group that is referred to as the preconfigured group. This type of regroup takes its entire configuration from the preconfigured group, including initial security information. Since all MCPTT clients participating in the regroup operation are already configured with the preconfigured group information, this allows immediate use of the regroup for a group call upon initiation of the regroup.
-
A regroup using a preconfigured group is initiated without the creation of a new group document in the group management server. The advantage of regroup using a preconfigured group is speed of setup of the regroup, especially when large numbers of users (e.g. hundreds) may be involved. Control of the regroup using a preconfigured group is contained in the MCPTT server (namely the controlling MCPTT function). Creation and removal of a regroup is initiated by an authorized MCPTT client. Removal of the regroup can also be initiated by the MCPTT server based on certain criteria.
-
A group regroup may be achieved by regrouping MCPTT groups into a new MCPTT regroup group which uses the configuration of a separate preconfigured MCPTT group.
-
A user regroup may be achieved by regrouping MCPTT users into a new regroup group which uses the configuration of a separate preconfigured MCPTT group.
-
The MCPTT regroup group can be specified to be a broadcast or non-broadcast type according to the configuration of the MCPTT group specified in the regroup request. 
-
The broadcast type of regroup is used for one-way communication where only an authorized MCPTT user is allowed to transmit and all other regroup users are only allowed to receive the communication (e.g. a call from a dispatcher to all regroup members). 
-
The non-broadcast type is used for two-way communication where all regrouped users can transmit and receive (i.e. a normal group call).
2.2
Location enhancements for current talker and ambient listening
-
Location of a current talker is a feature that allows the initiator of a group or private call transmission to share his current location via the media plane with every transmission (floor request that is granted). Based on privacy settings, the talker’s location is delivered to the other affiliated members of the group, or to the receiving user in the private call.
-
The ambient listening call is a type of a private MCPTT call that only allows a "listened to" user to transmit media to a "listening" user such that there is no indication on the MCPTT UE of the "listened to" user about the call and the media transmission.
-
Remotely initiated ambient listening is initiated by the authorized user (e.g., dispatcher) who wants to listen to another user. In this case, the "listened to" user is the called party, and shall automatically accept the call without causing any indication about the call and transmit the media to the "listening" user.
-
Locally initiated ambient listening is initiated by an authorized user who wants another user to listen to the MCPTT UE communication. In this case, the "listened to" user is the calling party and shall automatically transmit the media to the "listening" user without causing any indication about the call processing and media transmission.
-
Enhancements have been made to more reliably deliver location via the media plane in the scenarios listed above. 
2.3
Enhancements for entering or existing a geographic area
-
Geographical affiliation and de-affiliation is a feature that allows an authorized MCPTT user to define a geographical area for the purposes of causing the target MCPTT client to affiliate to a group when within this geographic area. Upon leaving the geographic area the target MCPTT client is sent an indication to de-affiliate. The MCPTT system keeps track of the target MCPTT user’s location and sends an indication to the MCPTT client upon entering or exiting the geographic area.
-
Geographical sending of an emergency alert is a feature that allows an authorized MCPTT user to define a geographical area for the purposes of causing the target MCPTT client to send an emergency alert when within this geographic area. Upon leaving the geographic area the target MCPTT client sends an emergency alert cancel. The MCPTT system keeps track of the MCPTT user’s location and sends an indication to the target MCPTT client upon entering or exiting the emergency alert area.
-
Enhancements have been made to the polygon and ellipsoid-arc definition of area to more reliably define location when entering or existing the geographic area of interest. 
2.4
Secure tunnel between key management server and key management client
-
The establishment of a direct secure tunnel between the mission critical key management server and the mission critical key management client is required. Such a direct TLS tunnel needs to be an option for mission critical agencies that require stronger security. 
The requirements, architecture, protocol, and security aspects related to these enhancements are described in the following specifications:

1.
The MCPTT service requirements are specified in 3GPP TS 22.179 and 3GPP TS 22.280;
2.
The MCPTT service architecture (including information flows, procedures, and configuration) is specified in 3GPP TS 23.379 and 3GPP TS 23.280;

3.
The security aspects of the MCPTT service are specified in 3GPP TS 33.180;
4.
The protocol aspects of the MCPTT service for call control and media plane are specified in 3GPP TS 24.379 and 3GPP TS 24.380 respectively;
5.
The protocol aspects of the MCPTT service for group configuration, identity management, and general configuration are specified in 3GPP TS 24.481, 3GPP TS 24.482, 3GPP TS 24.483, and 3GPP TS 24.484 respectively;
6.
The protocol aspects of the MCPTT service for codecs and media handling are specified in 3GPP TS 26.179;

7.
The protocol aspects of the MCPTT service for policy and charging control are specified in 3GPP TS 29.213 and 3GPP TS 29.214;

8.
The protocol aspects of the MCPTT service for data management related to MC service user profile are specified in 3GPP TS 29.283;
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