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[bookmark: _Toc20227224][bookmark: _Toc27749455][bookmark: _Toc28709382][bookmark: _Toc44671001][bookmark: _Toc51918909]1	Scope
The present document is part of a series of Technical Specifications (TSs) that specify charging functionality and charging management in 3GPP networks. The 3GPP core network charging architecture and principles are specified in document TS 32.240 [1], which provides an umbrella for other charging management documents that specify:
- 	the content of the CDRs per domain and subsystem (offline and converged charging);
- 	the content of real-time charging events per domain/subsystem (online and converged charging);
- 	the functionality of online, offline and converged charging for those domains and subsystems;
- 	the interfaces that are used in the charging framework to transfer the charging information 
(i.e. CDRs or charging events).
The present document specifies the CDR parameters, the abstract syntax and encoding rules for all the CDR types that are defined in the charging management TSs described above. The mechanisms used to transfer the CDRs from the generating node to the operator's Billing Domain (e.g. the billing system or a mediation device) are specified in TS 32.297 [52]. Further details with respect to internal functions of the operator's Billing Domain are out of scope of 3GPP standardisation.
The present document is related to other 3GPP charging TSs as follows: 
-	The common 3GPP charging architecture is specified in TS 32.240 [1].
-	A transaction based mechanism for the transfer of CDRs within the network is specified in TS 32.295 [54].
-	The file based mechanism used to transfer the CDRs from the network to the operator's billing domain (e.g. the billing system or a mediation device) is specified in TS 32.297 [52].
-	The 3GPP Diameter applications used for offline and online charging are specified in TS 32.299 [50].
-	The services, operations and procedures of charging, using Service Based Interface are specified in TS 32.290 [57].
-	The charging service of 5G system is specified in TS 32.291 [58]. 
All terms, definitions and abbreviations used in the present document, that are common across 3GPP TSs, are defined in the 3GPP Vocabulary, TR 21.905 [100]. Those that are common across charging management in 3GPP domains or subsystems are provided in the umbrella document TS 32.240 [1] and are copied into clause 3 of the present document for ease of reading. Finally, those items that are specific to the present document are defined exclusively in the present document.
Furthermore, requirements that govern the charging work are specified in TS 22.115 [101].
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[bookmark: _Toc54690686]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TS 32.240: "Telecommunication management; Charging management; Charging Architecture and Principles".
[2] - [9]	Void.
[10]	3GPP TS 32.250: "Telecommunication management; Charging management; Circuit Switched (CS) domain charging".
[11]	3GPP TS 32.251: "Telecommunication management; Charging management; Packet Switched (PS) domain charging".
[12] 	Void.
[13] 	3GPP TS 32.253: "Telecommunication management; Charging management; Control Plane (CP) data transfer domain charging".
[14]	 3GPP TS 32.254: "Telecommunication management; Charging management; Exposure function Northbound Application Program Interfaces (APIs) charging ".
[15]	3GPP TS 32.255: "Telecommunication management; Charging management; 5G Data connectivity domain charging; stage 2".
[16]	3GPP TS 32.256: "Telecommunication management; Charging management; 5G connection and mobility domain charging; stage 2".
[17] - [19]	Void.
[20]	3GPP TS 32.260: "Telecommunication management; Charging management; IP Multimedia Subsystem (IMS) charging".
[21] - [29]	Void.
[30]	3GPP TS 32.270: "Telecommunication management; Charging management; Multimedia Messaging Service (MMS) charging".
[31]	3GPP TS 32.271: "Telecommunication management; Charging management; Location Services (LCS) charging".
[32]	3GPP TS 32.272: "Telecommunication management; Charging management; Push-to-talk over Cellular (PoC) charging".
[33]	3GPP TS 32.273: "Telecommunication management; Charging management; Multimedia Broadcast and Multicast Service (MBMS) charging".
[34]	3GPP TS 32.274: "Telecommunication management; Charging management; Short Message Service (SMS) charging".
[35]	3GPP TS 32.275: "Telecommunication management; Charging management; MultiMedia Telephony (MMTel) charging".
[36]	Void.
[37]	3GPP TS 32.277: "Telecommunication management; Charging management; Proximity-based Services (ProSe) charging".
[38]	3GPP TS 32.278: "Telecommunication management; Charging management; Monitoring Event charging".
[39]	void
[40]	3GPP TS 32.280: "Telecommunication management; Charging management; Advice of Charge (AoC) service".
[41] - [49]	Void.
[50]	3GPP TS 32.299: "Telecommunication management; Charging management; Diameter charging application".
[51]	Void.
[52]	3GPP TS 32.297: "Telecommunication management; Charging management; Charging Data Records (CDR) file format and transfer".
[53] - [56]	Void.
[57]	3GPP TS 32.290: "Telecommunication management; Charging management; 5G system; Services, operations and procedures of charging using Service Based Interface (SBI)". 
[58]	3GPP TS 32.291: "Telecommunication management; Charging management; 5G system; Charging service, stage 3".
[59]- [69]	Void.
[70]	3GPP TS 28.201: "Charging management; Network slice performance and analytics charging in the 5G System (5GS); Stage 2".
[71]	3GPP TS 28.202: "Charging management; Network slice management charging in the 5G System (5GS); Stage 2".
[72]- [99]	Void.
[100]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[101]	3GPP TS 22.115: "Service aspects; Charging and billing".
[102]	3GPP TS 22.002: "Circuit Bearer Services (BS) supported by a Public Land Mobile Network (PLMN)".
[103]	3GPP TS 22.004: "General on supplementary services".
[104] 	3GPP TS 22.024: "Description of Charge Advice Information (CAI)".
[105] – [199]	void
[200]	3GPP TS 23.003: "Numbering, Addressing and Identification".
[201]	3GPP TS 23.040: "Technical realization of Short Message Service (SMS)".
[202]	3GPP TS 23.060: "General Packet Radio Service (GPRS) Service description; Stage 2".
[203]	3GPP TS 23.203: "Policy and Charging control architecture".
[204]	3GPP TS 23.207: "End-to-end Quality of Service (QoS) concept and architecture".
[205]	Void.
[206]	3GPP TS 23.140: "Multimedia Messaging Service (MMS); Functional description; Stage 2".
[207]	3GPP TS 23.172: "Technical realization of Circuit Switched (CS) multimedia service; UDI/RDI fallback and service modification; Stage 2".
[208]	3GPP TS 24.008: "Mobile radio interface Layer 3 specification; Core network protocols; Stage 3".
[209]	3GPP TS 24.080: "Mobile radio Layer 3 supplementary service specification; Formats and coding". 
[210]	3GPP TS 24.229: "Internet Protocol (IP) multimedia call control protocol based on Session Initiation Protocol (SIP) and Session Description Protocol (SDP); Stage 3".
[211]	3GPP TS 24.604: "Communication Diversion (CDIV) using IP Multimedia (IM); Protocol specification".
[212]	3GPP TS 25.413: "UTRAN Iu interface Radio Access Network Application Part (RANAP) signalling".
[213]	3GPP TS 27.001: "General on Terminal Adaptation Functions (TAF) for Mobile Stations (MS)".
[214]	3GPP TS 29.002: "Mobile Application Part (MAP) specification".
[215]	3GPP TS 29.060: "General Packet Radio Service (GPRS); GPRS Tunnelling Protocol (GTP) across the Gn and Gp interface".
[216]	3GPP TS 29.061: "Interworking between the Public Land Mobile Network (PLMN) supporting packet based services and Packet Data Networks (PDN)".
[217]	3GPP TS 29.078: "Customised Applications for Mobile network Enhanced Logic (CAMEL); CAMEL Application Part (CAP) specification".
[218]	3GPP TS 29.140: "Multimedia Messaging Service (MMS); MM10 interface Diameter based protocol; Stage 3".
[219]	3GPP TS 29.207: "Policy control over Go interface".
[220]	3GPP TS 29.212: "Policy and Charging control over Gx reference point". 
[221]	3GPP TS 29.214: "Policy and Charging Control; Reference points".
[222]	3GPP TS 29.272: "Mobility Management Entity (MME) and Serving GPRS Support Node (SGSN) related interfaces based on Diameter protocol".
[223]	3GPP TS 29.274: "Evolved GPRS Tunnelling Protocol for Control Plane (GTPv2-C); Stage 3".
[224]	3GPP TS 29.275: " Proxy Mobile IPv6 (PMIPv6) based Mobility and Tunnelling protocols; Stage 3".
[225]	3GPP TS 29.658: "SIP Transfer of IP Multimedia Service Tariff Information". 
[226] 	3GPP TS 36.413 "Evolved Universal Terrestrial Radio Access (E-UTRA); S1 Application Protocol (S1AP)".
[227]	3GPP TS 49.031: "Location Services (LCS); Base Station System Application Part LCS Extension (BSSAP-LE)".
[228] 	3GPP TS 32.015: "Telecommunication management; Charging management; Charging data description for the Packet Switched (PS) domain".
[229] 	3GPP TS 23.292: "IP Multimedia Subsystem (IMS) Centralized Services".
[230] 	3GPP TS 29.338: "Diameter based protocols to support SMS capable MMEs".
[231]	3GPP TS 29.337: "Diameter-based T4 interface for communications with packet data networks and applications". 
[232]	3GPP TS 29.229: "Cx and Dx Interfaces based on the Diameter protocol; Protocol Details".
[233]	3GPP TS 29.520: "5G System; Network Data Analytics Services; Stage 3".
[234] 	void
[235]	3GPP TS 23.303: "Proximity-based services (ProSe)".
[236]	3GPP TS 24.334: "Proximity-services (ProSe) User Equipment (UE) to ProSe function protocol aspects".
[237] 	3GPP TS 23.682: "Architecture enhancements to facilitate communications with packet data networks and applications".
[238] - [240] 	Void.
[241]	3GPP TS 36.331: "Evolved Universal Terrestrial Radio Access (E-UTRA); Radio Resource Control (RRC); Protocol specification".
[242]	3GPP TS 29.328: "IP Multimedia (IM) Subsystem Sh Interface; Signalling flows and message contents".
[243]	3GPP TS 23.682: "Architecture enhancements to facilitate communications with packet data networks and applications".
[244]	3GPP TS 29.128: "Mobility Management Entity (MME) and Serving GPRS Support Node (SGSN) interfaces for interworking with packet data networks and applications".
[245]	3GPP TS 23.401: "General Packet Radio Service (GPRS) enhancements for Evolved Universal Terrestrial Radio Access Network (E-UTRAN) access".
[246]	3GPP TS 23.503:"Policy and Charging Control Framework for the 5G System; Stage 2".
[247]	3GPP TS 23.501:"System Architecture for the 5G System".
[248]	3GPP TS 29.501: "5G System; Principles and Guidelines for Services Definition; Stage 3".
[249]	3GPP TS 29.571: "5G System; Common Data Types for Service Based Interfaces; Stage 3".
[250]	3GPP TS 29.502: "5G System; Session Management Services; Stage 3".
[251]	3GPP TS 29.512: "5G System; Session Management Policy Control Service; Stage 3".
[252] - [253] 	Void
[254]	3GPP TS 28.541: "Management and orchestration; 5G Network Resource Model (NRM); Stage 2 and stage 3".
[255] - [299] 	Void
[300]	ITU-T Recommendation X.680 | ISO/IEC 8824-1: "Information technology; Abstract Syntax Notation One (ASN.1): Specification of Basic Notation".
[301]	ITU-T Recommendation X.690 | ISO/IEC 8825-1: "Information technology - ASN.1 encoding rules: Specification of Basic Encoding Rules (BER), Canonical Encoding Rules (CER) and Distinguished Encoding Rules (DER)".
[302]	ITU-T Recommendation X.691 | ISO/IEC 8825-2: "Information technology - ASN.1 encoding rules: Specification of Packed Encoding Rules (PER)".
[303]	ITU-T Recommendation X.693 | ISO/IEC 8825-4: "Information technology - ASN.1 encoding rules: XML encoding rules (XER)".
[304]	ITU-T Recommendation X.711 CMIP: "Information technology – Open Systems Interconnection – Common Management Information Protocol".
[305]	ITU-T Recommendation X.721 ISO/IEC 10165-2: " Information technology - Open Systems Interconnection - Structure of management information: Definition of management information".
[306]	ITU-T Recommendation X.227 ACSE: " Information technology - Open Systems Interconnection – Connection-oriented protocol for the Association Control Service Element: Protocol specification ".
[307]	ITU-T Recommendation Q.773: "Transaction capabilities formats and encoding".
[308]	ITU-T Recommendation E.164: "The international public telecommunication numbering plan".
[309]	ITU-T Recommendation Q.767: "Application of the ISDN user part of CCITT signalling system No. 7 for international ISDN interconnections".
[310]	ETS 300 196: "Digital Subscriber Signalling System No. one (DSS1) protocol".
[311]	OMA Location Working Group "Mobile Location Protocol Specification", [http://www.openmobilealliance.org].
[312]	ETSI GSM 05.01: "Digital Cellular Telecommunications System (Phase 2+); Physical Layer on the Radio Path; General Description".
[313]	ETSI GSM 08.08: "European Digital Cellular Telecommunication System (Phase 2); Mobile-Services Switching Centre - Base Station System (MSC - BSS) Interface Layer 3 Specification".
[314]	ETSI TS 283 034 v2.2.0: "Telecommunications and Internet converged Services and Protocols for Advanced Networking (TISPAN); Network Attachment Sub-System (NASS); e4 interface based on the DIAMETER protocol".
[315]	ITU-T Recommendation X.121: " International numbering plan for public data networks ".
[316] – [399]	void
[400]	IETF RFC 822 (1982): "Standard for the format of arpa internet text messages".
[401]	IETF RFC 3261(2002): "SIP: Session Initiation Protocol".
[402]	IETF RFC 3966 (2004): "The tel URI for Telephone Numbers".
[403]	IETF RFC 3265 (2002): "Session Initiation Protocol (SIP)-Specific Event Notification".
[404]	IETF RFC 7315 (2014): "Private Header (P-Header) Extensions to the Session Initiation Protocol (SIP) for the 3rd-Generation Partnership Project (3GPP)".
[405]	IETF RFC 2486 (1999): "The Network Access Identifier".
[406]	IETF RFC 4566 (2006): "SDP: Session Description Protocol".
[407]	IETF RFC 5031 (2008): "A Uniform Resource Name (URN) for Emergency and Other Well-Known Services".
[408]	IEEE Std 802.11-2012™: "IEEE Standard for Information technology - Telecommunications and information exchange between systems - Local and metropolitan area networks - Specific requirements - Part 11: Wireless LAN Medium Access Control (MAC) and Physical Layer (PHY) Specifications".
[409]	IETF RFC 4776 (2006): "Dynamic Host Configuration Protocol (DHCPv4 and DHCPv6) Option for Civic Addresses Configuration Information".
[410]	IETF RFC 4122 (200): "A Universally Unique IDentifier (UUID) URN Namespace".
[411] – [600]	void
[601]	Broadband Forum TR-134: "Broadband Policy Control Framework (BPCF)". 
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[bookmark: _Toc54690687]3	Definitions of terms, symbols and abbreviations
[bookmark: _Toc54690688]3.1	DefinitionsTerms
For the purposes of the present document, the terms and definitions given in TR 21.905 [100], TS 32.240 [1] and TS 32.297 [42] as well as the following apply:
Billing Domain (BD): part of the operator network, which is outside the core network, which receives and processes CDR files from the core network charging functions. It includes functions that can provide billing mediation and billing or other (e.g. statistical) end applications. It is only applicable to offline charging (see "Online Charging System" for equivalent functionality in online charging).
Charging Data Record (CDR): formatted collection of information about a chargeable event (e.g. time of call set-up, duration of the call, amount of data transferred, etc) for use in billing and accounting. For each party to be charged for parts of or all charges of a chargeable event a separate CDR is generated, i.e. more than one CDR may be generated for a single chargeable event, e.g. because of its long duration, or because more than one charged party is to be charged.
offline charging: charging mechanism where charging information does not affect, in real-time, the service rendered.
online charging: charging mechanism where charging information can affect, in real-time, the service rendered and therefore a direct interaction of the charging mechanism with bearer/session/service control is required.
	Next change


[bookmark: _Toc54690691]4	Architecture considerations
TS 32.240 [1] specifies the high level common 3GPP charging architecture as well as more detailed architectures,thatarchitectures, that are relevant for the present document:
-	Figure 4.3.1.0.1: Logical ubiquitous offline charging architecture.
-	Figure 4.3.3.0.1: Logical ubiquitous converged charging architecture.
The present document specifies the parameters, abstract syntax and encoding rules for all 3GPP defined CDR types as applicable to the Bx interface, i.e. the CDR files.
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[bookmark: _Toc54690707]5.1.2.0	General
This clause contains the description of the CDR parameters that are specific to the bearer level CDR types. 
This comprizescomprises the CDR types from the Circuit Switched (CS) domain (TS 32.250 [10]), the Packet Switched (PS) domain, i.e. GPRS (TS 32.251 [11]).
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[bookmark: _Toc54690713]5.1.2.1.4	Call duration
This field contains the relevant call duration in seconds. For incomplete calls (call attempts) the relevant duration is the call holding time from the seizure to the release of the traffic channel. For complete (answered) calls this is the chargeable duration from answer to release of the traffic channel. For partial records this is the duration of the individual partial record and not the cumulative duration of the call.
It should be noted that the time stamps may be expressed in terms of tenths of seconds or even milliseconds and, as a result, the calculation of the call duration may result in the rounding or truncation of the measured duration to a whole number of seconds.
Whether or not rounding or truncation is to be used is considered to be outside the scope of the present document subject to the following restrictions:
1)	A call duration of zero seconds shall not be accepted.
2)	The same method of truncation/rounding shall be applied to both single and partial records.
If CAMEL is invoked for the call and a control relationship is existing, the call might continue after a RELEASE or a DISCONNECT from the called party side received by the gsmSSF. The call duration of the incoming leg is stored in the main body of the call record. For each outgoing leg the call duration is stored in the respective 'CAMELInformation' module. If a call leg does not reach answer status and attempt charging is enabled a 'CAMELInformation' module containing the holding time is generated.
An example of how to use the call duration and the timestamps is given in figure 5.1.2.1.4.1. It shows a CAMEL controlled mobile originated follow-on scenario. The uppermost arrow  marks the over alloverall duration of the call that is to be measured and stored in the main body of the respective MOC record. The duration before t5 (incoming leg) or t4 (outgoing leg) needs not to be stored since the call is answered later on. The call duration in the first outgoing leg module contains the time interval from t4 to t6 (period ). The call duration measurement of the second outleg is started with t9 and ended with t10 (interval ).
Since the last outgoing leg is not answered, the respective module contains the holding time starting with t11 and ending with t13 (period ).
(The timestamps t1, t2, t3, t7, t8 and t12 are mentioned for completion reasons only.)
[image: ]
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Figure 5.1.2.1.4.1: Call duration measurement in follow-on scenarios


	Next change



[bookmark: _Toc54690734]5.1.2.1.25	Fixed Network User Rate
This field indicates the user data rate applied for the connection in the fixed network. In UMTS, it shall be present for all bearer services as specified in TS 22.002 [102]. In GSM, this parameter is part of the HSCSD connection parameters, see clause 5.1.2.1. 30.
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[bookmark: _Toc54690735]5.1.2.1.26	Free format data
This field contains charging information sent by the gsmSCF in the Furnish Charging Information (FCI) messages as defined in TS 29.078 [217]. The data can be sent either in one FCI message or several FCI messages with append indicator. This data is transferred transparently in the CAMEL clauses of the relevant call records. 'Free format data' sent to the legID=1 is always stored in the top level of the respective record. 'Free format data' sent to the legID >1 is stored in the appropriate CAMEL call leg information field.
If the FCI is received more thenthan once during one continuing incoming/outgoing CAMEL call leg, the append indicator defines whether the FCI information is appended to previous FCI and stored in the relevant record or the information of the last FCI received is stored in the relevant record (the previous FCI information shall be overwritten).
In the event of partial output the currently valid 'Free format data' is stored in the partial record.
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[bookmark: _Toc54690755]5.1.2.1.46	Location Extension
The Location ExternsionExtension field contains the 12 most significant bits from the Cell Identity field. This is used when SMS over SGs (defined in TS 36.413 [226]) is applied and the access is E-UTRAN. 
	Next change



[bookmark: _Toc54690814]5.1.2.2.4	CAMEL Information
This field includes following CAMEL information elements for PDP context (S-CDR), Attach/Detach session 
(M-CDR), Mobile originated SMS (S-SMO-CDR) and Mobile terminated SMS (S-SMT-CDR) if corresponding CAMEL service is activated. 
· CAMEL Access Point Name NI (S-CDR):
This field contains the network identifier part of APN before modification by the CSE. 
· CAMEL Access Point Name OI (S-CDR):
This field contains the operator identifier part of APN before modification by the CSE.
· CAMEL Calling Party Number (S-SMO-CDR, S-SMT-CDR):
This field contains the Calling Party Number modified by the CAMEL service.
· CAMEL Destination Subscriber Number (S-SMO-CDR):
This field contains the short message Destination Number modified by the CAMEL service.
· CAMEL SMSC Address (S-SMO-CDR):
This field contains the SMSC address modified by the CAMEL service.
· SCF address (S-CDR, M-CDR, S-SMO-CDR, S-SMT-CDR):
This field identifies the CAMEL server serving the subscriber. Address is defined in HLR as part of CAMEL subscription information.
· Service key (S-CDR, M-CDR, S-SMO-CDR, S-SMT-CDR):
This field identifies the CAMEL service logic applied. Service key is defined in HLR as part of CAMEL subscription information.
· Default Transaction/SMS Handling (S-CDR, M-CDR, S-SMO-CDR, S-SMT-CDR):
This field indicates whether or not a CAMEL encountered default GPRS- or SMS-handling. This field shall be present only if default call handling has been applied. Parameter is defined in HLR as part of CAMEL subscription information. 
· Free Format Data (S-CDR, M-CDR, S-SMO-CDR, S-SMT-CDR):
This field contains charging information sent by the gsmSCF in the Furnish Charging Information GPRS messages as defined in TS 29.078 [217]. The data can be sent either in one FCI message or several FCI messages with append indicator. This data is transferred transparently in the CAMEL clauses of the relevant call records. 
If the FCI is received more thenthan once during one CAMEL call, the append indicator defines whether the FCI information is appended to previous FCI and stored in the relevant record or the information of the last FCI received is stored in the relevant record (the previous FCI information shall be overwritten). 
In the event of partial output the currently valid "Free format data" is stored in the partial record.
· FFD Append Indicator (S-CDR, M-CDR):
This field contains an indicator whether CAMEL free format data is to be appended to free format data stored in previous partial CDR. This field is needed in CDR post processing to sort out valid free format data for that call leg from sequence of partial records. Creation of partial records is independent of received FCIs and thus valid free format data may be divided to different partial records. 
If field is missing then free format data in this CDR replaces all received free format data in previous CDRs. Append indicator is not needed in the first partial record. In following partial records indicator shall get value true if all FCIs received during that partial record have append indicator. If one or more of the received FCIs for that call leg during the partial record do not have append indicator then this field shall be missing. 
· Level of CAMEL services (S-CDR, M-CDR):
This field describes briefly the complexity of CAMEL invocation. Categories are the same as in circuit switched services and measure of resource usage in VPLMN requested by HPLMN.
-	"Basic" means that CAMEL feature is invoked during the PDP context activation phase only (e.g. to modify APN_NI/APN_OI). 
-	"Call duration supervision" means that PDP context duration or volume supervision is applied in the gprsSSF of the VPLMN (Apply Charging message is received from the gsmSCF).
-	Number of DPs encountered (S-CDR, M-CDR):
This field indicates how many armed CAMEL detection points (TDP and EDP) were encountered and complements "Level of CAMEL service" field. 
· smsReferenceNumber (S-SMO-CDR, S-SMT-CDR)
This parameter contains the SMS Reference Number assigned to the Short Message by the SGSN.
	Next change



[bookmark: _Toc54690851]5.1.2.2.24	List of Service Data
This list includes one or more service data containers. Depending on the reporting level of PCC/ADC rules, one service data container either includes charging data for one rating group or for one rating group and service id combination. Each service data container may include the following fields:
-	AF-Record-Information.
-	Charging Rule Base Name.
-	ADC Rule Base Name.
-	Data Volume Downlink.
-	Data Volume Uplink.
-	Event Based Charging Information.
-	Local Sequence Number.
-	PS Furnish Charging Information.
-	EPC Qos Information.
-	Rating Group.
-	Report Time.
-	Result Code.
-	Service Condition Change.
-	Service Identifier.
-	Service Specific Info.
-	Serving Node Address.
-	Time of First Usage.
-	Time of Last Usage.
-	Time Quota Mechanism.
-	Time Usage.
-	user location information.
-	3GPP2 User Location Information.
-	UWAN User Location Information.
-	TWAN User Location Information.
-	Sponsor Identity.
-	Application Service Provider Identity. 
-	Presence Reporting Area Status. 
-	List of Presence Reporting Area Information.
-	User CSG Information.
-	RAT Type.
-	Serving PLMN Rate Control.
-	APN Rate Control.
-	Related Change of Service Condition.
-	Traffic Steering Policy Identifier Downlink.
-	Traffic Steering Policy Identifier Uplink.
-	VoLTE Information.

-	Rating Group is the identifier of rating group. This field is mandatory. The parameter corresponds to the Charging Key as specified in TS 23.203 [203]. 
-	Charging Rule Base Name is the reference to group of PCC rules predefined at the PCEF. This field is included if any of the PCC rules, which usage is reported within this service data container, was activated by using the Charging Rule Base Name as specified in TS 29.212 [220]. In case multiple Charging Rule Base Names activate PCC rules, which usage is reported within this service data container, the P-GW/IPE-CDR shall include only one occurrence to the service data container. 
-	ADC Rule Base Name is the reference to group of ADC rules predefined at the TDF. This field is included if any of the ADC rules, which usage is reported within this service data container, was activated by using the ADC Rule Base Name as specified in TS 29.212 [220]. In case multiple ADC Rule Base Names activate ADC rules, which usage is reported within this service data container, the TDF shall include only one occurrence to the service data container.
-	Result Code contains the result code after the interconnection with the OCS. This field may be added to the service data container if online and offline charging are both used for same rating group. The result code in service data container is the value of the Result-Code AVP received within last CCA message in corresponding MSCC AVP to this service data container.
-	Local Sequence Number is a service data container sequence number. It starts from 1 and is increased by 1 for each service date container generated within the lifetime of this IP-CAN bearer/TDF session.
-	Time of First Usage is the time stamp for the first IP packet to be transmitted and mapped to the current service data container. For envelope reporting controlled by the Time Quota Mechanism, this indicates the time stamp for the first IP packet to be transmitted that causes an envelope to be opened – see TS 32.299 [50].
-	Time of Last Usage is the time stamp for the last IP packet to be transmitted and mapped to the current service data container. For envelope reporting, controlled by the Time Quota Mechanism, this indicates the time stamp for an envelope to be closed – see TS 32.299 [50] for conditions for envelope closure.
-	Time Usage contains the effective used time within the service data container recording interval. 
-	Service Condition Change defines the reason for closing the service data container (see TS 32.251 [11]), such as tariff time change, IP-CAN bearer modification (e.g. QoS change, S-GW change, user location change, user CSG information change), access change of service data flow, indirect service condition change, service usage thresholds, service idled out, termination or failure handling procedure. When one of the "CGI/SAI, ECGI or TAI or RAI Change" are reported as user location change, the dedicated value in service Condition Change is set instead of the generic "user location change" value. This field is specified as bitmask for support of multiple change trigger (e.g. S-GW and QoS change). This field is derived from Change-Condition AVP at Service-Data-Container AVP level defined in TS 32.299 [50] when received on Rf. Each value is mapped to the corresponding value in "ServiceConditionChange" field. When simultaneous change triggers are met, multiple Change-Condition values are set in field bitmask.Whenbitmask. When no Change-Condition AVP is provided, the "recordClosure" value is set for the service data container. For envelope reporting, the Service Condition Change value shall always take the value "envelopeClosure". The mechanism for creating the envelope is identified within the Time Quota Mechanism field.
-	EPC Qos Information in service specific service data containers contains the QoS applied for the service. This is included in the first service data container. In following container EPC QoS information is present if previous change condition is "QoS change". The P-GW/TDF/IPE-CDR shall include only one EPC QoS Information occurrence to one service data container. 
-	Serving Node Address contains the valid serving node (e.g. SGSN/S-GW) control plane IP address during the service data container recording interval. 
-	Data Volume Uplink and Downlink, includes the number of octets transmitted during the service data container recording interval in the uplink and/or downlink direction, respectively. The amount of data counted in P-GW shall be as specified in clauses 5.2.1.10.1, 5.3.1.1 and 5.3.1.6.1 of TS 32.251 [11]. The amount of data counted in TDF shall be based on full payload of the data transferred. The amount of data counted in IP-Edge shall be based on full payload of the data transferred.
-	Report Time is a time stamp, which defines the moment when the service data container is closed. 
-	Service Identifier is an identifier for a service. The service identifier may designate an end user service, a part of an end user service or an arbitrarily formed group thereof. This field is only included if reporting is per combination of the rating group and service id. 
-	PS Furnish Charging Information includes charging information per rating group in case it is sent by OCS.
-	User location information contains the user location (e.g. CGI/SAI, ECGI/TAI or RAI) where the UE was located during the service data container recording interval. This is included in the service data container only if previous container's change condition is "user location change" or one of the "CGI/SAI, ECGI or TAI or RAI Change". Note the user location information in PGW-CDR/TDF-CDR main level contains the location where the UE was when PGW-CDR/TDF-CDR was opened, and the "Last user location information" in PGW-CDR main level contains the location where the UE was when PGW-CDR is closed. 
-	Presence Reporting Area Status contains the status of the UE presence (i.e. indication on whether the UE is inside or outside) in the Presence Reporting Area(s) identified by "Presence Reporting Area identifier(s)" contained in PGW-CDR main level. This is included in the service data container when the initial status is reported after opening of PGW-CDR, or if previous container’s change condition is "Presence in Presence Reporting Area Change". This field is not applicable in multiple PRA(s).
-	List of Presence Reporting Area Information contains the list of Presence Reporting Area Information. Each Presence Reporting Area Information includes the "Presence Reporting Area identifier", the status of the UE presence (i.e. indication on whether the UE is inside or outside the Presence Reporting Area or Presence Reporting Area(s) inactive), and the Node (PCRF, OCS) which subscribed-to the PRA.
-	3GPP2 User Location Information contains the 3GPP2 user location (i.e. 3GPP2-BSID: Cell-Id, SID, NID) where the UE was located during the service data container recording interval. This is included in the service data container only if previous container's change condition is "user location change". Note the "3GPP2 user location information" in PGW-CDR/TDF-CDR main level contains the location where the UE was when PGW-CDR/TDF-CDR was opened.
-	UWAN User Location Information contains the Untrusted Wireless Access Network (UWAN) user location during the service data container recording interval. This is included in the service data container only if previous container’s change condition is "user location change". Note the user location information in PGW-CDR main level contains the location where the UE was when PGW-CDR was opened.
-	TWAN User Location Information contains the user location in a Trusted WLAN Access Network during the service data container recording interval. This is included in the service data container only if previous container’s change condition is "user location change". Note the user location information in PGW-CDR/TDF-CDR main level contains the location where the UE was when PGW-CDR/TDF-CDR was opened.
-	User CSG information contains the status of the user accessing a CSG cell (CSG ID within the PLMN, Access mode and indication on CSG membership) during the service data container recording interval. This is included in the service data container only if previous container’s change condition is "user CSG information change". Note the "user CSG information" in PGW-CDR main level contains the "user CSG information" when PGW-CDR was opened. 
-	AF-Record-Information includes the "AF Charging Identifier" (ICID for IMS) and associated flow identifiers generated by the AF and received by the P-GW over Gx interfaces as defined in TS 29.212 [220]. In case usage of PCC rules, which usage is reported within the container, has different AF-Record-Information then the P-GW shall include all occurrences to the service data container.
-	Event Based Charging Information includes the number of events and associated timeStamps (each event is timestamped) during the service data container recording interval.
-	Time Quota Mechanism contains two further subfields and is included if envelope reporting is required:
-	Time Quota Type identifies the mechanism by which time based usage should be reported – as defined in TS 32.299 [50].
-	Base Time Interval identifies the length of the base time interval, for controlling the reporting of time based usage, in seconds.
-	Service Specific Info holds service specific data for a pre-defined PCC or a predefined ADC rule that is used for enhanced packet filtering.
-	Sponsor Identity identifies the sponsor willing to pay for the operator's charge for connectivity.
-	Application Service Provider Identity identifies application service provider that is delivering a service to an end user. 
-	RAT Type contains the RAT type for the IP-CAN bearer that is first reported for the Rating Group or Rating Group / Service Identifier in the container. If traffic from multiple bearers is included in the report for the container, only one field is included.
NOTE: 	Sponsor Identity and Application Service Provider Identity are not used together with Service Identification reporting. Furthermore, neither the Sponsor Identity nor Application Service Provider Identity is applicable to the TDF. 
-	Related Change of Service Condition indicates the reason a related container was closed when the current container is indirectly closed and the supplemental information for the event. This information is applicable when charging per IP-CAN session is active for a multi-access PDN connection.
-	Serving PLMN Rate Control This field contains the Serving PLMN Rate Control applied by MME during the transfer of the data volume captured by the container (applicable only to the PGW-CDR). This is included in the service data container only if previous container's change condition is "Serving PLMN Rate Control change ". Note the Serving PLMN Rate Control field in PGW-CDR main level contains the Serving PLMN Rate Control when PGW-CDR was opened. 
-	APN Rate Control This field contains the APN Rate Control applied by PGW during the transfer of the data volume captured by the container (applicable only to the PGW-CDR). This is included in the service data container only if previous container's change condition is "APN Rate Control change ". Note the APN Rate Control field in PGW-CDR main level contains the APN Rate Control when PGW-CDR was opened. 
-	Traffic Steering Policy Identifier Downlink This field contains the Traffic Steering Policy Identifier Downlink applied by PGW/ TDF during the service data container recording interval.
-	Traffic Steering Policy Identifier Uplink This field contains the Traffic Steering Policy Identifier Uplink applied by PGW/TDF during the service data container recording interval.
-	VoLTE Information This field contains the caller and callee Information of VoLTE. Caller Information of VoLTE is described in clause 5.1.3.1.24. Callee Information contains: 
-	Called Party Address (described in clause 5.1.3.1.9).
-	Requested Party Address (described in clause 5.1.3.1.43).
- 	List of Called Asserted Identity (described in clause 5.1.3.1.23).

	Next change



[bookmark: _Toc54690852]5.1.2.2.25	List of Traffic Data Volumes
This list applicable in S-CDR, SGW-CDR, IPE-CDR, ePDG-CDR and TWAG-CDR, includes one or more containers.
This list applicable in PGW-CDR when charging per IP-CAN session is active and IP-CAN bearer charging is being performed for the session.
In SGW-CDR, PGW-CDR, IPE-CDR, ePDG-CDR and TWAG-CDR, containers are per QCI/ARP pair. This means that if QoS control within one IP-CAN bearer is applicable in S-GW, P-GW, ePDG and TWAG, there can be several containers open at same time one per each applied QCI/ARP pair.
Each container includes the following fields:
-	Data Volume Uplink, Data Volume Downlink, Change Condition and Change Time. 
-	Data Volume Uplink includes the number of octets transmitted during the use of the packet data services in the uplink direction. In MBMS charging, this field is normally to be set to zero, because MBMS charging is based on the volume of the downlink data. The counting of uplink data volumes is optional. In S-CDR this field is not present when the SGSN has successfully established Direct Tunnel between the RNC and the GGSN.
-	Data Volume Downlink includes the number of octets transmitted during the use of the packet data services in the downlink direction. In S-CDR this field is not present when the SGSN has successfully established Direct Tunnel between the RNC and the GGSN.
-	Change Condition defines the reason for closing the container (see TS 32.251 [11]), such as tariff time change, QoS change or closing of the CDR. This field is derived from Change-Condition AVP Traffic-Data-Volumes AVP level defined in TS 32.299 [40] when received on Rf. Each value is mapped to the corresponding value in "ChangeCondition" field. When no Change-Condition AVP is provided, the "recordClosure" value is set for the container. For User Location Change, when one of the "CGI/SAI, ECGI or TAI or RAI Change" are reported as user location change, the dedicated value in service Condition Change is set instead of the generic "user location change" value. 
-	Change Time is a time stamp, which defines the moment when the volume container is closed or the CDR is closed. All the active IP-CAN bearers do not need to have exactly the same time stamp e.g. due to same tariff time change (variance of the time stamps is implementation and traffic load dependent, and is out of the scope of standardisation).
-	User Location Information contains the location (e.g. CGI/SAI, ECGI/TAI or RAI) where the UE is located and used during the transfer of the data volume captured by the container (applicable only to the SGW-CDR). This is included in the Traffic data container only if previous container's change condition is "user location change". Note the user location information in SGW-CDR main level contains the location where the UE was when SGW-CDR was opened, and the "Last user location information" in SGW-CDR main level contains the location where the UE was when SGW-CDR is closed. 
-	UWAN User Location Information contains the Untrusted Wireless Access Network (UWAN) user location during the transfer of the data volume captured by the container. This is included in the Traffic data container only if previous container's change condition is "user location change". Note the user location information in ePDG-CDR main level contains the location where the UE was when ePDG-CDR was opened.
-	TWAN User Location Information contains the user location in a Trusted WLAN Access Network during the transfer of the data volume captured by the container. This is included in the Traffic data container only if previous container’s change condition is "user location change". Note the user location information in TWAG-CDR main level contains the location where the UE was when TWAG-CDR was opened.
-	Presence Reporting Area Status contains the status of the UE presence (i.e. indication on whether the UE is inside or outside) in the Presence Reporting Area(s) identified by "Presence Reporting Area identifier(s)" contained in SGW-CDR main level. This is included in the Traffic data container when the initial status is reported after opening of SGW-CDR, or if previous container’s change condition is "Presence in Presence Reporting Area Change". This field is not applicable in multiple PRA(s).
-	List of Presence Reporting Area Information contains the list of Presence Reporting Area Information. Each Presence Reporting Area Information includes the "Presence Reporting Area identifier", the status of the UE presence (i.e. indication on whether the UE is inside or outside the Presence Reporting Area or Presence Reporting Area(s) inactive). In the PGW it contains the Node (PCRF, OCS) which subscribed-to the PRA.
-	User CSG information contains the status of the user accessing a CSG cell (CSG ID within the PLMN, Access mode and indication on CSG membership) during the transfer of the data volume captured by the container. This is included in the Traffic data container only if previous container’s change condition is "user CSG information change". Note the "user CSG information" in S-CDR/SGW-CDR main level contains the "user CSG information" when S-CDR/SGW-CDR was opened.
-	EPC QoS Information In case of IP-CAN bearer specific container this contains authorized QoS for the IP-CAN bearer. First container for each QCI/ARP pair includes this field. In following containers this field is present if previous change condition is "QoS change". This field is applicable only in SGW-CDR, PGW-CDR, IPE-CDR, ePDG-CDR, and TWAG-CDR.
In S-CDR first container includes following optional fields: QoS Requested and QoS Negotiated. In following containers QoS Negotiated is present if previous change condition is "QoS change". In addition to the QoS Negotiated parameter the QoS Requested parameter is present in following containers if the change condition is "QoS change" and the QoS change was initiated by the MS via a IP-CAN bearer modification procedure.
Table 5.1.2.2.25.1 illustrates an example for S-CDR but same principles are applicable also for SGW-CDR, PGW-CDR, IPE-CDR, ePDG-CDR and TWAG-CDR. There are five containers (sets of volume counts) caused by one QoS change, one location change, one tariff time change and one Direct Tunnel establishment (direct tunnel change applicable in S-CDR only). When CDR is opened the subscriber is in CGI1.
Table 5.1.2.2.25.1: Example list of traffic data volumes
	QoS Requested = QoS1

QoS Negotiated = QoS1

Data Volume Uplink = 1
Data Volume Downlink = 2

Change Condition = QoS change
Time Stamp = TIME1
	QoS Requested = QoS2 (if requested by the MS)
QoS Negotiated = QoS2

Data Volume Uplink = 5
Data Volume Downlink = 6

Change Condition = Tariff change
Time Stamp = TIME2
	



Data Volume Uplink = 10
Data Volume Downlink = 3

Change Condition = CGI/SAI Change
Time Stamp = TIME3



	
Data Volume Uplink = 3
Data Volume Downlink = 4

User Location Info = CGI2

Change Condition = Direct Tunnel establishment Occurrence
Time Stamp = TIME4
	

Change Condition = Record closed
Time Stamp = TIME5



First container includes initial QoS values and corresponding volume counts. Second container includes new QoS values and corresponding volume counts before tariff time change. Third container includes the indication of location change and corresponding volume counts before the location change and after the tariff time change. Fourth container includes volume counts after the location change and contains the indication of Direct Tunnel establishment. Last container includes no volume count as it refers to Direct Tunnel establishment. The total volume counts can be itemised as shown in Table 5.1.2.2.25.2 (tariff1 is used before and tariff2 after the tariff time change):
Table 5.1.2.2.25.2: Itemised list of total volume count corresponding to table 5.1.2.2.25.1
	
	
	Container

	QoS1+Tariff1
	uplink = 1, downlink = 2
	1

	QoS2+Tariff1
	uplink = 5, downlink = 6
	2

	QoS2+Tariff2
	uplink = 13, downlink = 7
	3+4

	QoS1
	uplink = 1, downlink = 2
	1

	QoS2
	uplink = 18, downlink = 13
	2+3+4

	Tariff1 
	uplink = 6, downlink = 8
	1+2

	Tariff2 
	uplink = 13, downlink = 7
	3+4

	CGI1
	uplink = 16, downlink = 11
	1+2+3

	CGI2
	uplink = 3, downlink = 4
	4

	No Direct Tunnel
	uplink = 19, downlink = 15
	1+2+3+4

	Direct Tunnel 
	-, -
	5



The amount of data counted in the S-GW shall be the payload of the user plane at the S1-U/S4/S2interface. Therefore the data counted already includes the IP PDP bearer protocols i.e. IP or PPP.
The data volume counted in the SGSN is dependent on the system. For GSM SGSN the data volume is the payload of the SNDCP PDUs at the Gb interface. For UMTS-SGSN it is the GTP-U PDUs at the Iu-PS interface. Therefore, in both systems, the data counted already includes the overheads of any PDP bearer protocols.
In GSM, in order to avoid that downstream packets transmitted from the old SGSN to the new SGSN at inter SGSN RA update induce the increase of the PDP CDR downstream volume counters in both SGSN the following rules must shall be followed: 
-	For PDP contexts using LLC in unacknowledged mode: an SGSN shall update the PDP CDR when the packet has been sent by the SGSN towards the MS;
	For PDP contexts using LLC in acknowledged mode, a GSM-SGSN shall only update the PDP CDR at the reception of the acknowledgement by the MS of the correct reception of a downstream packet. In other worlds, for inter SGSN RA update, the new SGSN shall update the PDP CDR record when a downstream packet sent by the old SGSN is received by the MS and acknowledged by the MS towards the new SGSN through the RA update complete message. 
In UMTS, the not transferred downlink data can be accounted for in the S-CDR with "RNC Unsent Downlink Volume" field, which is the data that the RNC has either discarded or forwarded during handover. Data volumes retransmitted (by RLC or LLC) due to poor radio link conditions shall not be counted.
The following additional fields are applicable in the P-GW CDR when charging per IP-CAN session is active and IP-CAN bearer charging is being performed for the session:
-	Charging Id In case of IP-CAN bearer specific container this contains the charging Id assigned to the bearer. 
-	RAT Type This field contains the RAT type for the current IP-CAN bearer.
-	Access Availability Change Reason indicates the reason why the availability of an access is changed by the PCEF, i.e. RAN rule indication or Access usable/unusable as defined in TS 29.212 [220].
-	Related Change of Charging Condition indicates the reason a related container was closed when the current container is indirectly closed and the supplemental information for the event. This information is applicable when charging per IP-CAN session is active for a multi-access PDN connection.
-	Diagnostics In case of IP-CAN bearer specific container this contains the Diagnostics as per clause 5.1.2.2.11 associated to the bearer. 
-	Enhanced Diagnostics In case of IP-CAN bearer specific container this contains the Enhanced Diagnostics as per clause 5.1.2.2.13Aa associated to the bearer. 
-	CP CIoT EPS optimisation indicator This field contains the indication on whether Control Plane CIoT EPS optimisation is used for the transfer of the data volume captured by the container. This is included in the Traffic data container only if previous container's change condition is "change in user plane to UE". Note the CP CIoT EPS Optimisation indicator field in SGW-CDR main level contains the CP CIoT EPS optimisation indicator value when SGW-CDR was opened. 
-	Serving PLMN Rate Control This field contains the Serving PLMN Rate Control applied by MME during the transfer of the data volume captured by the container (applicable to the SGW-CDR and PGW-CDR). For the SGW-CDR this is included in the Traffic data container only if previous container's change condition is " Serving PLMN Rate Control change ". Note the Serving PLMN Rate Control field in SGW-CDR main level contains the Serving PLMN Rate Control when SGW-CDR was opened. For the PGW-CDR this is included when List of Traffic Data Volumes is present, charging per IP-CAN session is active and IP-CAN bearer charging is being performed for the session.
-	APN Rate Control This field contains the APN Rate Control applied by PGW during the transfer of the data volume captured by the container (applicable only to the PGW-CDR). This is included in the Traffic data container only if previous container's change condition is "APN Rate Control change ". Note the APN Rate Control field in PGW-CDR main level contains the APN Rate Control when PGW-CDR was opened.
	Next change



[bookmark: _Toc54690916]5.1.2.2.68	Serving Node Type
These fields contain one or several serving node types in control plane of S-GW or P-GW, which have been connected during the record. The serving node types listed here map to the serving node addresses listed in the field "Serving node Address" in sequence.
For Originated and Terminated SMS CDRs, this field contains the Node Type which generates the CDRs, i.ei.e. SGSN or MME. 
	Next change


[bookmark: _Toc54690968]5.1.2.5.2	API Content
This field holds the API content (e.g. location, Monitoring Type) used in the T8 transaction for the API invocation request,ifrequest, if available.

	Next change


[bookmark: _Toc54690975]5.1.2.5.9	Event Timestamp
This field holds the time stamp of the event reported for the generation of charging information from the SCEF, for the northbandnorthbound exposure function API.


	Next change


[bookmark: _Toc54690991]5.1.3.1.1	Access Correlation ID
This field holds the charging identifier of the access network. 
It includes the following fields:
-	GPRS Charging ID defined in clause 5.1.3.1.18
-	Access Network Charging Identifier:IncludesIdentifier: Includes the charging ID for other access networks.

	Next change



[bookmark: _Toc54690996]5.1.3.1.3A	AoC Information
AoC information is the AoC related Charging information transferedtransferred to the CDF, as defined in TS 32.280 [21]. 

	Next change


[bookmark: _Toc54691016]5.1.3.1.19	IMS Charging Identifier
This parameter holds the IMS charging identifier (ICID) as generated by the IMS node for the SIP session/transaction. The value of the ICID parameter is identical with the 'icid-value' parameter defined in TS 24.229 [210]. The 'icid-value' is a mandatory part of the P-Charging-Vector and coded as a text-based UTF-8 charset (as are all SIP messages). For further information regarding the composition and usage of the P-Charging-Vector refer to TS 32.260 [20], TS 24.229 [210] and RFC 7315 [404].
The ICID value is globally unique across all 3GPP IMS networks for a time period of at least one month, implying that neither the node that generated this ICID nor any other IMS node reuse this value before the uniqueness period expires. The one month minimum uniqueness period counts from the time of release of the ICID, i.e. the ICID value no longer being used. This can be achieved by using node specific information, e.g. high-granularity time information and/or topology/location information. The exact method how to achieve the uniqueness requirement is an implementation issue.
At each SIP session unrelated method, both initial and subsequent (e.g., REGISTER, NOTIFY, MESSAGE etc.), a new, session unrelated ICID is generated at the first IMS network element that processes the method. This ICID value is contained in the SIP request and SIP response of that SIP transaction and must shall be valid for the duration of the transaction.
At each SIP session establishment a new, session specific ICID is generated at the first IMS network element that processes the session-initiating SIP INVITE message. This ICID is then used in all subsequent SIP messages for that session (e.g., SIP 200 OK, SIP (RE-)INVITE, SIP BYE etc.) until the session is terminated. 


	Next change


[bookmark: _Toc54691018]5.1.3.1.20A	IMS Emergency Indicator 
This field indicates the IMS session or registration is an IMS emergency session or emergency registration.Thisregistration. This field is missing if IMS session/registration is not detected as an IMS emergency session/registration. 

	Next change


[bookmark: _Toc54691124]5.1.4.1.20	Message ID
This field specifies the MM Message ID of the MM as defined in TS 23.140 [206]. The concrete syntax of this MM Message ID is given by the body of the field introduced by the string "X-Mms-Message-ID:" in the concrete syntax of the message MM4_Forward.REQ. All CDRs pertaining to the same MM must shall employ the same value of this parameter, i.e. the value initially assigned by the originator MMS Relay/Server upon submission of the MM by the Originator MMS User Agent.

	Next change


[bookmark: _Toc54691215]5.1.4.5.2	List of Supplementary services 
This list includes several MMTel Supplementary services. Each Supplementary Service may contain the following fields as specified in TS 32.275 [35] : 
-	Service Type;
-	Service Mode;
-	Number Of Diversions;
-	Associated Party Address; 
-	Service ID;
-	Change Time;
-	Number Of Participants;
-	Participant Action Type;
-	AoC information.
Service Type is defined in clause 5.1.4.5.6
Service Mode is defined in clause 5.1.4.5.5
Number Of Diversions is defined in clause 5.1.4.5.3
Associated Party Address is defined in clause 5.1.4.5.1 
Service ID is an identifier of the conference.
Change Time is a time stamp, which defines the moment when the conference participant has an action (e.g. creating the conference, joining in the conference, being invited into the conference or quitingquitting the conference) triggering the Accounting Request message to CDF in MMTel Charging.
Number Of Participants indicates the number of attached participants involved in the conference.
Participant Action Type indicates the participant's action type during the conference. It is just for Billing Domain's information in each CDR, e.g. creating the conference, joining in the conference, being invited into the conference and quitingquitting the conference.CUGconference. CUG Information indicates the "CUG interlock code" used during the "Closed User Group" communication.
AoC information is defined in clause 5.1.3.1.3A.

	Next change



[bookmark: _Toc54691218]5.1.4.5.5	Service Mode
This field of Supplementary service indicates the mode for MMTel supplementary services (e.ge.g. CDIV, CB and ECT). The content is obtained from the Service-Mode AVP and described in TS 32.299 [50]. 
Service Mode values  1024 are reserved for specific Network/Manufacturer variants.
	Next change


[bookmark: _Toc54691225]5.1.4.6.1A	External Identifier
This field contains the E xternal I dentifier of the UE, which identifies a subscription associated to an IMSI, as specified in TS 23.003 [200]. 

	[bookmark: _Hlk55493779]Next change


[bookmark: _Toc54691235]5.1.4.6.10	Originator Other Address
This field contains the addresseaddressee of an originator of the Short Message other than IMSI and MSISDN: e.ge.g. short code, email. 

	Next change


[bookmark: _Toc54691240]5.1.4.6.14	Recipient IMSI
This field contains IMSI of aRecipienta Recipient of the Short Message. The structure of the IMSI is defined in TS 23.003 [200].

	Next change


[bookmark: _Toc54691243]5.1.4.6.17	Recipient Other Address
This field contains the addresseaddressee of a Recipient of the Short Message other than IMSI and MSISDN: e.ge.g. short code, email.. 

	Next change


[bookmark: _Toc54691281]5.1.4.7.1	Announcing UE HPLMN Identifier
This field contains identifier of AnnoucingAnnouncing UE HPLMN (MCC and MNC). 

	Next change



[bookmark: _Toc54691282]5.1.4.7.2	Announcing UE VPLMN Identifier
This field contains PLMN identity (MCC and MNC) of VPLMN for announcing UE. This field correspondescorresponds to Monitored PLMN ID in match report request, as defined in TS 23.303[235] clause 5.3.4. In this case it’s the same with Announcing UE HPLMN Identifier when non-roaming.
	Next change



[bookmark: _Toc54691284]5.1.4.7.4	Cause for Record Closing
This field contains a reason for the release of the CDR. In case of Rf interface is used, it is derived from Change-Condition AVP at ProSe-information AVP level defined in TS 32.299 [50], when received. The following is included:-	proximity alerted: It corresponds to "Proximity Alerted" in Change-Condition AVP.
-	time expired with norenewalno renewal: It corresponds to "Time Expired With No Renewal" in Change-Condition AVP.
-	requestor cancellation: It corresponds to "Requestor Cancellation" in Change-Condition AVP.
-	time limited: It corresponds to "Time Limit" in Change-Condition AVP.
-	maximum number of reports: It corresponds to "Max Number of reports" in Change-Condition AVP. 
-	abnormal release: It corresponds to "Abnormal Release" in Change-Condition AVP.

	Next change



[bookmark: _Toc54691290]5.1.4.7.6	Layer two Group ID
This field contains the identifier of a ProSe communication group, uniquely represents a specific one to-many ProSe Direct Communication and is included in CDRs for each participantesparticipants in the specific group.

	Next change


[bookmark: _Toc54691294]5.1.4.7.7	List of Reception Data Containers and List of Transmission Data Containers
The same structure is used to convey both the List of Reception Data Containers and the List of Transmission Data Containers. Each list includes a list of changes in trigger conditions (e.g. change of PLMN, go out of coverage, come back to coverage, etc.) for a specific Communication. Each change is time stamped. Trigger condition is used to categorize received or transmitted data volumes, respectively, such as per coverage status duration. Each Direct Communication data containers may include the following fields:
-	Local Sequence Number
-	Change Time.
-	Coverage status.
-	UE Location.
-	Data Volume (transmitted or received).
-	Change Condition.
-	VPLMN Identifier.
-	Usage Information Report Sequence Number.
-	Radio Resources Indicator.
-	Radio Frequency.
Local Sequence Number is a service data container sequence number. It starts from 1 and is increased by 1 for each service date container generated within the lifetime of this direct communication.
Change Time includes the time when the container is closed and reported due to ProSe charging condition change.
Coverage status indicates whether UE is served by E-UTRAN or not, i.e. enter coverage, leave coverage.
UE Location	contains the location information of the UE, i.e. ECGI
Data Volume is the amount of data received or transmitted by UE.
Change Condition contains the reason for closing the container, e.g. change of PLMN, go out of coverage, come back to coverage.
VPLMN Identifier contains the indentifieridentifier of PLMN (MCC and MNC) that the UE visits.
Usage Information Report Sequence Number contains the sequence number of usage information report, which is used to generate the container.
Radio Resource Indicator identifies whether the operator-provided radio resources or the configured radio resources were used for ProSe direction communication.
Radio Frequency identifies the radio frequency used for ProSe direct communication.
	Next change


[bookmark: _Toc54691305]5.1.4.7.16	ProSe Event Type
This field indicates ProSe charging event, i.e. open AnnoucingAnnouncing, open Monitoring, open Match Report, restricted Announcing, restricted Monitoring, restricted Match Report, restricted Discovery Request and restricted Discovery Reporting.


	Next change


[bookmark: _Toc54691310]5.1.4.7.21	ProSe Reason for Cancellation
This field contains a reason for proximity request session is canceledcancelled. In case of Rf interface is used, it is derived from ProSe-Reason-For-Cancellation AVP at ProSe-Information AVP level defined in TS 32.299 [50], when received. The following is included:
-	Proximity alerted: When ProSe Function determines that two UEs are in proximity, a PROXIMITY_ALERT message is sent to UE. It corresponds to "Proximity alerted" in ProSe-Reason-For-Cancellation AVP.
-	Time expired with no renewal: Allowed time windows is expired and no renewal request is received from UE. It corresponds to "Time expired with no renewal" in ProSe-Reason-For-Cancellation AVP.
-	Requestor cancellation: a CANCEL_PROXIMITY_REQUEST messagmessage is received from UE. It corresponds to "Requestor cancellation" in ProSe-Reason-For-Cancellation AVP.

	Next change


[bookmark: _Toc54691314]5.1.4.7.23A 	ProSe UE-to-Network Relay UE ID
The fielsfields holds a link layer identifier that uniquely represents the ProSe UE-to-Network relay UE in the context of ProSe Direct Communication via UE-to-Network.

	Next change


[bookmark: _Toc54691318]5.1.4.7.27	Proximity Request Renewal Info Block List
This field holds a list of information blocks that are added by each of the Proximity Request renewal messages captured in the CDR. The information block contains information of the renewal request, e.g. timestamp, time window, range class, and UE location. Each Proximity Request Renewal Info Block may include the following fields:
-	ProSe Request Timestamp
-	Time Window
-	Range Class
-	UE Location
ProSe Request Timestamp is the time when ProSe Renewal Request is received from UE.
Time Window is the time interval in minutes during which a proximity renewal request is valid.
Range Class is the range class for a specific proximity renewal request.
UE Location the UE location with the best known accuracy (e.g. Cell ID or geo-location coordinates) at the time fofor the renewal request.

	Next change


[bookmark: _Toc54691323]5.1.4.7.31	Requested Application Layer User ID
This field carryscarries the user identifier designated in 3rd party application for the user who is targeted in proximity request. 

	Next change


[bookmark: _Toc54691325]5.1.4.7.33	Requestor Application Layer User ID
This field carryscarries the user identifier designated in 3rd party application for the user who initiate EPC-level ProSe discovery request.
 
	Next change


5.1.4.7.34	Requestor EPC ProSe User ID
This field carryscarries the identifier generated in ProSe Function for UE who initiate EPC-level ProSe Discovery request.
	Next change


[bookmark: _Toc54691337]5.1.4.7.42	WLAN Link Layer ID
This field carryscarries WLAN link layer identifier.
	[bookmark: _Hlk55494406]Next change


[bookmark: _Toc54691408]6.1	3GPP standardized encodings
The contents of the CDRs sent on the Bx interface are defined by the ASN.1 language clause 5. A number of transfer syntaxes, or encodings, is specified for use in 3GPP systems as follows. For the CDR transfer via the Bx interface, as defined in TS 32.297 [52], the Basic Encoding Rules (ITU-T Recommendation X.690 [301]) encoding must shall be supported by all 3GPP systems. Optionally, other additional CDR encodings, i.e. Packed Encoding Rules (ITU-T Recommendation X.691 [302]) and XML Encoding Rules (ITU-T Recommendation XER [303]) may also be offered.
The encoding applied to the CDRs is indicated by means of the "Data Record Format" parameter. The following "Data Record Format" values are used:
- "1" signifies the use of Basic Encoding Rules (BER);
- "2" signifies the use of unaligned basic Packed Encoding Rules (PER);
- "3" signifies the use of aligned basic Packed Encoding Rules (PER);
- "4" signifies the use of XML Encoding Rules (XER).
	Next change



[bookmark: _Toc54691409]6.2	Encoding version indication
An indication of the version of the CDR definition and encoding must shall be included in the CDR files transferred via the Bx interface specified in TS 32.297 [52]. This version indication consists of a Release Identifier and a Version Identifier.
For CDRs specified in referenced middle tier Charging TSs, applying the syntax as described in clause 5 of the present document, the Release Identifier and Version Identifier shall be set as per clause 6.1.2 of TS 32.297 [52]. 


	[bookmark: _Hlk55492506]End of changes
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