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Introduction
This work item delivered a new security assurance specification for the Management Function (MnF) in TS 33.526 [1], and a new Annex V in TR 33.926 [2] describing the associated security model for MnF network products in accordance to the security assurance process described in TR 33.916 [3]. This work item is similar but not directly related to other security assurance-related work items. It is part of SA3's regular activities related for the Network Equipment Security Assurance Scheme (NESAS), jointly defined by 3GPP and GSMA as described in SA3's Terms of Reference [4]. 
Description
As any other SCAS work item, this one is independent and does not have any system impact. A SCAS specification defines the security assurance requirements and corresponding test cases for network equipment implementing one or more 3GPP NFs. For this particular work the target is the Management Function MnF as specified in TS 28.533 [5].
The new Annex V of TR 33.926 [2] for the MnF class of network products describes the assets and identifies two new specific threats to such products in addition to the ones pertaining to the generic network product model of [2].

The new SCAS MnF specification in TS 33.526 [1] describes the specific security assurance requirements and related test cases for such a class of products. As for any other SCAS specification, this is done with reference to the generic requirement and test catalogue in TS 33.117 [6]. For the MnF product class, most of these generic requirements and tests cases could be reused except for few network features and interfaces where they were deemed not applicable for MnF products. 
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