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* * * First Change * * * *
[bookmark: _Toc492994869][bookmark: _Toc138238426]7.1	General
The CAPIF deployments in centralized and distributed models are described in subclause 7.2 and subclause 7.3. The multiple CCFs deployment is described in clause 7.4.
The RNAA deployments are described in clause 7.x.
The CAPIF deployment models shown are not exhaustive.

* * * Next Change * * * *
[bookmark: _Toc138238429]7.x	RNAA deployments
CAPIF supports RNAA and has enabled API invoker(s) to have authorized access to resources of a resource owner provided by service APIs offered by the AEF. The CCF acts as the Authorization Function and supports the authentication and authorization of the resource owner. Based on resource owner's authorization, the CCF provides the access token for a service API access to the API invoker. The API invoker performs service API invocations on the AEF by utilizing the access token.
The API invoker may be deployed in the following ways:
a.	API invoker may be deployed as AF on the UE (i.e. 3rd party application).
b.	API invoker may be deployed as AF on the UE supporting several other 3rd party applications deployed on the UE.
c.	API invoker may be deployed on the network as AF.
The resource owner is considered to be connected via a UE and can interact using a Resource Owner Client deployed on the UE with the CCF acting as the Authorization Function for authentication and authorization i.e., granting permission to the API invoker to access resource(s) of the resource owner provided by the service API. 
NOTE:	The details of the protocol for CAPIF supporting RNAA is specified in 3GPP TS 33.122 [12].
When API invoker is deployed on a UE (cases a and b), the API invoker is allowed to access the resources of the resource owner corresponding to the UE.

