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* * * First Change * * * *
[bookmark: _Toc146236338]12.3.2.3	Update VAL server provisioning request
Table 12.3.2.3-1 describes the information flow from the VAL server to the identity management server for updating provisioning configuration.
Table 12.3.2.3-1: Update VAL server provisioning request
	Information element
	Status
	Description

	Requester Identity (NOTE)
	M
	The identity of the VAL server performing the request.

	List of VAL service specific information
	M
	Provides the list of VAL service specific information

	> VAL service ID
	M
	Identify of the VAL service for which the configuration information is to be updated.

	> identity list
	O
	Identify list of VAL users for the specific VAL service (i.e. VAL User IDs or VAL UE IDs)

	NOTE: The IE shall not be updated by the VAL server.



[bookmark: _Toc146236339]12.3.2.4	Update VAL server provisioning response
Table 12.3.2.4-1 describes the information flow from the identity management server to the VAL server as a response for updating provisioning configuration.
Table 12.3.2.4-1: Update VAL server provisioning response
	Information element
	Status
	Description

	Result
	M
	Indicates success or failure of the request



12.3.2.5	Get VAL server provisioning request
Table 12.3.2.5-1 describes the information flow from the VAL server to the identity management server to get provisioning configuration.
Table 12.3.2.5-1: Get VAL server provisioning request
	Information element
	Status
	Description

	Requester Identity 
	M
	The identity of the VAL server performing the request.



12.3.2.6	Get VAL server provisioning response
Table 12.3.2.6-1 describes the information flow from the identity management server to the VAL server as a response to get provisioning configuration.
Table 12.3.2.6-1: Get VAL server provisioning response
	Information element
	Status
	Description

	Result
	M
	Indicates success or failure of the request

	List of VAL service specific information (NOTE 1)
	M
	Provides the list of VAL service specific information

	> VAL service ID
	M
	Identify of the VAL service for which the configuration information is provided.

	> identity list
	M
	Identify list of VAL users for the specific VAL service (i.e. VAL User IDs or VAL UE IDs)

	NOTE 1: This IE is included only for success response



12.3.2.7	Delete VAL server provisioning request
Table 12.3.2.7-1 describes the information flow from the VAL server to the identity management server for deleting provisioning configuration.
Table 12.3.2.7-1: Delete VAL server provisioning request
	Information element
	Status
	Description

	Requester Identity 
	M
	The identity of the VAL server performing the request.



12.3.2.8	Delete VAL server provisioning response
Table 12.3.2.8-1 describes the information flow from the identity management server to the VAL server as a response for deleting provisioning configuration.
Table 12.3.2.8-1: Delete VAL server provisioning response
	Information element
	Status
	Description

	Result
	M
	Indicates success or failure of the request



* * * Next Change * * * *
12.3.4.3	Update VAL server provisioning procedure
The procedure for VAL server to update the required provisioning information to SEAL identity management server is illustrated in figure 12.3.4.3-1.


Figure 12.3.4.3-1: VAL Server updading provisioning to SEAL Identity Management Server
1.	The VAL server sends a request message to identity management server to update the required provisioning information. The request message includes identity of the VAL server, security credentials of the VAL server, and service provider specific information like identity list per VAL service. 
2.	Upon receiving the request, the identity management server authorizes the request based on the security credentials provided in the request and considering the service level agreement between VAL service provider and SEAL service provider. If VAL server is authorized to use the SEAL service and if there exists provisioning information, then the identity management server updates the details about the VAL server for the provided VAL service IDs, including the list of VAL user IDs per VAL service. The provisioning information corresponding to a VAL server ID can be updated to add, remove or update VAL service IDs and its related information. The identity management server sends the response message to the VAL server.

* * * Next Change * * * *
12.3.4.4	Get VAL server provisioning procedure
The procedure for VAL server to get the required provisioning information to SEAL identity management server is illustrated in figure 12.3.4.4-1.


Figure 12.3.4.4-1: VAL Server requesting provisioning information to SEAL Identity Management Server
1.	The VAL server sends a request message to identity management server to get the required provisioning information. The request message includes identity of the VAL server whose provisioning information is requested. 
2.	Upon receiving the request, the identity management server authorizes the request based on the security credentials provided in the request and considering the service level agreement between VAL service provider and SEAL service provider. If VAL server is authorized to use the SEAL service and if there exists provisioning information, then the identity management server sends success response including the list of VAL user IDs per VAL service. Otherwise, the identity management server sends failure response message to the VAL server.

* * * Next Change * * * *
12.3.4.5	Delete VAL server provisioning procedure
The procedure for VAL server to delete the provisioning information to SEAL identity management server is illustrated in figure 12.3.4.4-1.


Figure 12.3.4.4-1: VAL Server deleting provisioning information to SEAL Identity Management Server
1.	The VAL server sends a request message to identity management server to delete the provisioning information. The request message includes identity of the VAL server. 
2.	Upon receiving the request, the identity management server authorizes the request based on the security credentials provided in the request and considering the service level agreement between VAL service provider and SEAL service provider. If VAL server is authorized to use the SEAL service and if there exists provisioning information, then the identity management server deletes the provisioning information for given VAL server ID and sends success response. Otherwise, the identity management server sends failure response message to the VAL server. 

* * * Next Change * * * *
[bookmark: _Toc146236348]12.4.1	General
Table 12.4.1-1 illustrates the SEAL APIs for identity management.
Table 12.4.1-1: List of SEAL APIs for identity management
	API Name
	API Operations
	Known Consumer(s)
	Communication Type

	SS_IdmParameterProvisioning
	Provide_Configuration
	VAL server
	Request /Response

	
	Update_Configuration
	
	

	
	Get_Configuration
	
	

	
	Delete_Configuration
	
	



* * * Next Change * * * *
12.4.3.3	Update_Configuration operation
API operation name: Update_Configuration
Description: Updating the provisioning of VAL service configuration to IM-S.
Known Consumers: VAL server.
Inputs: See subclause 12.3.2.3
Outputs: See subclause 12.3.2.4
See subclause 12.3.4.3 for the details of usage of this API operation.
12.4.3.4	Get_Configuration operation
API operation name: Get_Configuration
Description: Get provisioning of VAL service configuration from IM-S.
Known Consumers: VAL server.
Inputs: See subclause 12.3.2.5
Outputs: See subclause 12.3.2.6
See subclause 12.3.4.4 for the details of usage of this API operation.
12.4.3.5	Delete_Configuration operation
API operation name: Delete_Configuration
Description: Deleting the provisioning of VAL service configuration on IM-S.
Known Consumers: VAL server.
Inputs: See subclause 12.3.2.7
Outputs: See subclause 12.3.2.8
See subclause 12.3.4.5 for the details of usage of this API operation.

* * * End of Change * * * *
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