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	* * * First Change * * * *	
[bookmark: _Toc146207016]8.5.8.2.1	PIN client requests to join into a PIN
Figure 8.5.8.2.1-1 illustrates procedure of PIN client requests to join into a PIN, based on request/response model.
Pre-conditions:
1.	The UE (PIN client) has been pre-configured or has discovered the address (e.g. IP address, FQDN, URI) of the PEMC;
2.	The UE Identifier or PIN client Identifier is available;
3.	The PIN client has been authorized to communicate with the PEMC and already has application layer connection with PEMC;
4.	The PIN client has already received the list of PIN ID, corresponding PEMC IP address and configuration information related to each PIN;

 
[image: 图形用户界面, 图示

描述已自动生成]

Figure 8.5.8.2.1-1: PIN client requests to join into a PIN
1.	The PIN client sends the PIN Management PINE join into PIN request to PEMC to join the PIN. The request includes the security credentials of the PIN client received during authorization procedure and may include the UE identifier such as GPSI, PIN client ID, UE location, PIN ID and PIN client profile(s) information as defined in clause 8.5.8.3.2. 
The request also includes service that PINE can provide. In the request, both the service that PIN client in PINE can provide and the service that application client on PINE can provide.
Editor's note: The authorization procedure between PIN client and PEMC should be captured in SA3 scope. 
2.	Upon receiving the request, the PEMC performs an authorization check to verify whether the PIN client has authorization to join the PIN. 
3.	The PEMC sends a successful PIN Management PINE join into PIN response to PIN client. Also, the access control information for the PIN client is also included, for example, user name, account, SSID, BSSID. All the information is used by PIN elements in PIN to access 5G or access the network provided by PEGC. The PEMC also provides lifetime of the PIN, identity, address of PEGC and may also provide unique PIN client ID to identify the PIN element within a PIN.
4.	The PEMC sends PIN status notify to the PIN server containing the details of the new PIN client that joined the PIN, including PIN client ID, GPSI and etc. 
5.	The PEMC sends PIN status notify to the PEGC and other PIN elements that subscribed for PIN status notification which containing contains the details of the new PIN client that joined the PIN. And the PEGC decides to enables the PINE to access 5GS. 
6-8.	The PEMC/PEGC/PINE updates PIN profile with the details of the new PIN client that joined the PIN and the service that the PINE can provide.

	* * * Second Change * * * *	
[bookmark: _Toc146207017]8.5.8.2.2	Procedure of PIN elements decides to leave the PIN
The following procedure defines the PIN elements decides to leave the PIN. 
Pre-conditions:
1.	The PIN client has already been added into a PIN;
2.	The UE Identifier or PIN client Identifier is available;
3.	The PIN client has been authorized to communicate with the PEMC and already has the application layer connection with the PEMC;

 
[image: 图形用户界面, 图示

描述已自动生成]

Figure 8.5.8.2.2-1: PIN client decides to leave a PIN
1.	The PINE decides to leave a PIN, and sends the PIN Management PINE leave from PIN request to PEMC to leave the PIN. The request includes the security credentials of the UE or PIN client received during authorization procedure and may include the UE identifier such as GPSI, PIN client ID, UE location and PIN ID.
Editor's note: The authorization procedure between PIN client and PEMC should be captured in SA3 scope. 
2.	The PEMC authorizes the request, and decides to remove a PIN client from a PIN which indicated by PIN client ID or UE GPSI. 
3.	The PEMC sends the PIN Management PINE leave from PIN response to PINE to notify that the PIN client is not the member of the PIN anymore.
4-5.	The PEMC sends the PIN status notify Request to the PEGC, PIN server and PIN elements that subscribed for PIN status notification which containing contains the details of the PIN client that requested to leave the PIN. The details of the PINE include PIN client ID, GPSI and etc.
6-8.	The PEMC/PEGC/PIN server updates the dynamic profile information of the PIN to remove the details of the PIN client that requested to leave the PIN. The PEGC disables the access control information for this PINE.



	* * * Third Change * * * *	
8.5.8.2.3	Procedure of PEMC removes the PIN elements from a PIN
The following procedure defines the PIN elements decides to leave the PIN. 
Pre-conditions:
1.	The PIN client has already been added into a PIN;
2.	The UE Identifier or PIN client Identifier is available;
3.	The PIN client has been authorized to communicate with the PEMC and already has the application layer connection with PEMC;

[image: 日程表

中度可信度描述已自动生成]

Figure 8.5.8.2.3-1: Remove a PIN element from a PIN by PEMC
1.	The PEMC decides to remove the PINE (identified by GPSI, PIN client ID).
2.	The PEMC sends the PIN status notify to the PINE that this PINE has been removed from the PIN. 
3-4.	The PEMC sends the PIN status notify to the PEGC, PIN elements subscribed for PIN status notification and PIN server containing the details of the PIN client that is removed from the PIN. The details of the PINE include PIN client ID, GPSI and etc.
5-7.	The PEMC/PEGC/PIN server updates the dynamic profile information of the PIN to remove the details of the PIN client that is removed from the PIN. The PEGC disables the access control information for this PINE. 

	* * * Fourth Change * * * *	

[bookmark: _Toc14352768][bookmark: _Toc19026795][bookmark: _Toc19034196][bookmark: _Toc19036386][bookmark: _Toc19037384][bookmark: _Toc25612642][bookmark: _Toc25613345][bookmark: _Toc25613609][bookmark: _Toc27647566][bookmark: _Toc146206912]6.4.4	PIN-3
This reference point exists between the PIN client and PEMC and following functionalities are supported over this reference point:
-	Authorizing PIN clients to access PIN;
-	Discovery of services offered by other PIN elements;
-	Discovery and selection of relay PIN elements;
 -	Notifying the PIN information modification details (e.g. PEMC change, PEGC change, PIN capabilities change).

	* * * Fifth Change * * * *	

[bookmark: _Toc19026797][bookmark: _Toc19034198][bookmark: _Toc19036388][bookmark: _Toc19037386][bookmark: _Toc25612644][bookmark: _Toc25613347][bookmark: _Toc25613611][bookmark: _Toc27647568][bookmark: _Toc146206914]6.4.6	PIN-5
This reference point exists between the one PIN client and another PIN client and it supports direct connection over 3GPP or non-3GPP RAT. It also connects to PIN client of a PIN element to the PIN client of another PIN element acting as a relay. 
NOTE:	PIN-5 is out-of-scope of this release.

	* * * Sixth Change * * * *	

[bookmark: _Toc146206945]8.2.2.3	PIN client profile
Table 8.2.2.3-1 describes the list of information elements that needs to be shared by the PIN element when requesting to join the PIN.
Table 8.2.2.3-1: PIN client profile
	Parameter Name
	Status
	Parameter Description

	PIN ID 
	M
	The identifier of the PIN to which the PIN element wants to join

	UE identifier
	O
	PIN Element or UE identifier

	PIN client ID
	M
	The unique identity of the PIN client within PIN

	Name of the device
	O
	Human-readable name of the device (i.e. door sensor, watch, smart TV, etc) along with manufacturer details

	PINE role
	O
	Role of PINE: PEMC, PEGC, other

	Application List
	O
	List of application identities

	> Application Identity
	O
	Identity of the application 

	> Application schedule 
	O
	Operational schedules of each application (e.g., time windows) which the 

	> Application KPIs
	O
	Minimum KPIs required by each application to operate effectively within the PIN (e.g., PIN bandwidth, PIN request rate, PIN response time)


	capabilities
	M
	capabilities of the PIN client like whether it provides relay capability for other PIN elements, whether it can be assigned with the role of PEMC or PEGC etc.

	Visibility
	M
	Determines whether this PIN element is discoverable by other PIN elements within PIN, discoverable by other UEs outside the PIN etc.,

	access type
	M
	Access type supported for the communication

	Layer-2 details
	O
	Layer-2 address of the PIN element

	Required services
	O
	Identifies the list of services the PINE wants to consume

	Supported services
	O
	Identifies the list of services the PINE is providing.

	Port number 
	M
	Port number of PIN client on PINE to support PIN enabler layer communication. 

NOTE: The port number is the port used by a PINE to expose a service within the PIN.





	* * * END of Change * * * *	
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