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Abstract of the contribution: it discusses the concern for WT#2.3 for the UE with the tethered devices in FS_XRM Ph2 and provided updated proposal.
1. Discussion
The approved FS_XRM Ph2 SID includes the following objectives:
	WT#1 Enhancement for PDU Set based QoS handling.
WT#1.1 Study whether and how to enhance PDU Set related (e.g. new standardized 5QI, enhancements to Alternative QoS profiles, FEC) and PDU Set information (including Control Plane and/or User plane information provided by the AF/AS) and the corresponding PDU Set QoS handling enhancement. 

NOTE 1: This will require close coordination between SA4 and SA2.

WT#1.2 Support QoS control and PDU Set identification for XR stream with e2e encryption (e.g. fully encrypted header, partially encrypted header). This is applicable for PDUs received at N6 for DL. 

WT#1.3 Enhancements to support PDU Set based QoS handling in uplink direction. 

WT#1.4 Study whether and how to leverage PDU Set QoS information for DSCP marking over N3/N9 in the transport network (i.e. to enable differentiated handling of PDU Sets within QoS Flow).  

WT#2 QoS handling enhancement for XRM services.

WT#2.1 Study whether and what enhancements are needed for traffic detection and QoS Flow mapping for different media types multiplexed data flows within a single end-to-end transport connection.

WT#2.2 Study whether and how to support dynamic change (via user plane) in traffic characteristics (e.g. burst related parameters), provided by the application in the DN.

NOTE 2: This will require close coordination between SA4 and SA2.

WT#2.3 Study whether and how to identify  traffic flows and study whether and how QoS handling enhancement may be needed for the UE with the tethered devices for the uplink traffic (for example, traffic from tethered devices mapped to different QoS Flows enabling QoS differentiation such as PDU Set based QoS flows for XR traffic for device 1 vs PDU based QoS flows for eMBB traffic for device 2).
NOTE 3: The interface between 3GPP UE and tethered devices behind the UE is outside of scope.
WT#3 Further enhancement to support XR based on non-3GPP access. 

WT#3.1 Study how to support L4S for non-3GPP access networks and intermediate 5GS nodes (N3IWF, TNGF and W-AGF) to perform ECN marking for L4S.  
-
Support L4S in untrusted/trusted access (e.g. N3IWF, TNGF).

-
Support L4S in wireline access (e.g. W-AGF).

WT#3.2 Study how PDU Set QoS Control mechanisms can be extended to non-3GPP access networks. 

-
Support PDU Set QoS in untrusted/trusted access (e.g. N3IWF, TNGF).


-
Support PDU Set QoS in wireline access (e.g. W-AGF).

NOTE 4: It is limited to re-using existing control plane and user plane between 5GC and non-3GPP access networks. Assumptions on W-AGF functionality are to be verified with BBF and CableLabs.
WT#4 Network exposure: Study whether and how XR related network capability/information (e.g. if the QoS profile requested by AF cannot be met, network can indicate the alternative QoS profile) can be exposed towards the application layer.

NOTE 5:  Alignment and coordination with RAN work will be needed for the study.



In nature, the current WT#2.3 includes the two following aspects:
· Aspects1: Study whether and how to identify traffic flows for the UE with the tethered devices for the uplink traffic.
· Aspects2: Study whether and how QoS handling enhancement may be needed for the UE with the tethered devices for the uplink traffic.
We can accept the intention of Aspect1 to restrict the traffic flow identification in UL direction since how UE identify the DL traffic flow for a tethered device is out of 3GPP. But we have strong concern for Aspect2 to restrict QoS handling to UL only. Since the QoS parameters for a QoS flow generally are common used for both uplink and downlink directions, restrict QoS handling to uplink only is not reasonable. Also we don’t think the it is necessary to take effort for defining exception for the DL for a QoS flow.
Observation1: Restrict traffic flow identification in UL direction seems OK.

Observation2: Restrict QoS handling for a QoS flow in UL is weird since at least QoS parameters for a QoS flow generally are commonly used for both uplink and downlink directions. The effort for defining exception for the DL for a QoS flow is not necessary.
Secondary, the scenario of UE with the tethered devices is not new scenario and used to be considered in TSN, PIN, etc, and they have defined the following as aspects:
· In TSN, UE-DS-TT Residence time are considered to determine the Packet Delay Budget for a QoS flow. 
· In PIN, the delay between PIN element and a UE as PIN GW are considered to determine the Packet Delay Budget for a QoS flow.
We think the consideration is reasonable, otherwise, the packet may arrive tethered device late and result in video display problem, e.g. picture stuck and stopped.
	TSN
6.2.29
TSCTSF

The Time Sensitive Communication and Time Synchronization Function (TSCTSF) supports the following functionality:

-
Associating the time synchronization service request (see clause 5.27.1.8) from the NF consumer to the AF sessions with the PCF (the session between the PCF and TSCTSF).

-
Controlling time synchronization service request from the NF consumer, (g)PTP-based time distribution and ASTI-based time distribution based on subscription data. The TSCTSF may be pre-configured with one or several PTP instance configurations. For each PTP instance configuration, it may contain:

-
a reference to the PTP instance configuration.

-
PTP profile.

-
PTP domain.

-
Detecting and reporting time synchronization service status based on NG-RAN and UPF/NW-TT timing synchronization status information and reporting status updates.

-
Managing the DS-TT and NW-TT via exchange of PMIC and UMIC as described in Annex K.

-
Detecting availability of 5GS Bridge/Router information (including user plane node ID that applies also for IP type PDU Sessions) as reported by PCF for both Ethernet and IP type PDU Sessions (including the need to (un)subscribe 5GS Bridge/Router information Notification from PCF).

-
Creating the TSC Assistance Container based on individual traffic pattern parameters from the NEF/AF or DetNet controller and providing it to the PCF.

-
Determining the Requested PDB by subtracting the UE-DS-TT Residence Time from the Requested 5GS Delay provided by the NEF/AF or DetNet controller and providing the determined Requested PDB to the PCF.
……

	PIN 

5.44.3.4
Non-3GPP delay budget between PINE and PEGC
For PIN indirect communication and PIN-DN communication via PEGC and 5GC, non-3GPP delay is the delay between the PEGC and the PINE. 5GC may need to be aware of the non-3GPP delay budget and compensate for this delay in 5GS. The compensation is achieved by reducing the PDB for the 3GPP network by the non-3GPP delay.
…..



Observation3: There are precedents (e.g. PIN, TSN) for UE with the tethered devices(e.g. PIN element, DS-TT) to consider the QoS handling (e.g. delay budget) for both UL direction and DL direction. The QoS handling is for UE with the tethered devices in XRM should apply both DL and UL as well. (Otherwise, it is wired that e.g., the delay budget for the UE subtracts the delay between the UE and tethered device in UL but do not subtract that in DL.)
Proposal: It is proposed to update WT#2.3 as the following aspects:

Study whether and how to identify traffic flows and study whether and how QoS handling enhancement may be needed for the UE with the tethered devices for the uplink traffic (for example, traffic from tethered devices mapped to different QoS Flows enabling QoS differentiation such as PDU Set based QoS flows for XR traffic for device 1 vs PDU based QoS flows for eMBB traffic for device 2) and study whether and how QoS handling enhancement may be needed for the UE with the tethered devices (e.g. delay budget).
2. Conclusion
Observation1: Restrict traffic flow identification in UL direction seems OK.

Observation2: Restrict QoS handling for a QoS flow in UL is weird since at least QoS parameters for a QoS flow generally are commonly used for both uplink and downlink directions. The effort for defining exception for the DL for a QoS flow is not necessary.
Observation3: There are precedents (e.g. PIN, TSN) for UE with the tethered devices(e.g. PIN element, DS-TT) to consider the QoS parameters (e.g. delay budget) for both UL direction and DL direction. The QoS handling is for UE with the tethered devices in XRM should apply both DL and UL as well. (Otherwise, it is wired that e.g., the delay budget for the UE subtracts the delay between the UE and tethered device in UL but do not subtract that in DL.)
Proposal: It is proposed to update WT#2.3 as the following aspects:

Study whether and how to identify traffic flows and study whether and how QoS handling enhancement may be needed for the UE with the tethered devices for the uplink traffic (for example, traffic from tethered devices mapped to different QoS Flows enabling QoS differentiation such as PDU Set based QoS flows for XR traffic for device 1 vs PDU based QoS flows for eMBB traffic for device 2) and study whether and how QoS handling enhancement may be needed for the UE with the tethered devices (e.g. delay budget).
[image: image1.png]


[image: image2.png]



3GPP

SA WG2 TD


