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	Reason for change:
	SCP role in the situation where one SEPP serves a given PLMN, and such PLMN has multiple PLMN-IDs but uses the same N32 connection for all PLMN-IDs and the SBI HTTP request message from the sender does not include PLMN ID is not specified. 

	
	

	Summary of change:
	In case, the SBI HTTP request message from the sender does not include PLMN ID (or SNPN ID) in the 3gpp-Sbi-Originating-Network-Id header and the sending SCP can determine the PLMN-ID value to be included in the 3gpp-Sbi-Originating-Network-Id header, the SCP should include it.
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The SCP has interfaces with Network Functions (NF) and peer SCPs within the PLMN. The interface between the SCP and the NFs and between the two SCPs shall fulfil the following requirements:
-	Mutual authentication shall be performed between the SCP and NFs, and between the two SCPs within the PLMN.
-	All communication between the SCP and NFs and between SCPs shall be confidentiality, integrity and replay protected.
If SCP endpoints are co-located with the NFs, the above two requirements may be satisfied by colocation.
The SCP shall provide confidentiality, integrity and replay protection for its internal communication over SCP internal network interfaces.
If the signalling message (service/subscription request or notification message) from the sending NF does not include the PLMN ID in the 3gpp-Sbi-Originating-Network-Id header and the sending SCP can determine the PLMN-ID value to be included in the 3gpp-Sbi-Originating-Network-Id header, the sending SCP should include it.
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