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Introduction
The work on AKMA TLS protocol profiles provides the details on how to use the newly introduced AKMA key (see [4]) to provide secure TLS connection between the UE and an Application Function (AF) in the network. 

Description 
The AKMA WID [4] introduced a method of generating keys for use between a UE and an Application Function (AF) in the network. These keys are generated from a key derived by an authentication run over the 5G core (see [2]). The AKMA TLS protocol profiles specifys how to use these AKMA key to provide secure TLS connections, either using certificate-based TLS and HTTP Digest with the AKMA key in the TLS tunnel or using symmetric key TLS using the AKMA key. The specification of the profiles is based on the methods standardised to utilise GBA keys in TS 33.222 [1] and TS 24.109 [3]. 

The stage 2 of the AKMA TLS protocol profiles work is specified in TS 33.535 [2] while the stage 3 is contained in TS 24.109 [3]. 
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