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	1st Modified Section


5.1.14
Obtaining network slice management data
	Use case stage
	Evolution/Specification
	<<Uses>>
Related use

	Goal 
	Enable network slice management service consumer to obtain network slice management data (e.g. PM data, FM data).


	

	Actors and Roles
	Network slice management service consumer.

Network slice management service provider. 
	

	Telecom resources
	Network slice instance
	

	Assumptions
	The network slice management service consumer is authorized to obtain the network slice management data from the network slice management service provider.
	

	Pre-conditions
	NSI is created.
	

	Begins when 
	The network slice management service consumer wants to obtain the network slice management data.
	

	Step 1 (M)
	The network slice management service consumer sends a request to the network slice management service provider to obtain the network slice management data.


	

	Step 2 (M)
	The network slice management service provider provides the network slice management service consumer with the network slice management data .
	

	Ends when 
	All the steps identified above are successfully completed.
	

	Exceptions
	One of the steps identified above fails.
	

	Post-conditions
	The network slice management service consumer obtained the network slice management data.
	

	Traceability 
	REQ-PRO_NSI-FUN-7
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5.1.16
Void
	
	
	

	
	
	

	
	
	

	
	


	

	
	
	

	
	
	

	
	
	

	
	

	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	


	Next Modified Section


5.2.2
Requirements for network slice subnet provisioning service

REQ-PRO_NSSI-FUN-1
The network slice subnet provisioning service provider shall have the capability allowing its authorized consumer to request a network slice subnet instance.

REQ-PRO_NSSI-FUN-2
The network slice subnet provisioning service provider shall have the capability of interaction with NFVO via the NS lifecycle management interface.

REQ-PRO_NSSI-FUN-3
The network slice subnet provisioning service provider shall have the capability allowing its authorized consumer to send network slice subnet related requirements.

REQ-PRO_NSSI-FUN-4
The network slice subnet provisioning service provider shall have the capability allowing its authorized consumer to request to create a new NSSI or use an existing NSSI based on the network slice subnet related requirements.

REQ-PRO_NSSI-FUN-5
The network slice subnet provisioning service provider shall have the capability allowing its authorized consumer to request to associate the NS instance with corresponding NSSI.

REQ-PRO_NSSI-FUN-6
The network slice subnet provisioning service provider shall have the capability allowing its authorized consumer to request the configuration of the RAN NSSI constituents with the RRM policy information for simultaneous support of multiple NSIs.
REQ-PRO_NSSI-FUN-7
The network slice subnet provisioning service provider shall have the capability allowing its authorized consumer to obtain network slice subnet instance information.
REQ-PRO_NSSI-FUN-8
The network slice subnet provisioning service provider shall have the capability of allowing its authorized consumer to request the deallocation of a network slice subnet instance.

REQ-PRO_NSSI-FUN-9
The network slice subnet provisioning service provider shall have the capability allowing its authorized consumer to request activation of a network slice subnet instance.

REQ-PRO_NSSI-FUN-10
The network slice subnet provisioning service provider shall have the capability allowing its authorized consumer to request deactivation of a network slice subnet instance.

REQ-PRO_NSSI-FUN-11
The network slice subnet provisioning service provider shall have the capability allowing its authorized consumer to request modification of a network slice subnet instance.

REQ-PRO_NSSI-FUN-12
The network slice subnet provisioning service provider shall have the capability allowing its consumer to obtain information regarding available network slice subnet resources.

REQ-PRO_NSSI-FUN-13
The network slice subnet provisioning service provider shall have the capability allowing its authorized consumer to obtain the feasibility of provisioning a network slice subnet instance at a particular point of time.

REQ-PRO_NSSI-FUN-14
The network slice subnet provisioning service provider shall have the capability to satisfy the request to consume the NF provisioning service.

REQ-PRO_NSSI-FUN-16
The network slice subnet provisioning service provider shall have the capability allowing its consumer to provide slice specific operation information for the (re)configuration to a NSSI.
REQ-PRO_NSI-FUN-x
The network slice subnet provisioning service provider shall have the capability allowing its authorized consumer to assign priority of a network slice subnet.
	Next Modified Section


6.1
Management services for network slice provisioning

The management services for network slice provisioning are listed in table 6.1-1.

Table 6.1-1: Management services for network slice provisioning 

	MnS Name
	MnS Component Type A
(operations and notifications)
	MnS Component Type B
(information model)
	Note

	Network Slice Provisioning
	Operations defined in clause 5 of TS 28.532 [8]:

-
createMOI operation

-
deleteMOI operation

-
getMOIAttributes operation

-
modifyMOIAttributes operation

Operations defined in clause 6.5:
-
allocateNsi operation

-
deallocateNsi operation


	NSI information model defined in clause 6.3 of TS 28.541 [6]


	This management service enables its consumer to request allocating, deallocating, or modifying an NSI.

The typical scenario is "Network Slices as NOP internals" model where this MnS is consumed by operators.

	Network Slice Provisioning data reporting 
	Operations defined in clause 5 of TS 28.532 [8]:
-
subscribe operation

-
unSubscribe operation
Notifications defined in clause 5 of TS 28.532 [8]:
-
notifyMOICreation notification
-
notifyMOIDeletion notification
-
notifyMOIAttributeValueChanges notification

	NSI information model defined in clause 6.3 of TS 28.541 [6]

	This management service enables its consumer to obtain notifications about NSI Information model data.

The typical scenario is "Network Slices as NOP internals" model where this MnS is consumed by operators
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