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Introduction
3GPP SA6 working group specified a set of common capabilities (like Group Management, Configuration Management, Key Management, Identity Management, Location Management and Network Resource Management) utilized by V2X applications and potential usage by multiple vertical industry applications known as service enabler architecture layer (SEAL) in Rel-16 TS 23.434 [1]. Security aspects for SEAL are specified in TS 33.434 [2], and Stage 3 aspects for SEAL are specified in TS 24.544 [3], TS 24.545 [4], TS 24.546 [5], TS 24.547 [6], TS 24.548 [7] and TS 29.549 [8]. Rel-16 summary is available in clause 9.4 of TR 21.916 [9].
In Rel-17, enhancements are made to all common services of the SEAL and a new service called Network Slice Capability Enablement (NSCE) are defined. 
Description
In Rel-17 following enhancements are done:
1) SEAL architecture is enhanced to support Light Weight Protocol (LWP) for constrained devices.
2) Configuration Management capability is enhanced to support generic container to carry VAL service specific information.

3) Group Management capability is enhanced to support temporary groups in a VAL system, to remove the limitation where VAL service specific data cannot be sent to group members, to add location criteria in the group creation, to support management of 5G VN groups, to control notification rate, to control group communication messages, support for external group Id and group fetch procedure.

4) Location Management capability is enhanced to support tracking UE and obtaining dynamic UE information at a location, to distinguish the VAL services, to obtain list of UEs based on location area, monitoring location deviation, to include supplementary location information to verticals, to add timestamp for location report and off-network location management.

5) Network resource management is enhanced to add local MBMS support, to allow NRM server to use TSN and 5G native TSC for resource management, to subscribe to unicast QoS monitoring, to Subscribe to Unicast QoS Monitoring and real-time monitoring status information.
6) A new service called – Network Slice Capability Enablement (NSCE) is introduced – including functional model, Procedure for VAL server-triggered and network-based network slice adaptation for VAL application, Procedure for VAL UE-triggered and network-based network slice adaptation for VAL application.
Stage 3 normative work to enhance service enabler architecture layer (SEAL) are specified in TS 24.544 [3], TS 24.545 [4], TS 24.546 [5], TS 24.547 [6], TS 24.548 [7] and TS 29.549 [8], while the new service is specified in TS 24.549 [10].
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