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Abstract of the contribution: This contribution proposed a way-forward on CP based authentication/authorization and secondary authentication for 5G ProSe UE-to-Network Relay.

1.	Discussion
In the SA#95E, the exception sheet for the “Security Aspects of Proximity based Services (ProSe) in the 5G System (5GS)” was agreed in SP-220349 [1], which contains the following items that has impacts to SA2 spec and particularly a NOTE that tasks SA2 to complete the corresponding procedures in Q2, 2022.
-	Control Plane based security procedure for 5G ProSe Communication via 5G ProSe Layer-3 UE-to-Network Relay.
-	Details on the CP based secondary authentication procedures.
Note: The corresponding SA2 procedures need to be completed in the same quarter (Q2, 2022).
During the SA2#150E and SA2#151E meetings, the open issues for Control Plane based authentication/authorization and PDU Session secondary authentication procedures were discussed extensively, but unfortunately no consensus was reached as indicated in the agreed LS S2-2204904 as followings.
SA2 would like to inform SA3 and SA that SA2 didn’t reach consensus at SA2#151E and SA2#150E on the procedural impact either on Control Plane based authentication or Secondary Authentication/Authorization of UE-to-Network Relay.
This contribution proposes to discuss how to handle these items at SA level and to offer guidance to SA2 and SA3 to move forward.
Regarding on the SA2 work on Control Plane based authentication/authorization and PDU Session secondary authentication procedures, it is proposed not to be pursued in the Rel-17 timeframe considering the whole Rel-17 completion timeline and also the amount of work required for resolving these issues. On the other hand, SA2 has already started Rel-18 work from beginning of this year, so the Rel-17 leftover issues can be considered in Rel-18.
Proposal 1: It is proposed that the SA2 work on Control Plane based authentication/authorization and PDU Session secondary authentication of UE-to-Network Relay is not pursued in Rel-17, and SA2 can discuss how to handle this item in Rel-18.
SA3 has completed its work on Control Plane based authentication/authorization, except for some Editor’s Notes related to secondary authentication. For Control Plane based authentication/authorization, secondary authentication is not a mandatory function. 
Proposal 2: It is proposed to discuss and decide how to handle the currently completed SA3 work on Control Plane based authentication/authorization and PDU Session secondary authentication of UE-to-Network Relay.
3.	Proposals
[bookmark: _GoBack]It is proposed to discuss the following proposals and reflect the outcome in the Reply LS SP-220583.
Proposal 1: It is proposed that the SA2 work on Control Plane based authentication/authorization and PDU Session secondary authentication of UE-to-Network Relay is not pursued in Rel-17, and SA2 can discuss how to handle this item in Rel-18, e.g. whether a TEI 18 WID is required.
Proposal 2: It is proposed to discuss and decide how to handle the currently completed SA3 work on Control Plane based authentication/authorization and PDU Session secondary authentication of UE-to-Network Relay.
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