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* * * Change 1 * * * *
8.8.4.19
ACR status update request
Table 8.8.4.19-1 describes the information elements for the ACR status update request from EAS to EES.

Table 8.8.4.19-1: ACR status update request

	Information element
	Status
	Description

	EASID
	M
	The identifier of the EAS providing the update

	Security credentials
	M
	Security credentials of the EAS

	ACID
	O
	The identifier of the AC

	ACT result (NOTE 1) (NOTE XX)
	O 
	Indicates whether the ACT was successful or failed.

	> UEID
	M
	The identifier of the UE 

	> EAS endpoint 
	M
	Endpoint address of the other EAS to or from which the ACT has been performed.

	List of EDGE-3 subscription ID(s) (NOTE 2) (NOTE XX)
	O
	A list of the EDGE-3 subscription identifiers.

	Notification Target Address for EDGE-3 subscription (NOTE 2) (NOTE XX)
	O
	Notification Target Address of the EAS where the notification is to be sent by the EES for EDGE-3 subscription.

	NOTE 1:
This IE may be included by the S-EAS and T-EAS. In case of EELManagedACR, this IE is not included by the T-EAS.

NOTE 2:
This IE may be included only by the T-EAS.
NOTE XX: At least one of these IEs shall be present in the message.


8.8.4.20
ACR status update response
Table 8.8.4.20-1 describes the information elements for the ACR status update response from EES to EAS.

Table 8.8.4.20-1: ACR status update response
	Information element
	Status
	Description

	Successful response (NOTE)
	O
	Indicates that the request was successful.

	> EDGE-3 subscription initialization result
	O
	The IE indicates if the EDGE-3 subscriptions were initialized successfully or if initialization failed. 

	> List of updated EDGE-3 subscription ID(s) 
	O
	If the EDGE-3 subscription initialization result is successful, the EES provides the updated subscription identifier(s). The absence of an identifier implies no change for the subscription identifier. 

	Failure response (NOTE)
	O
	Indicates that the request failed

	> Cause
	O
	Indicates the cause of request failure

	NOTE: One of these IEs shall be present in the message.


* * * Change 2 * * * *
8.8.3.8
ACR status update procedure
Figure 8.8.3.8-1 illustrates the procedure for ACR status update, which is triggered by the S-EAS or the T-EAS. In the post-ACR clean up phase of service continuity scenarios described in clause 8.8.2, this procedure may be used by EAS to indicate the status of ACT to their registrar EESs; or used by the T-EAS to update the notification target address and allow the T-EES to indicate the status of EDGE-3 subscription relocation to the T-EAS including subscription ID update for EDGE-3 subscriptions; or both.

Pre-condition:

1.
The ACT procedure between the S-EAS and the T-EAS is either successfully completed or failed.
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Figure 8.8.3.8-1: ACR status update procedure

1.
The EAS sends ACR status update request message to the EES, the request may include the ACT result (success or failure). When sent by the T-EAS, the request may include a list of EDGE-3 subscription ID(s) and Notification Target Address for which the T-EAS wants to update. In case of EELManagedACR, the ACT result is not included by the T-EAS.

2.
If the request is authorized by the EES, the EES processes the request. When sent by the T-EAS, if the EDGE-3 subscriptions are available in the T-EES or were successfully relocated during the EEC context relocation procedure, the T-EES updates the Notification Target Address if provided by the T-EAS and may update the list of EDGE-3 subscription ID(s) for the EDGE-3 subscriptions.
When the ACR status update request message of step 1 includes the ACT result, it shall also include the UEID and endpoint information of the other EAS involved in the ACT. The EES uses UEID and EAS endpoint information to identify the corresponding ACR. In cases where the ACT result indicates failure of the ACR (i.e. failure with a cause indicating cancellation of the ACR), the T-EES which receives the ACR status update request message removes the transferred EEC context.
3.
The EES responds with ACR status update response message to the EAS.

NOTE:
If EES is not changed during ACR, the T-EES and S-EES are the same server. 
* * * Change 3 * * * *
8.8.3.4
ACR launching procedure

Figure 8.8.3.4-1 illustrates the ACR launching procedure by the EEC or the S‑EAS. 
If this procedure is triggered by the EEC, depending on the ACR action indicated in the ACR request, the procedure is used for either ACR initiation or ACR determination. This procedure of the ACR initiation can be re-sent as described in clause 8.8.1.3.

If this procedure is triggered by the S‑EAS, the procedure is used for ACR determination.

Pre-condition:

1.
The EEC has been authorized to communicate with the EES as specified in clause 8.11, if the procedure is triggered by the EEC; and 

2.
Information related to the S‑EES is available with the S-EAS, if the procedure is triggered by the S‑EAS.
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Figure 8.8.3.4-1: ACR launching procedure

1.
The EEC or the S‑EAS sends an ACR request message to the EES in order to start ACR. The ACR request message includes ACR action to indicate either ACR initiation request or ACR determination request. If the procedure is triggered by the S‑EAS, the ACR request message is only for ACR determination.

An ACR request for ACR initiation sent by the EEC:

-
includes an indication of whether the EEC requests the EES to perform EAS notification; and

-
provides information used by EES to perform AF traffic influence as in 3GPP TS 23 501 [2].

An ACR request for ACR determination sent either by the EEC or the EAS informs the EES that the need for ACR has been detected by the requestor.

2.
The EES checks if the requestor is authorized for this operation. If authorized, the EES processes the request and performs the required operations.

If the request in step 1 is for ACR initiation:

-
the EES may use information provided in the request to apply the AF traffic influence with the N6 routing information of the T-EAS in the 3GPP Core Network (if applicable), as described in 3GPP TS 23.501 [2], clause 5.6.7.1; and

-
if the EAS notification indication in ACR initiation data is provided in the step 1 request and the EAS has subscribed to receive such notification, the EES shall notify the EAS indicated in the ACR initiation data about the need to start ACR.

If the request in step 1 is for ACR determination, the EES decides to execute ACR as described in clause 8.8.2.5.
If the request in step 1 includes Previous T-EAS Endpoint:

-
if the previous EAS notification indication is provided in the step 1 request and the EAS has subscribed to receive such notification, the EES shall notify the EAS about the cancellation of the ACR with the previous T-EAS.

-
The EAS will inform the remote EAS about application context cancellation, which is outside the scope of this specification. The T-EAS sends the ACR status update message to the T-EES which will include failed result with an appropriate cause indicating the reason for the failure.
3.
The EES responds to the requestor's request with an ACR response message.
In case of re-sending ACR initiation, if serving EES was changed and EEC context was relocated, the T-EES can clean up any relocated EEC context either indicated in the re-sent ACR request for scenario described in clause 8.8.2.6 or upon reception of the ACR status update with failed result from T-EAS for other scenarios.
* * * End of the Change(s) * * * *
_1693030767.vsd
�


_1683644723.vsd
EEC or S-EAS


EES


 


1. ACR request


 


3. ACR response


2. Authorization check and processing the request 


1. Configuration of keying material


1. Configuration of keying material


2. MCData clients initiate service in off-network


3. User requests transmission of a one-to-one SDS message to the terminating MCData user


4. Generate PCK, PCK ID for terminating MCData user and encrypt using UID of the terminating user


5. Generate MiKEY-SAKKE I_MESSAGE and sign


6. One-to-one SDS message (MCData specific elements, Encrypted user payload, MIKEY-SAKKE I_MESSAGE)



