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Classification of the Work Item and linked work items

2.1
Primary classification

	
	Feature

	
	Building Block

	
	Work Task

	X
	Study Item


2.2
Parent Work Item 

	Parent Work / Study Items 

	Acronym
	Working Group
	Unique ID
	Title (as in 3GPP Work Plan)

	FS_RESIDENT
	SA1
	880040
	Study of Enhancements for Residential 5G

	FS_PIN
	SA1
	880041
	Study on Personal IoT Networks

	PIRates
	SA1
	930029
	Service requirements for Personal IoT and Residential Networks

	UIA
	SA1
	800012
	User Identities and Authentication

	FS_PIN
	SA2
	940065
	Study on Personal IoT Networks


2.3
Other related Work Items and dependencies

	Other related Work Items (if any)

	Unique ID
	Title
	Nature of relationship

	780004
	Study on a Layer for User Centric Identifiers and Authentication
	SA1 study on requirements for User Identifiers


3
Justification

There is the trend that is ever increasing 

· “Personal IoT Networks” is based on the greatly increasing number of consumers IoT devices. These devices can either be wearable devices (i.e. devices on a person such as cameras, headsets, watches, earphones, health monitors, etc) or can be IoT devices in the home (e.g. smart lights, cameras, thermostats, door sensors, voice assistants, speakers, fridge, washing machines). Users create Personal IoT Networks out of all these Personal IoT devices mainly in their homes or around their body.

The commonality of this trend is that consumers and small businesses no longer own one (phone) or two devices (phone + computer) but are now the owners of local “Networks” that are fixed in nature (e.g. the home LAN) or mobile (e.g. wearables). Devices within these local “Networks” can communicate with other devices, services and applications within the same local “Network”. Furthermore, these local “Networks” connect to the 5G Network via a gateway to allow devices within the local “Network” to communicate with UEs, services and applications available on the 5G network.
SA1 has the study (FS_PIN [SP-200592]) that uses cases have been documented in TR 22.859 with requirements captured in 3GPP TS 22.261, this study has identified potential gaps in existing 3GPP specifications and resulted in the communication of the normative work being started in “Personal IoT and Residential networks Service Requirements”. PIN also leverage SA1 requirements on user identities based on the SA1 UIA (SP-180328) work item requirements that were added to TS 22.101 and TS 22.115, In the context of UIA (SP-180328), the user to be identified could be an individual human user, using a UE with a certain subscription, an application running on or connecting via a UE, or a device (“thing”) behind a gateway UE.  There is a need to investigate application layer aspects that where identified in UIA (SP-180328) and the FS_PIN [SP-200592].
4
Objective

The objectives of this SA6 study are to study how 5G application layer architecture can be enhanced to support PIN whose requirements are captured in 3GPP TS 22.261 for PIRates WID. The study will look at the following aspects, performing gap analysis where necessary:
· Analyse the Stage 1 specifications (TS 22.261 and TS 22.101) to determine which requirements of PIN have potential application level impacts;

· Develop key issues, corresponding architecture requirements and solution recommendations to enable the application layer support for PIN services over 3GPP systems
· Application layer architecture to support PIN network
· Information and support from 3GPP network to PIN network
· Service or applications discovery within a PIN network or by outside UE via 3GPP network.
· Service or applications authorization and access control
· To study the PINAPP service switch when path switch happens between PIN elements or PINAPP moves between PIN elements.
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Expected Output and Time scale

	New specifications {One line per specification. Create/delete lines as needed}

	Type 
	TS/TR number
	Title
	For info 
at TSG# 
	For approval at TSG#
	Rapporteur

	TR
	"23.700-78" 
	Study on Application layer support for Personal IoT Networks
	SA#96 (Jun.22)
	SA#97 (Sept. 22)
	Huazhang Lv
huazhang.lv@vivo.com ,vivo


	Impacted existing TS/TR {One line per specification. Create/delete lines as needed}

	TS/TR No.
	Description of change 
	Target completion plenary#
	Remarks
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Work item Rapporteur(s)

Huazhang Lv, vivo Mobile Communications Ltd, huazhang.lv@vivo.com
7
Work item leadership

SA6 
8
Aspects that involve other WGs

SA2 for the architecture, SA3 for the Security aspects, SA1 for the requirements.
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Supporting Individual Members

	Supporting IM name

	vivo Mobile Communications Ltd

	China Unicom

	China Telecom

	Spreadtrum

	KPN

	Intel

	InterDigital

	CBN


