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Introduction
The existing Generic Bootstrapping Architecture (GBA) was firstly introduced in Rel-6 and prior to Rel-17 the architecture included network functions interacting with each other via dedicated reference point interfaces. The integration of the Generic Bootstrapping Architecture (GBA) to the 5G Core (5GC) introduces Service Based Interfaces (SBA) for the related GBA Network Functions as well as specific GBA services for the User Data Management (UDM) network function in 5GC. In this way GBA can be used in 5GC deployments.
Description
The 3GPP authentication infrastructure employed in GBA includes Home Network (HN) functions User Equipment (UE) functions and the 3GPP AKA (Authentication and Key Agreement) protocol. This infrastructure is a very valuable asset of 3GPP operators and could be leveraged to enable application functions in the network and on the User Equipment (UE) side to establish shared cryptographic material based on 3GPP credentials. This is the motivation and purpose of the Generic Bootstrapping Architecture (GBA) and GBA Push features developed in 3GPP since Rel-6. 
The GBA architecture in releases prior to Rel-17 includes a Bootstrapping Server Function (BSF) which is the anchor of the cryptographic key hierarchy, the Home Subscriber System (HSS), which handles the user subscriptions and provides authentication vectors to the BSF, UE applications and Network Application Functions (NAFs). GBA includes a bootstrapping protocol for authentication and key agreement for a root security key between the UE and BSF and a framework of application session protocols (Ua protocols) to establish an application security key between a UE and a NAF. The application security key is derived from the bootstrapping key. The GBA Push feature includes a protocol between the NAF and the UE in order to establish the application security key with a more efficient message exchange suitable for constrained devices. GBA is specified to support at least the following Diameter-based reference point interfaces: (a) Zh between the BSF and HSS for mutual authentication between the HN and the UE, (b) Zn between the BSF and NAF for the application security key establishment and (c) Zpn between the BSF and a GBA Push enabled NAF (Push-NAF) for a combined mutual authentication and application security key establishment. The use of these interfaces has allowed GBA to be used in 3G and also in 4G core networks since the HSS in 3G and 4G supported Diameter-based interfaces. 
With the advent of 5G, the 5G Core (5GC) has introduced Network Functions which expose SBA interfaces and among other network functions a new subscription management network function, the User Data Management (UDM). Enabling GBA and GBA Push functionality to be used in 5GC, resulted in the inclusion of the GBA and GBA Push functions in SBA as well as the specification of the SBA interfaces for the BSF, HSS and UDM. More specifically, a Service Based Interface (SBI) capable BSF exposes not only the aforementioned reference point interfaces but also SBA interfaces towards an SBI capable NAF. An SBI capable HSS provides an SBA interface for the BSF to retrieve authentication vectors and other GBA related subscription information for the GBA and GBA Push procedures. Finally, the UDM exposes a new service operation for an SBI capable BSF to retrieve authentication vectors provided by the UDM. 
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