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*************** Start of 1st Change ****************
V.2		Requirements
The UDM shall support the following services related to the user consent. 
-	Retrieval of user consent parameters.
-	Notification of user consent parameters change.
The user consent parameters shall be stored in the UDM/UDR as subscription data.
The user consent parameters shall be bound to a SUPI/GPSI.
The user consent parameters shall be bound to the purpose of data processing.
The user consent parameters shall include whether the user consent is granted or not.
The user consent parameters shall be effective only after the point in time that user consent was given, and they shall be effective until they are revoked.
The user consent parameters shall be effective until revoked. It means that there is no expiry/validity timer for the user consent parameters stored in the subscription data.
NOTE:	UDM does not provide user consent revocation service, it only provides notifications of user consent parameter changes.
*************** End of 1st Change ****************

*************** Start of 2nd Change ****************
V.4		User consent revocation
Any NF that is deemed an enforcement point for user consent shall support subscription to the user consent parameter change notification provided by the UDM. 
Consumer NFs (processing the data pertaining to user consent) shall subscribe to UDM for user consent parameter change notification, except if the consent enforcement NF that is deemed an enforcement point is tracking of those NFs and is actively informing those consumer NFs in case of user consent revocation.
NOTE: 	When authorization consumer NFs for data processing subject to user consent, care needs to be taken to not authorize requests by those consumers that do not support the necessary services or related parameters for revocation. This is important because the user consent may change in the future.
Following aUpon notification eventof user consent revocation, any NF that is deemed an enforcement point for user consent shall no longer accept any service request for data processing subject to a revoked user consent. 
Following aUpon notification eventof user consent revocation, any NF that is deemed an enforcement point for user consent may notify other NFs to halt the processing of the data subject to the revoked user consent.
Upon notification of user consent revocation, NFs (prosscessing the data pertaining to the revoked consent) shall halt processing and collection of the data.
[bookmark: _Hlk88144196]Upon notification of user consent revocation, NFs may delete, quarantine, or temporarily retain the data pertaining to the revoked user consent based on local policies and legal constraints.may have to be deleted, or quarantined, or temporarily retained.
Editor’s Note: Whether keeping a record of all NFs having received data subject to user consent and actively informing the NFs in case of user consent revocation is FFS if the user consent parameter change notification provided by the UDM is not used.
*************** End of 2nd Change ****************
