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Figure 4.15.6.6-1: Setting up an AF session with required QoS procedure
1.	The AF sends a request to reserve resources for an AF session using Nnef_AFsessionWithQoS_Create request message (UE address, AF Identifier, Flow description(s) or External Application Identifier, QoS reference, (optional) Alternative Service Requirements (as described in clause 6.1.3.22 of TS 23.503 [20]), DNN, S-NSSAI) to the NEF. Optionally, a period of time or a traffic volume for the requested QoS can be included in the AF request. The AF may, instead of a QoS Reference, provide the following individual QoS parameters: Requested 5GS Ddelay (optional), Requested Priority (optional), Requested GFBR, Requested MFBR, flow direction, Burst Size (optional), Burst Arrival Time (optional) at UE (uplink) or UPF (downlink), Periodicity (optional), Time domain (optional), Survival Time (optional). When Alternative Service Requirements are provided by the AF, a set of Alternative QoS Related parameters as in clause 5.7.1.2a of TS 23.501 [2] may be provided for each QoS Reference.
2.	The NEF assigns a Transaction Reference ID to the Nnef_AFsessionWithQoS_Create request. The NEF authorizes the AF request and may apply policies to control the overall amount of QoS authorized for the AF. If the authorisation is not granted, all steps (except step 5) are skipped and the NEF replies to the AF with a Result value indicating that the authorisation failed.
	If the NEF does not receive any of the individual QoS parameters as described in clause 6.1.3.22 of TS 23.503 [20] from the AF, the steps 3, 4, 5, 6, 7, 8 are executed, otherwise, the steps 3a, 3b, 4a, 4b, 5, 6a, 7a, 7b, 8 are executed.
3.	If the NEF does not receive any of the individual QoS parameters from the AF as described in clause 6.1.3.22 of TS 23.503 [20], the NEF uses the UE address to discover the PCF from the BSF. The NEF interacts with the PCF by triggering a Npcf_PolicyAuthorization_Create request and provides UE address, AF Identifier, Flow description(s), the QoS Reference and the optional Alternative Service Requirements. Any optionally received period of time or traffic volume is also included and mapped to sponsored data connectivity information (as defined in TS 23.503 [20]).
	If the AF is considered to be trusted by the operator, the AF uses the Npcf_PolicyAuthorization_Create request message to interact directly with PCF to request reserving resources for an AF session.
3a.	If the NEF receives any of the individual QoS parameters as described in clause 6.1.3.22 of TS 23.503 [20] from the AF, the NEF forwards these received individual QoS parameters in the Ntsctsf_QoSandTSCAssistance_Create request message to the TSCTSF.
	If the AF is considered to be trusted by the operator, the AF uses the Ntsctsf_QoSandTSCAssistance_Create request message to interact directly with TSCTSF to request reserving resources for an AF session.
	A TSCTSF address may be locally configured (a single TSCTSF per DNN/S-NSSAI) in the NEF, PCF and trusted AF. Alternatively, the TSCTSF is discovered from the NRF.
3b.	The TSCTSF interacts with the PCF by triggering a Npcf_PolicyAuthorization_Update request and provides UE address, AF Identifier, Flow description(s), the QoS Reference, Individual QoS Parameters and the optional Alternative Service Requirements. Any optionally received period of time or traffic volume is also included and mapped to sponsored data connectivity information (as defined in TS 23.203 [24]).
	If the TSCTSF receives a Requested 5GS Ddelay, the TSCTSF calculates a Requested PDB by subtracting the UE-DS-TT Residence Time (either provided by the PCF or pre-configured at TSCTSF), provided by the PCF (if available), from the Requested 5GS Ddelay. If the TSCTSF receives any of the following individual QoS parameters: flow direction, Burst Arrival Time, Periodicity, Time domain, Survival Time from the NEF, the TSCTSF determines the TSC Assistance Container and sends it together with the Requested PDB, the TSC Assistance Container, and other received individual QoS parameters in the Npcf_PolicyAuthorization_Update request to the PCF.
	The TSCTSF can also discover the PCF in case the TSCTSF has not received any notification from PCF (e.g. no UE-DS-TT Residence time), TSCTSF sends the Requested PDB, the TSC Assistance Container, and other received individual QoS and Alternative QoS Related parameters to the PCF.
4.	For requests received from the NEF in step 3, the PCF determines whether the request is authorized and notifies the NEF if the request is not authorized.
	If the request is authorized, the PCF derives the required QoS parameters based on the information provided by the NEF and determines whether this QoS is allowed (according to the PCF configuration), and notifies the result to the NEF. In addition, if the Alternative Service Requirements are provided, the PCF derives the Alternative QoS parameter set(s) from the one or more QoS reference parameters contained in the Alternative Service Requirements in the same prioritized order (as defined in clause 6.1.3.22 of TS 23.503 [20]).
	If the AF is considered to be trusted by the operator, the PCF sends the Npcf_PolicyAuthorization_Create response message directly to AF.
NOTE:	The PCF derived Alternative QoS parameter set(s) for the PCC rule are subsequently used to establish Alternative QoS Profile(a). The Alternative QoS Profile parameters provided to the NG-RAN are specified in clause 5.7.1.2a of TS 23.501 [2].
	If the PCF determines that the SMF needs updated policy information, the PCF issues a Npcf_SMPolicyControl_UpdateNotify request with updated policy information about the PDU Session as described in the PCF initiated SM Policy Association Modification procedure in clause 4.16.5.2.
	If the request is not authorized, or the required QoS is not allowed, NEF responds to the AF in step 5 with a Result value indicating the failure cause.
4a.	For requests received from the TSCTSF in step 3b, the PCF determines whether the request is authorized and notifies the TSCTSF if the request is not authorized.
	If the request is authorized, the PCF derives the required QoS parameters based on the information provided by the TSCTSF and determines whether this QoS is allowed (according to the PCF configuration), and notifies the result to the TSCTSF. In addition, if the Alternative Service Requirements are provided, the PCF derives the Alternative QoS parameter set(s) from the one or more QoS reference parameters (if provided) contained in the Alternative Service Requirements in the same prioritized order (as defined in clause 6.1.3.22 of TS 23.503 [20]).
	If the PCF receives the individual QoS parameters instead of QoS Reference, the PCF sets the PDB and MDBV according to the received Requested PDB and Burst Size received from the TSCTSF. If the Requested PDB is not provided, the PCF determines the PDB that matches the QoS Reference. It also sets the GFBR and MFBR according to requested values sent by the TSCTSF. The PCF may uses the Requested Priority from the AF to determine QoS Flow Priority as defined in clause 5.7.3.3 of TS 23.501 [2]. TSCTSF specified Individual QoS Parameter values supersede default values for the 5QI.
	If the PCF determines that the SMF needs updated policy information, the PCF issues a Npcf_SMPolicyControl_UpdateNotify request with updated policy information about the PDU Session as described in the PCF initiated SM Policy Association Modification procedure in clause 4.16.5.2.
	If the request is not authorized, or the required QoS is not allowed, TSCTSF responds to the NEF in step 4b with a Result value indicating the failure cause.
4b.	The TSCTSF sends a Ntsctsf_QoSandTSCAssistance_Create response message (Transaction Reference ID, Result) to the NEF. Result indicates whether the request is granted or not.
	If the AF is considered to be trusted by the operator, the TSCTSF sends the Ntsctsf_QoSandTSCAssistance_Create response message directly to AF.
5.	The NEF sends a Nnef_AFsessionWithQoS_Create response message (Transaction Reference ID, Result) to the AF. Result indicates whether the request is granted or not.
6.	The NEF shall send a Npcf_PolicyAuthorization_Subscribe message to the PCF to subscribe to notifications of Resource allocation status and may subscribe to other events described in clause 6.1.3.18 of TS 23.503 [20].
6a.	The TSCTSF shall send a Npcf_PolicyAuthorization_Subscribe message to the PCF to subscribe to notifications of Resource allocation status and may subscribe to other events described in clause 6.1.3.18 of TS 23.503 [20].
7.	When the event condition is met, e.g. that the establishment of the transmission resources corresponding to the QoS update succeeded or failed, the PCF sends Npcf_PolicyAuthorization_Notify message to the NEF notifying about the event.
	If the AF is considered to be trusted by the operator, the PCF sends the Npcf_PolicyAuthorization_Notify message directly to AF.
7a.	When the event condition is met, e.g. that the establishment of the transmission resources corresponding to the QoS update succeeded or failed, the PCF sends Npcf_PolicyAuthorization_Notify message to the TSCTSF notifying about the event.
7b.	The TSCTSF sends Ntsctsf_QoSandTSCAssistance_Notify message with the event reported by the PCF to the NEF.
	If the AF is considered to be trusted by the operator, the TSCTSF sends the Ntsctsf_QoSandTSCAssistance_Notify message directly to AF.
8.	The NEF sends Nnef_AFsessionWithQoS_Notify message with the event reported by the PCF to the AF.
The AF may send Nnef_AFsessionWithQoS_Revoke request to NEF in order to revoke the AF request. The NEF authorizes the revoke request and triggers the Ntsctsf_QoSandTSCAssistance_Delete/Unsubscribe and/or Npcf_PolicyAuthorization_Delete and the Npcf_PolicyAuthorization_Unsubscribe operations for the AF request.
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4.15.6.6a	AF session with required QoS update procedure


Figure 4.15.6.6a-1: AF session with required QoS update procedure
1.	For an established AF session with required QoS, the AF may send a Nnef_AFsessionWithQoS_Update request message (AF Identifier, Transaction Reference ID, [Flow description(s)], [QoS Reference], [Alternative Service Requirements (as described in clause 6.1.3.22 of TS 23.503 [20])]) to NEF for updating the reserved resources. Optionally, a period of time or a traffic volume for the requested QoS can be included in the AF request. The Transaction Reference ID provided in the AF session with required QoS update request message is set to the Transaction Reference ID that was assigned, by the NEF, to the Nnef_AFsessionWithQoS_Create request message. The AF may in addition provide the following individual QoS parameters: Requested 5GS Ddelay (optional), Requested Priority (optional), Requested GFBR, Requested MFBR, flow direction, Burst Size (optional), Burst Arrival Time (optional) at UE (uplink) or UPF (downlink), Periodicity (optional), Time domain (optional), Survival Time (optional). When Alternative Service Requirements are provided by the AF, a set of Alternative QoS Related parameters as specified in clause 6.1.3.22 of TS 23.503 [20] may be provided for each QoS Reference.
2.	The NEF authorizes the AF request of updating AF session with required QoS and may apply policies to control the overall amount of QoS authorized for the AF. If the authorisation is not granted, all steps (except step 5) are skipped and the NEF replies to the AF with a Result value indicating that the authorisation failed.
	If the NEF does not receive any of the individual QoS parameters as described in clause 6.1.3.22 of TS 23.503 [20] from the AF, then the steps 3, 4, 5, 6, 7 are executed, otherwise, the steps 3a, 3b, 4a, 4b, 5, 6a, 6b, 7 are executed.
3.	If the NEF does not receive any of the individual QoS parameters or Alternative QoS Related parameter set(s) from the AF as described in clause 6.1.3.22 of TS 23.503 [20], the NEF uses the UE address to discover the PCF from the BSF. The NEF interacts with the PCF by triggering a Npcf_PolicyAuthorization_Update request and provides UE address, AF Identifier, Flow description(s), the QoS Reference and the optional Alternative Service Requirements. Any optionally received period of time or traffic volume is also included and mapped to sponsored data connectivity information (as defined in TS 23.503 [20]).
	If the AF is considered to be trusted by the operator, the AF uses the Npcf_PolicyAuthorization_Update request message to interact directly with PCF to update the reserving resources for an AF session.
	The TSCTSF can also discover the PCF in the case the TSCTSF has not received any notification from PCF (e.g. no UE-DS-TT Residence time), the TSCTSF sends the Requested PDB, the TSC Assistance Container and other received individual QoS and Alternative QoS Related parameters to the PCF.
3a.	If the NEF receives one or more of the individual QoS parameters as described in clause 6.1.3.22 of TS 23.503 [20] from the AF, the NEF forwards these received individual QoS parameters in the Ntsctsf_QoSandTSCAssistance_Update or Ntsctsf_QoSandTSCAssistance_Create request message to the TSCTSF.
	If the AF is considered to be trusted by the operator, the AF uses the Ntsctsf_QoSandTSCAssistance_Update request message to interact directly with TSCTSF to update the reserving resources for an AF session.
	A TSCTSF address may be locally configured (a single TSCTSF per DNN/S-NSSAI) in the NEF, PCF and trusted AF. Alternatively, the TSCTSF is discovered from NRF.
3b.	The TSCTSF interacts with the PCF by triggering a Npcf_PolicyAuthorization_Update request and provides UE address, AF Identifier, Flow description(s), the QoS Reference, Individual QoS Parameters and the optional Alternative Service Requirements. Any optionally received period of time or traffic volume is also included and mapped to sponsored data connectivity information (as defined in TS 23.203 [24]).
	If the TSCTSF receives a Requested 5GS delay, the TSCTSF calculates a Requested PDB by subtracting the UE-DS-TT Residence Time (provided by the PCF (if available) from the Requested 5GS delay.
	If the TSCTSF receives any of the flow direction, Burst Arrival Time, Periodicity, Time domain, Survival Time from the NEF, the TSCTSF forwards these parameters in the TSC Assistance Container in the Npcf_PolicyAuthorization_Update request to the PCF. The TSCTSF sends the Requested PDB, the TSC Assistance Container, and other received individual QoS parameters in the Npcf_PolicyAuthorization_Update request to the PCF.
4.	If the PCF received request from the NEF in step 3, the PCF determines whether the request is authorized.
	If the request is authorized, the PCF derives the required QoS parameters based on the information provided by the NEF and determines whether this QoS is allowed (according to the PCF configuration), and notifies the result to the NEF. In addition, if the Alternative Service Requirements are provided, the PCF derives the Alternative QoS parameter set(s) from the one or more QoS reference parameters contained in the Alternative Service Requirements in the same prioritized order (as defined in TS 23.503 [20]).
	If the PCF determines that the SMF needs updated policy information, the PCF issues a Npcf_SMPolicyControl_UpdateNotify request with updated policy information about the PDU Session as described in the PCF initiated SM Policy Association Modification procedure in clause 4.16.5.2.
	If the AF is considered to be trusted by the operator, the PCF sends the Npcf_PolicyAuthorization_Update response message directly to AF.
	If the request is not authorized or the required QoS is not allowed, NEF responds to the AF in step 5 with a Result value indicating the failure cause.
4a. If the PCF received request from the TSCTSF in step 3b, the PCF determines whether the request is authorized.
	If the request is authorized, the PCF derives the required QoS parameters based on the information provided by the TSCTSF and determines whether this QoS is allowed (according to the PCF configuration for this AF), and notifies the result to the TSCTSF. In addition, if the Alternative Service Requirements are provided, the PCF derives the Alternative QoS parameter set(s) from the one or more QoS reference parameters (if provided) contained in the Alternative Service Requirements in the same prioritized order (as defined in clause 6.1.3.22 of TS 23.503 [20]).
	If the PCF receives individual QoS parameters instead of a QoS Reference, the PCF sets the PDB and/or MDBV according to the received Requested PDB and Burst Size received from the TSCTSF. If the Requested PDB is not provided from TSCTSF, the PCF determines the PDB that matches the QoS Reference. It also sets the GFBR and MFBR according to the requested values provided by the TSCTSF. The PCF may use the Priority requested by the AF to determine QoS Flow Priority as defined in clause 5.7.3.3 of TS 23.501 [2]. The MFBR is used to assign the MBR value and then GBR is set equal to MBR unless the TSCTSF provides a GFBR value. TSCTSF specified Individual QoS Parameter values supersede default values for the 5QI.
	If the PCF determines that the SMF needs updated policy information, the PCF issues a Npcf_SMPolicyControl_UpdateNotify request with updated policy information about the PDU Session as described in the PCF initiated SM Policy Association Modification procedure in clause 4.16.5.2.
	If the request is not authorized or the required QoS is not allowed, TSCTSF responds to the NEF in step 4b with a Result value indicating the failure cause.
4b.	The TSCTSF sends a Ntsctsf_QoSandTSCAssistance_Update response message (Transaction Reference ID, Result) to the NEF. Result indicates whether the request is granted or not.
	If the AF is considered to be trusted by the operator, the TSCTSF sends the Ntsctsf_QoSandTSCAssistance_Update response message directly to AF.
5.	The NEF sends a Nnef_AFsessionWithQoS_Update response message (Transaction Reference ID, Result) to the AF. Result indicates whether the request is granted or not.
6.	The PCF sends Npcf_PolicyAuthorization_Notify message to the NEF when the modification of the transmission resources corresponding to the QoS update succeeded or failed.
	If the AF is considered to be trusted by the operator, the PCF sends the Npcf_PolicyAuthorization_Notify message directly to AF.
6a.	The PCF sends Npcf_PolicyAuthorization_Notify message to the TSCTSF when the modification of the transmission resources corresponding to the QoS update succeeded or failed.
6b.	The TSCTSF sends Ntsctsf_QoSandTSCAssistance_Notify message with the event reported by the PCF to the NEF.
	If the AF is considered to be trusted by the operator, the TSCTSF sends the Ntsctsf_QoSandTSCAssistance_Notify message directly to AF.
7.	The NEF sends Nnef_AFsessionWithQoS_Notify message with the event reported by the PCF to the AF.

* * * * Third change * * * *
[bookmark: _Toc91153845]4.15.9.2	Exposure of UE availability for Time Synchronization service
The procedure is used by the AF to subscribe to notifications and to explicitly cancel a previous subscription for UE availability for time synchronization service. Cancelling is done by sending Nnef_TimeSynchronization_CapsUnsubscribe request identifying the subscription to cancel with Subscription Correlation ID.


Figure 4.15.9.2-1: Procedure for exposing 5GS and/or UE availability and capabilities for Time Synchronization services
1.	The PCF determines if existing PDU Sessions are potentially impacted by time synchronization service (based on local configuration or SM Policy Association). For each of these PDU Sessions, the PCF invokes Npcf_PolicyAuthorization_Notify service operation to the TSCTSF discovered and selected as described in clause 6.3.24 of TS 23.501 [2]
	If PMIC/UMIC information from the DS-TT or NW-TT is available at the PCF, the PCF reports it to the TSCTSF invoking Npcf_PolicyAuthorization_Notify.
2.	The AF subscribes to the UE availability for time synchronization service and provides the associated Notification Target Address of the AF by sending Nnef_TimeSynchronization_CapsSubscribe request.
	Report Type defines the type of reporting requested (e.g. one-time reporting, periodic reporting or event based reporting).
	The request may include DNN and slicing information (S-NSSAI) and shall include an AF-Service-Identifier. If the DNN and S-NSSAI are omitted in the request, the NEF uses the AF-Service-Identifier to determine the target DNN and slicing information (S-NSSAI).
	The Event Filter may include a list of UE identitfiers (GPSIs) or Groups of UEs identified by an External Group Identifier that further define the subset of the target UEs. If the request does not include UE identitfiers nor External Group Identifier, the request is targeted to any UE with a PDU Session using the DNN and S-NSSAI. The NEF uses the UDM service to map the GPSIs to SUPIs and to map the External Group Identifier to Internal Group Identifier.
	Additionally, the Event Filter may include one or more of the requested PTP instance type, requested transport protocol for PTP, or requested PTP Profile as described in Table 5.2.6.25.6-1.
	When the NEF processes the AF request the AF-Service-Identifier may be used to authorize the AF request.
	Depending on the AF-Service-Identifier and/or DNN/S-NSSAI, the NEF may reject the request if the the list of UE identities or External Group Identifier is not included in the request.
	To remove an existing time synchronization service configuration, the AF invokes Nnef_TimeSynchronization_CapsUnsubscribe service operation and provides the Subscription Correlation ID.
3.	The NEF discovers the TSCTSF as described in clause 6.3.24 of TS 23.501 [2]. The NEF invokes the Ntsctsf_TimeSynchronization_CapsSubscribe request service operation to the selected TSCTSF.
	The AF that is part of operator's trust domain may invoke the services directly with TSCTSF as described in clause 6.3.24 of TS 23.501 [2].
4.	(in the case of Ntsctsf_TimeSynchronization_CapsSubscribe): The TSCTSF identifies the affected AF session(s) based on the parameters received in step 3 and interacts with the PCF by triggering a Npcf_PolicyAuthorization_Update request message.
	(in the case of Ntsctsf_TimeSynchronization_CapsUnsubscribe): The TSCTSF uses the Subscription Correlation ID to determine the AF sessions and interacts with the PCF(s) by triggering a Npcf_PolicyAuthorization_Delete request message. Steps 8-13 are skipped.
5.	TSCTSF acknowledges the execution of Ntsctsf_TimeSynchronization_CapsSubscribe to the requester that initiated the request. The acknowledgement contains a Subscription Correlation ID that the requester can use to cancel or modify the subscription.
6.	NEF acknowledges the execution of Nnef_TimeSynchronization_CapsSubscribe to the requester that initiated the request. The acknowledgement contains a Subscription Correlation ID that the AF can use to cancel or modify the subscription.
7.	As part of Npcf_PolicyAuthorization_Create/Update request, the TSCTSF uses the procedures as described in clause K.2.1 of TS 23.501 [2] to determine the (g)PTP capabilities from the DS-TT. If the TSCTSF has not determined the (g)PTP capabilities from the NW-TT, the TSCTSF determines the capabilities using the procedures as described in clause K.2.1 of TS 23.501 [2].
	The TSCTSF composes the time synchronization capabilities for the DS-TT/UE(s) connected to the NW-TT based on the capability information received from the DS-TT(s) and NW-TT. If the Ntsctsf_TimeSynchronization_CapsSubscribe request include an Event Filter with one or more of the requested PTP instance type, requested transport protocol for PTP, or requested PTP Profile, the TSCTSF considers only the DS-TT(s) and NW-TT(s) with these capabilities as part of the time synchronization capability set that is reported to the NEF (or AF).
	The TSCTSF maintains association between the user-plane Node ID, the time synchronization capabilities, the reference to the capabilities (as identified by the Subscription Correlation ID), the Event Filter (if available), the NEF or AF Notification Target Address, and list of the AF sessions with PCFs with this user-plane Node ID. If the Ntsctsf_TimeSynchronization_CapsSubscribe request includes one or more Event Filter(s), the TSCTSF considers only the matching UE identities and the DS-TT(s) and NW-TT(s) with the matching capabilities to be included in the associated AF sessions.
8.	The TSCTSF sends Ntsctsf_TimeSynchronization_CapsNotify (as described in clause 5.2.27.2.8) to the NEF. The message includes the time synchronization capabilities as composed in step 7. The message contains one or more user-plane Node ID(s) and a list of UE identitfiers associated to each user-plane Node ID. The user-plane Node ID identifies the NW-TT to where the UE/DS-TT(s) are connected to.
9. The NEF sends Nnef_TimeSynchronization_CapsNotify with Time Synchronization capability event (as described in Table 5.2.6.25.8-1) to the AF.
10-11.	Upon PDU Session Establishment as defined clause 4.3.2.2.1-1, steps 1 and 7 are repeated for the new PDU Session.
12.	If necessary, the TSCTSF may update the time synchronization capabilities for the DS-TT/UE(s) connected to the NW-TT based on the capability information received from the new DS-TT. The TSCTSF sends Ntsctsf_TimeSynchronization_CapsNotify with Time Synchronization capability event (as described in Table 5.2.6.25.8-1) containing the updated capabilities and the UE identitfiesr of the new PDU Session to the NEF.
13.	The NEF sends Nnef_TimeSynchronization_CapsNotify containing the updated capabilities and the UE identitfiesr of the new PDU Session to the AF.

* * * * Fourth change * * * *
[bookmark: _Toc91153848]4.15.9.3.2	Time synchronization service activation


Figure 4.15.9.3.2-1: Time synchronization service activation
1.	The AF creates a time synchronization service configuration for a PTP instance by invoking Nnef_TimeSynchronization_ConfigCreate service operation. The request includes the parameters as described in table 4.15.9.3.1. The request contains a Subscription Correlation ID and user-plane node ID as a reference to the target of the UEs and AF-sessions.
	The create request creates also a subscription for the changes in the time synchronization service configuration.
2.	The NEF authorizes the request. After successful authorization, the NEF invokes the Ntsctsf_TimeSynchronization_ConfigCreate service operation with the corresponding TSCTSF, with the parameters as received from the AF.
	The AF that is part of operator's trust domain may invoke the services directly with TSCTSF.
3.	The TSCTSF responds with the Ntsctsf_TimeSynchronization_ConfigCreate response. The Ntsctsf_TimeSynchronization_ConfigCreate response includes a PTP instance reference.
4.	The NEF responds with the Nnef_TimeSynchronization_ConfigCreate response, including a reference to the time synchronization service configuration (PTP instance reference).
5-6.	The TSCTSF uses the Subscription Correlation ID and user-plane node ID in Ntsctsf_TimeSynchronization_ConfigCreate to determine the target UEs and corresponding AF-sessions. The TSCTSF uses the parameters (e.g. requested PTP instance type, transport protocol, and PTP profile) in the Ntsctsf_TimeSynchronization_ConfigCreate request to determine suitable DS-TT(s) and corresponding AF-sessions among all AF-sessions that are associated with the Subscription Correlation ID and user-plane node ID in the request.
	The TSCTSF maintains association between list of suitable AF-sessions, corresponding time synchronization configuration, the PTP instance ID reference in 5GS, PTP instance referenceIDs in each involved DS-TT and NW-TT, and Subscription Correlation ID and user-plane node ID as given in step 1.
NOTE 1:	The AF-sessions that are not associated with a time synchronization configuration, are available to be selected as suitable AF-sessions in another Ntsctsf_TimeSynchronization_ConfigCreate request.
	The TSCTSF uses the procedures described in clause K.2.2 of TS 23.501 [2] to configure and initialize the PTP instance in the DS-TT(s) and NW-TT. The TSCTSF constructs a PMIC to each DS-TT/UE to activate the time synchronization service in DS-TT in respect to the service parameters in the request in step 2. The TSCTSF constructs PMIC(s) and UMIC to NW-TT to activate the time synchronization service in NW-TT in respect to the service parameters in the request in step 2.
	Upon reception of responses from each DS-TT and NW-TT, the TSCTSF determines the state of the time synchronization configuration.
	The TSCTSF constructs a PMIC to each DS-TT/UE to subscribe for the port management information changes in the DS-TT. The TSCTSF constructs PMIC(s) and UMIC to NW-TT to subscribe for the port management and user-plane management information changes in NW-TT. The TSCTSF retrieves the PMIC(s) and UMIC via means of Npfc_PolicyAuthorization service operations.
	The create request creates also a subscription for notifications for the changes in the time synchronization service configuration.
	If the Ntsctsf_TimeSynchronization_ConfigCreate request contains a temporal validity condition with a start-time and/or the stop-time that is in the future, the TSCTSF maintains the start-time and stop-time for the time synchronization service for the corresponding time synchronization configuration. If the start-time is in the past, the TSCTSF treats the request as if the time synchronization service was activated immediately. When the start-time is reached, the TSCTSF proceeds as described in this step above. When the stop-time is reached for active time synchronization service configuration, the TSCTSF proceeds as Ntsctsf_TimeSynchronization_ConfigDelete was received as described in clause 4.15.9.3.4.
	The TSCTSF uses the procedure in clause 4.15.9.4 to manage the 5G access stratum time distribution for the UEs that are part of the impacted PTP instance.
7.	The TSCTSF notifies the NEF (or AF) with the Ntsctsf_TimeSynchronization_ConfigUpdateNotify service operation, containing the PTP instance reference and the current state of the time synchronization service configuration.
8.	The NEF notifies the AF with the Nnef_TimeSynchronization_ConfigUpdateNotify service operation, containing the PTP instance reference and the current state of the time synchronization service configuration.
9.	Upon a change in the PTP instance in the DS-TT or NW-TT, the DS-TT or NW-TT report the change via PMIC or UMIC to the TSCTSF as described in clause K.2.2 of TS 23.501 [2].
	Upon PDU Session Establishment as defined clause 4.3.2.2.1-1, steps 6-9 in Figure 4.15.9.2-1 are repeated for the new PDU Session and the TSCTSF may notify the NEF (or AF) for the Time Synchronization capability event, optionally with the updated time synchronization capabilities, as described in step 10 in Figure 4.15.9.2-1.
NOTE 2:	Upon receiving the notification, the NEF (or AF) can use the Ntsctsf_TimeSynchronization_ConfigUpdate service operation to add the DS-TT/UE to the existing PTP instance and corresponding time synchronization service configuration.
10.	The TSCTSF updates the state of the time synchronization configuration and may notify the NEF (or AF) with the Ntsctsf_TimeSynchronization_ConfigUpdateNotify service operation, containing the PTP instance ID reference and the updated state of the time synchronization service configuration for the PTP instance.
11.	The NEF notifies the AF with the Nnef_TimeSynchronization_ConfigUpdateNotify service operation, containing the reference to the time synchronization service configuration (PTP instance reference) and the updated state of the time synchronization service configuration.

[bookmark: _Toc91153849]* * * * Fifth change * * * *
4.15.9.3.3	Time synchronization service modification


Figure 4.15.9.3.3-1: Time synchronization service modification
1.	To update an existing time synchronization service configuration of the PTP instance, the AF invokes a Nnef_TimeSynchronization_ConfigUpdate service operation providing the corresponding PTP instance reference.
2.	The NEF invokes the Ntsctsf_TimeSynchronization_ConfigUpdate service operation with the corresponding TSCTSF.
	The AF that is part of operator's trust domain may invoke the services directly with TSCTSF.
3.	The TSCTSF responds with the Ntsctsf_TimeSynchronization_ConfigUpdate response.
4.	The NEF responds with the Nnef_TimeSynchronization_ConfigUpdate.
5-6.	The TSCTSF uses the PTP instance reference included in the Ntsctsf_TimeSynchronization_ConfigUpdate request to identify the time synchronization service configuration and the corresponding AF sessions.
	If the Ntsctsf_TimeSynchronization_ConfigUpdate request includes updated service parameters for the PTP instance, and if the corresponding DS-TT(s) and NW-TT are suitable with the parameters (e.g. requested PTP instance type, transport protocol, and PTP profile), the TSCTSF uses the procedures described in clause K.2.2 of TS 23.501 [2] to update the PTP instance(s) in the DS-TT(s) and NW-TT.
	If the Ntsctsf_TimeSynchronization_ConfigUpdate request includes one or more UE identities, if the corresponding DS-TT(s) are suitable with the parameters (e.g. requested PTP instance type, transport protocol, and PTP profile) in the time synchronization service configuration as identified by the PTP instance reference in the request:
-	the TSCTSF adds the suitable AF-sessions to the list of AF-sessions that are associatated with the time synchronization service configuration; and
-	the TSCTSF uses the procedures described in clause K.2.2 of TS 23.501 [2] to initialize and activate the PTP instance(s) in the corresponding DS-TT(s).
	The TSCTSF uses the procedure in clause 4.15.9.4 to manage the 5G access stratum time distribution for the UEs that are added to the impacted PTP instance.
7.	The TSCTSF notifies the NEF (or AF) with the Ntsctsf_TimeSynchronization_ConfigUpdateNotify service operation, containing the PTP instance reference and the current state of the time synchronization service configuration.
8.	The NEF notifies the AF with the Nnef_TimeSynchronization_ConfigUpdateNotify service operation, containing the PTP instance reference and the current state of the time synchronization service configuration.

* * * * Seventh change * * * *
[bookmark: _Toc20204556][bookmark: _Toc27895255][bookmark: _Toc36192352][bookmark: _Toc45193465][bookmark: _Toc47593097][bookmark: _Toc51835184][bookmark: _Toc91154271]5.2.6.9.2	Nnef_AFsessionWithQoS_Create service operation
Service operation name: Nnef_AFsessionWithQoS Create
Description: The consumer requests the network to provide a specific QoS for an AF session.
Inputs, Required: AF Identifier, UE address (i.e. IP address or MAC address), Flow description(s) or External Application Identifier, QoS Reference.
Inputs, Optional: time period, traffic volume, Alternative Service Requirements (containing one or more QoS reference parameters in a prioritized order), QoS parameter(s) to be measured, Reporting frequency, Target of reporting and optional an indication of local event notification as described in clause 6.1.3.21 of TS 23.503 [20], individual QoS parameters as described in clause 6.1.3.22 of TS 23.503 [20], Requested Priority, DNN if available, S-NSSAI if available, Alternative QoS Related parameter sets.
Outputs, Required: Transaction Reference ID, result.
Output (optional): None.
[bookmark: _Toc36192355][bookmark: _Toc45193468][bookmark: _Toc47593100][bookmark: _Toc51835187][bookmark: _Toc91154274]* * * * Eighth change * * * *
5.2.6.9.5	Nnef_AFsessionWithQoS_Update service operation
Service operation name: Nnef_AFsessionWithQoS Update
Description: The consumer requests the network to update the Service Requirement(s) and/or additional Alternative Service Requirement(s) for an AF session.
Inputs, Required: Transaction Reference ID.
Inputs, Optional: Flow description, QoS reference, time period, traffic volume, Alternative Service Requirements (containing one or more QoS reference parameters in a prioritized order), QoS parameter(s) to be measured, Reporting frequency, Target of reporting and optional an indication of local event notification as described in clause 6.1.3.21 of TS 23.503 [20], individual QoS parameters as described in clause 6.1.3.22 of TS 23.503 [20], Requested Priority, Alternative QoS Related parameter sets.
Outputs, Required: Result.
Output (optional): None.
[bookmark: _Toc91154351]* * * * Tenth change * * * *
[bookmark: _Toc91154352]5.2.6.25.6	Nnef_TimeSynchronization_CapsSubscribe operation
Service operation name: Nnef_TimeSynchronization_CapsSubscribe
Description: The AF subscribes to receive notification about time synchronization capabilities for a list of UE(s) or a group of UEs or any UEs using DNN/S-NSSAI combination.
Event Filters are used to specify the conditions to match for notifying the event. If there are no conditions to match then the Event Filter is not provided. The following table describes the Event Filters supported by the service:
Table 5.2.6.25.6-1: Time Synchronization capability event filters
	Event filter
	Description

	List of UE identities or External Group Identifier or Internal Group Identifier
	Only the included UE identities (GPSI or SUPI) or Groups of UEs identified by an External Group Identifier/Internal Group Identifier are considered for the notification.

	PTP instance types
	Supported PTP instance types as described in clause 5.27.1.4 of TS 23.501 [2].

	Transport protocols
	Supported transport protocols for PTP as described in clause 5.27.1.4 of TS 23.501 [2].

	Supported PTP Profiles
	Identifies the PTP profiles supported by 5GS for the reported UE.



Inputs, Required: Either combination of DNN/S-NSSAI or AF-Service-Identifier and Notification Target Address.
Inputs, Optional: Event Filter(s) as described in Table 5.2.6.25.6-1, Report Type (can be either one-time reporting, periodic reporting or event based reporting).
Outputs, Required: Operation execution result indication. When the subscription is accepted: Subscription Correlation ID, Expiry time.
Outputs, Optional: None.
[bookmark: _Toc91154353]* * * * Eleventh change * * * *
5.2.6.25.7	Nnef_TimeSynchronization_CapsUnsubscribe operation
Service operation name: Nnef_TimeSynchronization_CapsUnsubscribe
Description: The AF unsubscribes to receive notification about time synchronization for a UE or a group of UEs or any UE using or a DNN/S-NSSAI combination.
Inputs, Required: Subscription Correlation ID.
Inputs, Optional: None.
Outputs, Required: Operation execution result indication.
Outputs, Optional: None.
[bookmark: _Toc91154354]* * * * Twelfth change * * * *
5.2.6.25.8	Nnef_TimeSynchronization_CapsNotify operation
Service operation name: Nnef_TimeSynchronization_CapsNotify
Description: Forward the notification for the time synchronization configuration.
When the NEF detects an event corresponding to a Subscription, it invokes Nnef_TimeSynchronization_CapsNotify service operation to the NF consumer(s) which has subscribed for the event. The following table describes the parameters in the event.
Table 5.2.6.25.8-1: Time Synchronization capability event parameters
	Time Synchronization event parameter
	Description

	List of User-Plane Node IDs 
	Identifies the applicable NW-TT (NOTE).

	For each User-Plane Node ID

	(g)PTP grandmaster capable
	Indicates separately whether User-Plane Node ID supports acting as a gPTP and/or PTP grandmaster.

	5G Access Stratum Time source
	Indicates the 5G clock quality supported (i.e. the source of time used by the 5GS).
Allowed values: Atomic clock, GNSS, terrestrial radio, serial time code, PTP, NTP, hand set, internal oscillator, other.

	List of UEs associated with the User-Plane Node ID
	A list of UEs associated to each user-plane Node ID

	For each UE

	UE identity (GPSI or SUPI)
	Identifies the UE to which the reported parameters below apply.

	PTP instance types
	 Supported PTP instance types as described in clause 5.27.1.4 in TS 23.501 [2].

	Transport protocols
	Supported transport protocols for PTP as described in clause 5.27.1.4 in TS 23.501 [2].

	Supported PTP Profiles
	Identifies the PTP profiles supported by 5GS for the reported UE.

	NOTE:	This is needed to limit the PTP instance into a single NW-TT. In this way the AF can know e.g. UE1/UE2/UE3 are served by NW-TT1, UE4/UE5/UE6 are served by NW-TT2. The AF can control the PTP instances per NW-TT.



Known NF Service Consumers: AF.
Inputs, Required: Subscription Correlation ID.
Inputs, Optional: Time synchronization capabilities as described in Table 5.2.6.25.8-1.
Outputs, Required: Operation execution result indication.
Outputs, Optional: None.
* * * * Fifteenth change * * * *
[bookmark: _Toc91154548]5.2.27.2.2	Ntsctsf_TimeSynchronization_ConfigCreate operation
Service operation name: Ntsctsf_TimeSynchronization_ConfigCreate
Description: Authorize the request, create a time synchronization configuration and activate the time synchronization service with the configuration.
Inputs, Required: Reference to time synchronization capability set (i.e. the Subscription Correlation ID as in the response to Ntsctsf_TimeSynchronization_CapsSubscribe request), user plane node ID, mandatory service parameters as described in Table 4.15.9.3-1, Notification Target Address.
Inputs, Optional: Optional service parameters as described in Table 4.15.9.3-1.
Outputs, Required: Operation execution result indication, in successful operation the PTP instance referenceID.
Outputs, Optional: None.
[bookmark: _Toc91154550]* * * * Seventeenth change * * * *
[bookmark: _Toc91154552]5.2.27.2.6	Ntsctsf_TimeSynchronization_CapsSubscribe operation
Service operation name: Ntsctsf_TimeSynchronization_CapsSubscribe
Description: The AF subscribes to receive notification about time synchronization capabilities for a list of UE(s) or a group of UEs or any UE using DNN/S-NSSAI combination.
Inputs, Required: Combination of (DNN, S-NSSAI) and Notification Target Address.
Inputs, Optional: Event Filter(s) as described in Table 5.2.6.25.6-1, Report Type (can be either one-time reporting, periodic reporting or event based reporting).
Outputs, Required: Operation execution result indication. When the subscription is accepted: Subscription Correlation ID, Expiry time.
Outputs, Optional: None.
[bookmark: _Toc91154553]* * * * Eighteenth change * * * *

[bookmark: _GoBack]5.2.27.2.7	Ntsctsf_TimeSynchronization_CapsUnsubscribe operation
Service operation name: Ntsctsf_TimeSynchronization_CapsUnsubscribe
Description: The AF unsubscribes to receive notification about time synchronization for a UE or a group of UEs or any UE using or a DNN/S-NSSAI combination.
Inputs, Required: Subscription Correlation ID.
Inputs, Optional: None.
Outputs, Required: Operation execution result indication.
Outputs, Optional: None.
* * * * End of changes * * * *
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