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[bookmark: _Toc46160440][bookmark: _Toc74143013]***************** Begin Change *******************
[bookmark: _Toc75853843][bookmark: _Toc74230205][bookmark: _Toc46160437][bookmark: _Toc74229599]6	Considerations
[bookmark: _Toc74230206][bookmark: _Toc46160438][bookmark: _Toc75853844][bookmark: _Toc74229600]6.1	Potential security considerations
In order to guarantee high level of secured communication for energy applications, as described in clause 5.10, it is important to support secured communication between the 5G core network and energy applications.
A new potential security requirement i.e. [CPR 009] is identified in clause 7.1.
[bookmark: _Toc74229601][bookmark: _Toc75853845][bookmark: _Toc74230207][bookmark: _Toc46160439]6.2	Potential charging considerations
None.
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