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--- FIRST CHANGE ---
[bookmark: _Toc528919282][bookmark: _Toc49943777][bookmark: _Toc72506561][bookmark: _Toc74151652]5.1.5	Potential Requirements
[PR 5.1.5-1]	The 5G system shall support the ability for a network operator or authorised 3rd party to create a Personal IoT Network.
[PR 5.1.5-2]	A PIN shall support both delay and non-delay tolerant services. Maximum delay for non-delay tolerant services can be up to 200ms [4] from the sending PIN Element to the receiving PIN Element (e.g. ask the voice assistant [sending PIN Element] to turn a light on [receiving PIN Element]). Other communication KPIs are shown in Table 5.1.5-1.
Table 5.1.5-1 – KPIs for communications within a home automation PIN
	Use case #
	Characteristic parameter
	Influence quantity

	
	Communication service availability: target value [%]
	Communication service reliability: mean time between failures
	End-to-end latency: maximum
	Message size [byte]
	Transfer interval
	Survival time
	PIN Element speed
	# of PIN Elements in the service area
	Service area (note 1)

	US Home
	99.999
	TBD
	200ms[4]
	TBD
	TBD
	TBD
	stationary
	[150][footnoteRef:1] [1:  This is based on calculation done at this website (below). However accurate references need to be provided. Figure has been increased to account for lights, appliances, door bells etc
https://www.quora.com/How-many-electrical-outlets-exist-in-the-United-States-Or-how-should-I-calculate-this] 

	214 sq m [11]

	UK Home
	99.999
	TBD
	200ms[4]
	TBD
	TBD
	TBD
	stationary
	31 [12] + [12]
NOTE 1
	90 sq m [13]

	NOTE 1 This assumes a UK house has medium rooms of: 3 bedrooms (2 double, 1 single), living room, kitchen, garage, 2 bathrooms, hallway and dining room. 31 sockets plus 12 lightbubs


NOTE:	The definitions for the titles of each column can be found in 3GPP TS 22.104 [15].
[PR.5.1.5-3] The PIN shall support fault tolerant operations.
[PR.5.1.5-4] The 5G system shall support mechanisms to provision a PIN to use PIN direct connection in non-operator managed spectrum when it has no connectivity to the 5G system.
[PR.5.1.5-5]	The 5G system shall support mechanisms for the PIN to collect charging information (e.g. timestamp for start and stop of communications, amount of data sent/received) regarding PIN Elements that use operator managed spectrum for PIN direct connections, and to report charging data to the 5G system.
[PR.5.1.5-6]	The 5G system shall support a PIN Element using either non operator managed credentials (e.g. provided by a third party), or credentials that are managed by a service provider (e.g. see 3GPP TS 22.101 [3] clause 26A).
[PR.5.1.5-7]	A PIN shall be able to still operate when no connectivity exists from a PIN Gateway to the 5CN and or internet.
NOTE 1:	PIN Elements can only use non operator managed spectrum for communications and authentication mechanisms that do not require 5CN and or internet connectivity i.e. PIN Elements that are managed locally.
[PR.5.1.5-8]	A PIN shall have a least one PIN Element with Management Capabilities.
[PR.5.1.5-9]	The 5G network shall be able to provide backup of management data for PIN elements with management capability based on operator’s policy and local regulations.
[PR.5.1.5-10]	A PIN Element shall efficiently support a PIN discovery mechanism where PIN Elements can discover, subject to access rights:
-	identity of other PIN elements;
-	status of other PIN Element (e.g. on/off);
-	if the topology of the PIN has changed;
-	capabilities of other PIN Elements (e.g. relay, PIN Element with management capabilities, PIN Element with gateway capabilities);
-	PIN Element with gateway capability has external IP connectivity.
NOTE 2:	external IP connectivity could be local break out or via the 5G core network.
-	connection types support by other PIN Elements (e.g. operator managed, non operator managed); and/or;
-	battery operated.
[PR.5.1.5-11] The 5G System shall support mechanism(s) to identify a PIN and a PIN Element.

--- END FIRST CHANGE ---

