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FIRST CHANGE
[bookmark: _Toc75411577]4.15.6.10	Application guidance for URSP determination
This clause describes the procedures to allow an AF to provide guidance for URSP determination to 5G system via NEF. The AF may belong to the operator or to an external party. The PCF considered in this clause is in the Home PLMN as it is the PCF that determines the URSP for the UE.
NOTE 1:	The operator can negotiate with external party (typically a Corporate represented by an AF) dedicated DNN(s) and/or S-NSSAI(s) for the traffic of UE(s) of this external party. UE(s) of the external party can be identified by a group identifier.
The guidance for URSP determination may be used to provide 5GC with guidance for the URSPs depending on the UE location. This is further described in TS 23.548 [74].
For providing guidance for URSP determination, the procedure defined in clause 4.15.6.7 is performed with the following considerations:
1)	Service Description indicates an AF Identifier.
2)	Service Parameters.
	Information on the AF guidance for URSP determination which consists of a list of rules that associate an application traffic descriptor with requested features for the candidate PDU sessions the application traffic may use:
-	An application traffic descriptor, whose definition corresponds to that of the URSP Traffic Descriptors (as defined for the URSP rule in TS 23.503 [4] Table 6.6.2.1-2).
-	one or more sets of Route selection parameters, each parameter may correspond to:
-	(DNN, S-NSSAI). This may be provided by the AF or determined by the NEF based on the AF Identifier when it is not provided by the AF and the AF provides only one instance of AF guidance for URSP determination
Editor's note:	It is FFS whether the AF can provide SSC mode.
-	a default Route selection precedence value to be used for the application traffic when Route selection precedence with a corresponding spatial validity condition is not provided.
-	Route selection precedence with a corresponding spatial validity condition that indicates where the Route selection parameters apply. This may correspond to a geographical area (i.e. geographic zone identifier).
NOTE 2:	The different sets of Route selection parameters indicate different sets of PDU Session information (DNN, S-NSSAI) that can be associated with applications matching the application traffic descriptor. Each set is meant to apply for a specific (set of) spatial validity condition. Each set is associated with a Route selection precedence to cope with the case where multiple spatial validity conditions overlap.
If the AF provides a geographical area as spatial validity condition, it is up to the NEF to transform this information into 3GPP identifiers (e.g. TAI(s)).
NEF may, based on local configuration, complement missing service parameters. Additionally, based on operator's local policy, NEF may request for service specific authorization for the service parameters for an individual UE (e.g. to authorize the Corporate or MTC provider represented by the AF and the requested DNN, S-NSSAI for the related UE) before storing the service parameters into the UDR via Nnef_ServiceParameter_Create operation. If the request is targeting a group of UEs, NEF may also request for service specific authorization for the group related data (see table 4.15.6.3b-1), i.e. the DNN, S-NSSAI associated to the group. If the request is targeting any UE (all UEs), NEF authorizes the request based on local policy (e.g. based on AF Id) without requesting for any service specific authorization from UDM.
If a group of UEs or any UE is requested, each individual UE authorization is performed at a later stage by PCF.
Editor's note:	Support for service specific authorization for a group of UE in this procedure is FFS, since it needs to be decided if it is the operator's responsibility to ensure the consistency between the group related data and the UE group members subscription data, i.e. if a group is authorized for a given DNN, it needs to be assumed that all members of the group are provisioned with the DNN and no individual UE check is required.
NOTE x1: The operator needs to ensure the consistency between the group related data and the UE group members subscription data, i.e. if a group is authorized for a given DNN/S-NSSAI as defined in the group related data, it needs to be ensured that all UE members of the group are provisioned with such DNN/S-NSSAI, since no individual UE check is required to be done by NEF against UDM.

Editor's note:	Support for service specific authorization for any UE in this procedure is FFS, since it needs to be decided if NEF authorizes the request based on local policy without requesting for any service specific authorization from UDM.
NOTE 3:	AF guidance for application traffic is not related with 5G VN group
3)	a specific UE, or a group of UE(s) or any UE that the AF request may be associated with.
4)	Subscription to events.
	The AF may subscribe to notifications about the outcome of the UE Policies delivery due to application guidance for URSP determination.
The usage of the AF guidance for application traffic is described in clause 6.2.4 in TS 23.548 [74].
Figure 4.15.6.10-1 shows the enhanced procedure as defined in clause 4.15.6.7 for Application guidance for URSP determination.


Figure 4.15.6.10-1: Service Specific Authorization for an individual UE or group of UEs
1.	The AF initiates the procedure as specified in clause 4.15.6.7.
2.	The NEF sends Nudm_ServiceSpecificAuthorisation_Get Service Request including S-NSSAI/DNN and service type received from AF.
3.	If the request is for an individual UE, Tthe UDM checks the list of subscribed/allowed S-NSSAI/DNNs for the UE and other service info (e.g. MTC provider is authorized for the UE).
	If the request is for a group of UEs, the UDM checks whether the group related data (e.g. DNN/S-NSSAI group related data, see table 4.15.6.3b-1) and other service info, e.g. MTC provider is authorized for the group. 
4.	The UDM responds to the NEF with the service authorization result. If authorization fails (e.g. DNN is not subscribed for the UE or it is different from the group related data, UE subscription or group related data does not allow to modify URSP rules dynamically by an AF or by such specific AF or MTC provider), UDM returns a negative response with an appropriate error code and the NEF rejects the request with the proper error code to inform the AF about the request not authorized.
NOTE 4:	The MTC Provider Information can be used by any type of Service Providers (MTC or non-MTC) or Corporate or External Parties for, e.g. to distinguish their different customers.
5.	The procedure continues as specified in clause 4.15.6.7.
Figure 4.15.6.10-2 illustrates the procedure for updating or revoking an existing Service Specific Authorization.


Figure 4.15.6.10-2: Service Specific Authorization Update procedure
1.	The UDM may send a Service Specific Authorization Update information using Nudm_ServiceSpecificAuthorisation_UpdateNotify Request (GPSI, External Group Id, S-NSSAI, DNN, Result) message to the NEF to update a UEuser's or group of UE’s authorization.
2.	The NEF sends Nudm_ServiceSpecificAuthorisation_UpdateNotify Response (cause) message to the UDM to acknowledge the authorization update.
3.	If the authorization is revoked, the NEF removes the service specific parameters from the UDR.
4.	The NEF informs the AF that the service parameters authorisation status has changed by sending Nnef_ServiceParameter_Notify Request (GPSI, External Group Id, TLTRI, Result) message to the AF.
5.	The AF responds to the NEF with Nnef_ServiceParameter_Notify Response message.
NEXT CHANGE
[bookmark: _Toc75411894]5.2.3.7.4	Nudm_ServiceSpecificAuthorisation_Get service operation
Service operation name: Nudm_ServiceSpecificAuthorisation_Get
Description: The consumer requests authorisation for a specific service configuration.
Inputs, Required: GPSI, External Group Id, DNN, S-NSSAI, Service Type (e.g. AF guidance for URSP).
Inputs, Optional: MTC Provider Information, Update Notification address.
Outputs, Required: Authorisation result indication.
Outputs, Optional: Validity time.
NEXT CHANGE
[bookmark: _Toc75411895]5.2.3.7.5	Nudm_ServiceSpecificAuthorisation_UpdateNotify service operation
Service operation name: Nudm_ServiceSpecificAuthorisation_UpdateNotify
Description: This service operation is used by the UDM to notify a Service Specific Authorisation Update to NF consumer.
Inputs, Required: GPSI, External Group Id, Result.
Inputs, Optional: DNN, S-NSSAI.
Outputs, Required: Cause (e.g. authorisation revoked).
NEXT CHANGE
[bookmark: _Toc75412006]5.2.6.11.6	Nnef_ServiceParameter_Notify operation
Service operation name: Nnef_ServiceParameter_Notify
Description: This service operation is used by the NEF to notify a Service Parameter Authorisation Update (e.g. to revoke an authorization) to AF. Forwards a notification event related to the invocation of Nnef_ServiceParameter service to the AF, e.g. the notification of outcome of UE Policies Delivery to AF.
Inputs, Required: Transaction Reference ID, GPSI, External Group Id, any UE, Event ID, Result.
The Transaction Reference ID identifies the AF request for service specific parameter provisioning that the event report is related to. The event ID may be the UE Policies delivery outcome defined in clause 4.15.6.7. The GPSI is the identifier of the UE for which the event report is related to.
Inputs, Optional: DNN, S-NSSAI, Event Information (defined on a per Event ID basis, for UE Policies delivery outcome it may include the result of the UE Policies delivery procedure and for unsuccessful results, an identifier of the reason).
Outputs, Required: Operation execution result indication.
Outputs, Optional: None.

END OF CHANGES
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