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[bookmark: _Toc20204280][bookmark: _Toc27894972]Additional Discussion: Usage scenarios from TS 23.502

This relates to scenarios where a PDU session is established with a I-SMF, e.g. 23.502
4.23.5.1        PDU Session establishment procedure
For non roaming or LBO roaming, it includes the following cases:
-    If the service area of the selected SMF includes the location where the UE camps, the UE requested PDU Session Establishment procedure is same as described in clause 4.3.2.2.1.
-    If the service area of the selected SMF does not include the location where the UE camps, the AMF selects an I-SMF that serves the area where UE camps. The UE requested PDU Session Establishment procedure for Home-routed Roaming defined in clause 4.3.2.2.2 is used to establish the PDU Session. Compared to the procedure defined in clause 4.3.2.2.2, the V-SMF and V-UPF are replaced by I-SMF and I-UPF, and H-SMF and H-UPF are replaced by SMF and UPF(PSA) respectively. Also only the S-NSSAI with the value defined by the serving PLMN is sent to the SMF. The I-SMF provides the DNAI list it supports to SMF and the SMF provides the DNAI(s) of interest for this PDU Session to I-SMF based on the DNAI list information received from I-SMF as defined in Figure 4.23.9.1-1 step 1.
-    When the delegated discovery is used, the SCP selects the SMF as described in Annex E.


[bookmark: _Toc20204201][bookmark: _Toc27894891]4.15.3.2.5	Information flow for downlink data delivery status with SMF buffering
The procedure is used if the SMF requests the UPF to forward downlink data packets that are subject of extended buffering in the SMF. The procedure describes a mechanism for the Application Function to subscribe downlink to data delivery status notifications. The downlink data delivery status notifications relates to high latency communication, see also clauses 4.24.2 and 4.2.3.3.
Cancelling the subscription is done by sending Nnef_EventExposure_Unsubscribe request identifying the subscription to cancel with Subscription Correlation ID in the same order as indicated in figure 4.15.3.2.5-1 for the corresponding subscribe requests. Step 0 and the notification steps 7 to 9 are not applicable in cancellation case.
Editor´s note:	A procedure to subscribe to data delivery status notifications if buffering in the UPF is used is FFS.


Figure 4.15.3.2.5-1: Information flow for downlink data delivery status with SMF buffering
0.	The SMF (in the non-roaming case the H-SMF. in the roaming case the V-SMF) configures the relevant UPF to forward downlink data packets towards the SMF as described in clause 5.8.3 in 23.501 [2]. The SMF decides to apply this behavior based on the "expected UE behaviour". Alternatively, step 0 is triggered by step 3,
1.	The AF sends Nnef_EventExposure_Subscribe Request to NEF requesting notification for event "Downlink data delivery status" with traffic descriptor (e.g. the source of the downlink IP or Ethernet traffic) for a UE or group of UEs. If the reporting event subscription is authorized by the NEF, the NEF records the association of the event trigger and the requester identity. The Downlink data delivery status events include:
-	First downlink Packet(s) in extended buffering event:
-	This event is triggered when the first new downlink data packet is buffered with extended buffering matching the traffic descriptor.
-	in notifications about this Downlink data delivery status, the SMF provides the Extended Buffering time as determined in clause 4.2.3.3.
-	First downlink Packet discarded:
-	This event occurs when the first packet matching the traffic descriptor is discarded because the Extended Buffering time, as determined by the SMF, expires or the amount of downlink data to be buffered is exceeded.
-	First Downlink Packet transmitted:
-	This event occurs when the first packet matching the traffic descriptor is transmitted after previous buffering or discarding of corresponding packet(s) because the UE of the PDU Session becomes ACTIVE, and buffered data can be delivered to UE according to clause 4.2.3.3.
2.	The NEF sends the Nudm_EventExposure_Subscribe Request to UDM. Identifier of the UE or group of UEs, the traffic descriptor, monitoring event received from AF in step 1, and notification endpoint of the NEF are included in the message. If the reporting event subscription is authorized by the UDM, the UDM records the association of the event trigger and the requester identity. Otherwise, the UDM continues in step 5 indicating failure.
3.	The UDM sends the Nsmf_EventExposure_Subscribe Request message to each SMF where at least one UE identified in step 2 has a PDU session established; if the UDM is able to derive the applicable DNN and S-NSSAI from the traffic descriptor via configured information, the UDM may send Nsmf_EventExposure_Subscribe Request messages only to SMFs with PDU sessions with that DNN and S-NSSAI for such UEs and includes the Identifier of the UE or Internal-Group-Id, traffic descriptor, monitoring event and the notification endpoint of NEF received in step 2 are included in the message. If the UDM becomes aware that such a UE has a PDU session established with the DNN and S-NSSAI corresponding to the traffic descriptor at a later time than when receiving step 2, the UDM then executes step 3.
	In the case of home-routed PDU session or PDU session with I-SMF, the UDM sends the Nsmf_EventExposure_Subscribe Request message to each H-SMF or SMF, and the H-SMF or SMF further sends Nsmf_EventExposure_Subscribe Request message to each related V-SMF or I-SMF. Steps 7-8 are performed by V-SMF or I-SMF.
4.	The SMF sends the Nsmf_EventExposure_Subscribe Response message to the UDM.
5.	The UDM send sends the Nsmf_EventExposure_Subscribe response message to the NEF.
6.	The NEF sends the Nsmf_EventExposure_Subscribe response to the AF.
7.	The SMF detects a change in Downlink Data Delivery Status event as described in clause 4.2.3. The SMF becomes aware that Downlink Packet(s) require extended buffering via a Namf_Communication_N1N2MessageTransfer service operation with the AMF. If the SMF decides to discard packets, the "Downlink Packet(s) discarded event" is detected. The SMF detects that previously buffered packets can be transmitted by the fact that the related PDU session becomes ACTIVE.
8.	The SMF sends the Nsmf_EventExposure_Notify with Downlink Delivery Status event message to NEF.
9.	The NEF sends Nnef_EventExposure_Notify with Downlink Delivery Status event message to AF.

The SMF subscribes 
[bookmark: _Toc27846978]5.34.7.2        SMF event exposure service
Consumers of SMF events do not need to be aware of the insertion / removal / change of an I-SMF as they always subscribe to the SMF of the PDU Session.
Except for the events documented in the present clause, the I-SMF does not need to support the events defined in TS 23.502 [2] clause 5.2.8.3.1.
For Events "First downlink packet per source of the downlink IP traffic (buffered / discarded / transmitted)", when an I-SMF is involved in the PDU Session, the SMF subscribes / unsubscribes onto I-SMF for the PDU Session ID on behalf of the event consumer (e.g. at I-SMF insertion or when a consumer subscribes or un subscribes while an I-SMF serves the PDU Session) and the I-SMF directly notifies the event consumer. At I-SMF change, the related SMF event subscriptions are not transferred from source I-SMF to the target I-SMF. The SMF may trigger new subscription event to the target I-SMF if the SMF wants to receive the corresponding SMF event. At I-SMF change or removal the corresponding subscription is removed in the source I-SMF when it removes the context associated with the PDU Session Id.

Additional Discussion End



1st Change


4.17.12.3	Binding created as part of service request
If the NF service consumer can also be as a NF service producer for later communication from the contacted producer, a service request sent to the producer may include binding indication.
NOTE:	This clause only applies to the an AMF, V-SMF or I-SMF as NF service consumer sending requests to the an SMF, and to an AMF as NF service consumer sending requests to an I-SMF or V-SMF, in step 1 unless further usage has been defined in stage 3. Implicit subscriptions are not described in this clause.


Figure 4.17.12.3-1: Binding created as part of service request
1.	Instance A, as an NF service consumer sends a service request using either Direct Communication or Indirect communication via SCP and Instance B is selected as NF service producer. If Instance A, can also be NF service producer for later communication for the concerned data context, it may include binding indication referring to NF instance or NF Set as specified in Table 6.3.1.0-1 of TS 23.501 [2] in the request sent to the NF service producer. In this case, if indirect communication is used, the SCP sends to the Instance B the service request including the binding indication.
2.	Instance B as the NF service producer sends a response to the NF service consumer.
3.	When Instance B as NF service consumer needs to invoke the service provided by Instance A, Instance B sends a request using the binding indication received in step 1 as described in Steps 3-4 in Figure 4.17.12.2-1 with the following difference:
-	Based on the received binding indication, if delegated discovery is not used, the Instance B may need to discover the corresponding endpoint address of the Instance A.

End of Changes
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