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	Reason for change:
	In 5.4.5, it is specified that NEF authorizes AF based on the UE LCS privacy profile, while the GMLC also needs to authorize the LCS request based on UE LCS privacy profile, it is duplicated for LCS request authorization from AF, except for direct query to AMF or UDM.

It is not clear in 5.4.5 what is authorization and what is privacy check, the privacy check may need to be handled additionally, e.g. when geographic area restriction is provisioned.

Geographic area restriction is part of UE LCS privacy profile, LCS client profile only contains service coverage information, which includes a list of county code and is checked after UECM query not SDM query.

Some editorial modification.

	
	

	Summary of change:
	Separate authorization and privacy check clearly.

Specify that geographic area restriction needs to take UE LCS privacy profile into account instead of LCS client profile.

NEF authorize AF is a common function, hence modify that NEF authorizes AF based on UE LCS privacy profile only for direct query to AMF or UDM.

Some editorial modification.
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[bookmark: _Toc532891518]*** FIRST CHANGES ***
[bookmark: _Toc19105781][bookmark: _Toc27821197][bookmark: _Toc19105780][bookmark: _Toc19105799][bookmark: _Toc19105776][bookmark: _Toc19105778][bookmark: _Toc19105779]5.4.5	LCS service authorization for an Immediate UE Location
UDM provides the UE LCS privacy profile to NEF and GMLC, if the information is available.
For a 5GC_MT_LR request for immediate location, the GMLC in the HPLMN, or the HGMLC when the UE is roaming, determines whether the LCS client or NF is authorized to retrieve UE location, based on the UE privacy profile.
NOTE 1:	The UE LCS privacy profiles are not sent to the VGMLC.
Authorization is determined by first verifying whether the location request is allowed according to the Location Privacy Indication (LPI) defined in clause 5.4.2.3. If the location request is not allowed, an error response is returned to the external LCS client, or AF, or NF. If the location request is allowed according to the LPI, authorization is next verified according to the Call/Session unrelated Class for an external LCS Client or external AF or according to the PLMN Operator Class for an NF or internal AF.
For the Call/Session unrelated Class client types where POI does not apply and where location is allowed or conditionally allowed, the authorization HGMLC determines one of the following indications to be included in the location request forwarded to the serving AMF, or VGMLC in the case of roaming:
-	Location allowed without notification
-	Location allowed with notification
-	Location with notification and privacy verification; location allowed if no response
-	Location with notification and privacy verification; location restricted if no response
For PLMN oOperator cClass client types that are permitted to receive UE location information or where POI applies, a "location allowed without notification" is included.
For a Call/Session unrelated Class client type, value added LCS client, external AF, or value added LCS client group for which a geographic area restriction was included in the UE LCS privacy profile LCS client profile, the (H)GMLC performs an initial location by including a "location allowed without notification" indication in the location request sent to the VGMLC or AMF. The (H)GMLC then determines, based on the obtained location, whether location of the UE is allowed. If location of the UE is allowed subject to notification or verification, the (H)GMLC initiates a second location request to the VGMLC or serving AMF for the purpose of notification and/or verification only and includes one of the following indications in the second location request forwarded to the serving AMF, or VGMLC in the case of roaming:
-	Notification only
-	Notification and privacy verification only
When "Notification and privacy verification only" is included, the serving AMF shall report the result of privacy verification back to the (H)GMLC (i.e. location allowed, location not allowed or timeout on a response) and the 
(H)GMLC shall determine whether or not to return the location received for the first request back to the external LCS client or AF based on this result.	Comment by vivo: Removed
For a direct NEF query to a serving AMF, or for an NEF query via the UDM 5GC_MT_LR for an immediate location, if GMLC is not involved, the NEF determine determines whether the AF is authorized to retrieve UE location, based on the UE LCS privacy profile.
NOTE 2:	Notification and verification are not supported for a direct NEF query to a serving AMF, or for an NEF query via the UDM. Consequently, when notification or verification are required, or may be required based on a geographic area restriction, an NEF shall forward a location request to a GMLC or return an error indication to the requesting AF.
*** END OF CHANGES ***
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