
3GPP TSG SA#86
SP-191246
Sitges, Spain, 10-13 December 2019
(r3- 5 Dec. 2019)
Source: 
Qualcomm Incorporated (convenor)
Title: 
Report from moderated email discussion on FS_ID-UAS
Agenda item: 
7.3                  
Document for: 
Discussion
1. 
Introduction
The “Study on supporting Unmanned Aerial Systems Connectivity, Identification, and Tracking” (FS_ID_UAS-SA2) is approved in SP-181114 [1]. The corresponding SA2 approved Work Task Sheet contains the following Work Tasks: 
	Work Task ID
	Work Task Title
	Work Task Description
	RAN Dependency 
	TU Estimate

(Study + Normative)

Total TU = 6 + 4.5 (10.5)
	Inter Work Tasks Dependency 

Editor’s Note: This column should highlight if WT#x is self-contained, or is depended on completion of other WTs

	WT#1
	UAV Remote Identification 
	UAV controller and UAV(s) identification and tracking, including studying the extent to which the 3GPP system is involved
	NO
	4 + 3
	WT#1 is self-contained

	WT#1.1
	UAV Broadcast Remote Identification
	Study how the 3GPP system can provide support for UAV to UAV and UAV to ground identification and tracking of UAVs 


	NO
	1 + 1
	WT#1.1, WT#1.2, and WT#1.3 are interdependent

	WT#1.2
	UAV Networked Remote Identification
	Study how the 3GPP system can provide support for UAV to ground identification and tracking of UAVs. 
	NO
	1.5 + 1
	WT#1.1, WT#1.2, and WT#1.3 are interdependent

	WT#1.3
	UAV Remote Identification Authorization
	Identifying the role of the 3GPP system, if any, in authorization and/or authentication of UAV controller, UAV(s), UAV to controller to UAV(s) communications, and UAV to UAV communications. Identify the impacts on UAS operations of lack/revocation of authorization (e.g. lack of resources for use plane communications to carry UAV control messages, denied registration, etc.) while considering the need for the system to keep track of and control UAV(s)
	NO
	1.5 + 1
	WT#1.1, WT#1.2, and WT#1.3 are interdependent

	WT#2
	UAV connectivity
	
	NO
	2 + 1.5
	WT#2 depends on WT#1

	WT#2.1
	UAV connectivity
	Identify whether enhancements to existing mechanisms is needed to provide connectivity for exchange of traffic between UAV controller(s) and UAV(s) as well as to provide connectivity to the UTM, considering both line of sight connectivity and non-line of sight connectivity
	NO
	1 + 0.5
	

	WT#2.2
	UAV connectivity for command and control
	Ensuring SA1 KPIs are supported
	Unknown
	0.5 + 0.5
	

	WT#3
	UAV restrictions
	Identifying architecture and system aspects related to detection and reporting of unauthorized UAVs towards UTM
	Unknown
	0.5 + 0.5
	WT#3 depends on WT#1


This document is the summary of the corresponding moderated email discussion in SA Drafts reflector according to the principles agreed in SP-190950 [2].
2.
Companies’ views for the Work Tasks

Editor’s Note: In this clause companies’ can provide their views on the work tasks in terms of importance of studying the particular work task in rel.17 

2.1
UAV Remote Identification (WT#1)
	Company
	View on importance of the particular Work Task and whether this task (if applicable sub-work tasks) is required to be included in this release. Provide the rationale and justification for the proposal e.g. deployment scenarios, design choices etc
	If you think this WT is required to be included in Rel-17 write ‘YES’, otherwise leave blank

	AT&T

Verizon

Qualcomm

Futurewei

Ericsson

NextNav
	The undersigned companies would like to highlight the ongoing global regulatory-oriented activities. In North America that require the support of UAV identification by the 3GPP system, such as highlighted in the LS sent to SA#85 (SP-190871). For example, in North America, the Federal Aviation Administration (FAA) as well as some other regions’ regulatory entities are participating in the development of the ASTM Remote ID standard, which requires 3GPP’s support for deployment over cellular networks.  To that end, we believe that is important for 3GPP to prioritize the UAV Remote Identification (WT#1, at the minimum) in the current scope of Rel-17 FS_ID_UAS-SA2 SID.
	YES

	Verizon
	Safety and security are top priorities for the FAA and Remote Identification (Remote ID) of UAV is crucial to integration efforts in the U.S. Ongoing regulatory-oriented activities in North America and other regions in the world require the support of UAV identification by the 3GPP systems.
	‘YES’

	Qualcomm
	Remote identification of UAV is essential for the widescale deployment of UAVs and to satisfy regulatory requirements, at least in North America and Europe. WT#1 is essential to guarantee such deployments.
	‘YES’

	Airbus
	Remote identification of UAS is the first building block for safe integration of UAS into national airspace systems. The FAA and other aviation regulators (including ICAO, the International Civil Aviation Organization, and European regulators) are looking to the ASTM Remote Identification Standard to be one of the first UAS standards for safety and security. It has already passed ballot, is just going through editorial changes, and is expected to become a published standard in the December timeframe, with the FAA Drone Advisory Committee prepared to incentivize equipage soon after. However, the standard does not include 3GPP systems, so without work in Release 17, all broadcast Remote ID solutions will be over unlicensed bands, which decreases the safety case.
	‘YES’

	TIM
	On 11 June 2019 common European rules on drones have been published
 to ensure drone operations across Europe are safe and secure. EU regulation will be applicable in one year, to give EU Member States and operators time to prepare and implement it. The new rules include technical as well as operational requirements for drones. For instance, new drones will have to be individually identifiable, allowing the authorities to trace a particular drone if necessary.

TIM recommends that WT#1 is included in Release 17 so that 3GPP ecosystem can timely take the unique opportunity to offer solutions for safe commercial UAV flights in compliance with the above quoted requirements.

Considering the widespread availability of 4G technologies, TIM recommends that the study item focuses on Remote identification in both EPS and 5GS systems.
	YES

	Nokia
	Nokia agrees with Verizon, Qualcomm, TIM, airbus AT&T etc. this is an important enabler we need to deliver in Rel-17
	YES

	Interdigital
	Remote (Network/Broadcast) Identification and Authorization capabilities will be key for the 3GPP network to support industry standard such as ASTM Remote ID which could prove to be critical from a regulatory standpoint.


	YES

	Motorola Mobility / Lenovo
	The capability to identify UAV pilots/operators and UAVs flown in a UTM-monitored airspace is one of the most important UTM features. Thus, it is important to investigate how/if the 3GPP system can facilitate the provision of UAS identification.  
	YES

	Deutsche Telekom
	DT sees this as priority
	YES

	Sony
	Fundamental feature and a regulatory requirement
	YES

	KPN
	Agree with TIM
	YES

	AT&T
	Essential functionality
	YES

	CATT
	Remote identification is enssential to support UVA deployment over cellular network.
	‘YES’

	Huawei
	Basic functionality to enable this market over cellular network.
	YES

	Samsung
	This work task is the essential part of the study.
	YES

	Futurewei
	There are strong urgencies among the global regulators (such as US, Europe, China) on drone management for safety and security concerns, especially commercial drones. Drone Identification is one of the key issues. Cellular based UAV and UAV controller identification and tracking is a viable option.  
	‘YES’ 

	Intel
	In our view this is the essential WT of FS_ID_UAS-SA2 for which it would be good to complete in Rel-17.
	YES

	Ericsson
	This is an important requirement to fulfil, in light of well advertised UAV related conflicts. A secure and reliable remote ID solution is needed to replace the use of remote ID solutions using other communication links (i.e. not 3GPP cellular technology).


	YES

	LGE
	UAV Remote Identification is essential.
	YES

	ZTE
	Essential work task.
	YES

	Apple
	Essential feature required by regulation
	YES

	Telia Company
	Essential feature
	YES

	CMCC
	Remote identification is fundamental and essential to the UAV feature.
	YES

	OPPO
	The involvement of the 3GPP system in remote identification is a crucial and essential part of how and in what way the 3GPP system supports UAS.
	YES

	Vodafone
	Identification, authorisation, tracking and safe revocation of rights are important functionality, but some R14 concepts should be re-usable. However, while the Study item can probably debate ideas forever, the actual WID phase should only need 1.5 TU.
	YES for 3 TU study and 1.5 TU WID.


2.2
UAV connectivity (WT#2)

	Company
	View on importance of the particular Work Task and whether this task (if applicable sub-work tasks) is required to be included in this release. Provide the rationale and justification for the proposal e.g. deployment scenarios, design choices etc
	If you think this WT is required to be included in Rel-17 write ‘YES’, otherwise leave blank

	Verizon
	Important, but not urgent.
	

	Qualcomm
	The study of connectivity enhancements for UAVs described in WT#2 is an important component for the deployment of UAVs via 3GPP networks. However, it is not an essential task for Release 17. 
	

	Airbus
	Important, but not urgent.
	

	TIM
	Important, but not urgent.
	

	Nokia
	We agree with the assessment by Verizon, TIM, Airbus and Qualcomm
	

	Interdigtial
	Enabling BVLOS operations will be essential to unleash the full potential for UAV applications such as commercial drone delivery. Ensuring that 3GPP connectivity provided between UAV and UAV Controller or UTM can support the required KPI for such operations although very important is less urgent than WT#1 and and #3


	

	Motorola Mobility / Lenovo
	For Rel-17 it can be assumed that the existing 3GPP user-plane mechanisms can be applied to support UAV to UTM connectivity, UAV controller to UTM connectivity and, even, UAV to UAV controller connectivity. 
	

	Deutsche Telekom
	
	NO

	Sony
	This is normal 3GPP communication no matter if the UAV controller can see the UAV or not. Not essential for rel-17.
	

	KPN
	Seems to be more a RAN issue
	

	CATT
	Non-urgent.
	

	Samsung
	It will be important to support the reliable connectivity for UAVs, in consideration of the mobility pattern of the UAVs
	YES

	Huawei
	Good to have, but not essential for this release
	

	Futurewei 
	Current 3gpp connectivity is enough to satisfy most of the existing connectivity requirement for UTM, so the performance enhancement may not be urgent.
	

	Intel
	Not urgent for Rel-17
	

	Ericsson
	This task is not essential to be addressed in Rel-17 since basic connectivity of an UAV may be sufficiently handled by existing mechanism.
	

	LGE
	Not urgent.
	

	ZTE
	Essential work task.
	YES

	Apple
	Low priority for Rel-17
	

	OPPO
	Good to have if time permits
	

	Vodafone
	It is not clear that any 3GPP work is needed to support this.
	NO


2.3
UAV restrictions (WT#3)

	Company
	View on importance of the particular Work Task and whether this task (if applicable sub-work tasks) is required to be included in this release. Provide the rationale and justification for the proposal e.g. deployment scenarios, design choices etc
	If you think this WT is required to be included in Rel-17 write ‘YES’, otherwise leave blank

	Verizon
	Detection and reporting of unauthorized UAVs towards UTM would assist the FAA, law enforcement, and Federal security agencies when a UAV appears to be flying in an unsafe manner or where the drone is not allowed to fly.
	‘YES’

	Qualcomm
	In order to enable safe deployments of UAV and satisfy regulatory requirements, WT#3 is essential for the detection and reporting of unauthorized UAVs so that the UTM can take appropriate actions and leverage the 3GPP connectivity. 
	‘YES’

	Airbus
	Detection and reporting of unauthorized UAVs is a safety issue already today in airspaces around the world, causing airports to shut down.  
	‘YES’

	TIM
	Detection and reporting of unauthorized UAVs is a critical enabler for safe drone operations.
	YES

	Nokia
	Nokia
Nokia agrees with Verizon, Qualcomm, TIM, airbus AT&T etc. this is an important enabler we need to deliver in Rel-17

	YES

	Interdigtial
	This WT could be potentially covered under WT#1 Key issues. Namely in relation to UAV identification, authentication and authorization aspects
	YES

	Motorola Mobility / Lenovo
	To support safe UAS operations, it is important for the 3GPP system to impose the applicable UTM geo-fencing restrictions and to prohibit UAV flights outside the authorized airspace and time periods.
	YES

	Deutsche Telekom
	
	YES

	Sony
	Deferred Location reporting based on that a UE enters/leaves a geographical area is already supported by legacy TS 23.273. This feature can be used by UTM.
	

	KPN
	Agree with Interdigital that this can be included in WT#1
	YES

	CATT
	UAV restrictions work task aims to detect and report of unauthorized UAVs towards UTM. This is essential to prevent the drone which is not allowed to fly.
	‘YES’

	Samsung
	It seems this aspect can be supported by the existing solutions and/or may be covered by the other WTs 
	

	Huawei
	To make safe deployments and satisfy regulatory requirements, it is essential.
	YES

	Futurewei
	This feature is useful, can potentially be considered with WT1. 
	Yes

	Intel
	Not urgent for Rel-17 
	

	Ericsson
	In support with WT #1, this allows operators to identify and report unauthorized UAVs, important tool in helping avoid conflicts/intrusions by UAVs.
	YES

	LGE
	UAV restrictions are considered important for deployment. Anyhow, this WT may be progressed under WT#1.3.
	

	ZTE
	Not so urgent for Rel-17.
	

	Apple
	Low priority for Rel-17 
	

	Telia Company
	Essential feature
	YES

	CMCC
	The content under UAV restrictions work task is very important, e.g., detection and reporting of unauthorized UAVs towards UTM, which can help to prevent unauthorized flying. 
	‘YES’

	OPPO
	Stopping unauthorised access and usage by UAVs is crucial to the success and trust of UAS as a feature
	YES

	Vodafone
	
	YES


3.
Summary and way forward proposal
24 individual companies responded to the moderated email discussion for FS_ID-UAS, also jointly 6 ATIS member companies. All the companies that responded to the moderated email discussion indicated that WT#1 “UAV Remote Identification” is essential to meet regulatory requirements from FAA and other aviation regulators (including ICAO, the International Civil Aviation Organization, and European regulators). 
Proposal 1: It is proposed that WT#1 is prioritized as an essential building block for this feature. 

The vast majority of companies that responded to the moderated email discussion indicated that WT#2 “UAV connectivity” is not essential to be accomplished in rel.17. It is proposed that WT#2 is not further pursued in rel.17. 

Proposal 2: It is proposed that WT#2 is not prioritized in rel.17. 

While the significant majority of companies that responded to the moderated email discussion consider WT#3 “UAV restrictions” useful and some consider it essential, some other companies indicates that WT#3 is not high priority. Given the time pressures of rel.17 it is proposed to only consider WT#3 in SA2 if time allows. 
Proposal 3: It is proposed that WT#3 is considered low priority for rel.17 and only handled if time allows. 
Proposal 4: Based on the above proposals it is proposed that FS_ID-UAS is considered in the overall time budget calculations of SA2 with TU Estimate (Study + Normative) 4+3. 
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