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First Change
5.2.6.1
Description

A communication service provider (CSP) receives a request to provide a communication service to a CSC. 

Based on the request the CSP checks the list of CS profiles for a matching profile, creates a new instance of the profile, adds information from the request to this profile and stores it with a unique identity (CSI Id), this is followed by a request to an NMF (Network Management Function) to allocate resources (available and assigned) (for example an NSI) that can support the characteristics of the requested CSI. Once the NMF confirms the resources have been allocated to provide the CSI, the CSP informs the CSC that the CSI has been created. The case when no matching profile can be found is not further investigated in the present document.
.
Second change
Annex A:
Comparison table between 3GPP ServiceProfile attributes and GSMA GST attributes 

In context of the network slice lifecycle, comparison table between 3GPP ServiceProfile attributes and GSMA GST attributes is listed in below table A-1. The table can be extended to include more information for GST/NEST mapping.

Table A-1: Comparison between 3GPP ServiceProfile attributes and GSMA GST attributes

	GST attribute name

in GSMA NG.116 Generic Network Slice Template v1.0
	GST attribute definition

in GSMA NG.116 Generic Network Slice Template v1.0
	ServiceProfile attribute

in 3GPP TS 28.541

	Availability
	Void

	availability

	NOTE: This attribute is not documented in this version of the GST [12]

	Coverage
	This attribute specifies the coverage area of the network slice - the area where the terminals can access a particular network slice.
	coverageAreaTAList

	Delay tolerance
	Provide the NSC with service delivery flexibility, especially for the vertical services that are not chasing a high system performance. For instance, the service will be delivered once the mobile system has sufficient resources or during the off-peak hours. For this type of traffic, it is not too critical how long it takes to deliver the amount of data, e.g. within hours, days, weeks, etc.
	FFS

	Deterministic communication
	This attribute defines if the network slice supports deterministic communication for periodic user traffic. Periodic traffic refers to the type of traffic with periodic transmissions.

Availability: This parameter describes if the network slice supports deterministic communication.

Periodicity: This parameter provides a list of periodicities supported by the network slice.
	FFS

	Downlink throughput per network slice 
	Is the achievable data rate of the network slice in downlink that is available ubiquitously across the coverage area of the slice.

Guaranteed downlink throughput (M)
Maximum downlink throughput (C)
	areaTrafficCapDL in Perf for eMBB of ServiceProfile

trafficDensity in Perf for URLLC of ServiceProfile

	Downlink throughput per UE
	Guaranteed downlink throughput:
This attribute describes the guaranteed data rate supported by the network slice per UE (User Equipment) in downlink, which is required to achieve a sufficient quality experience (dependent on the selected service type) and can be seen as a guaranteed throughput. If the value is 0, best effort traffic is expected where no minimum throughput is guaranteed.
	expDataRateDL in Perf for eMBB of ServiceProfile

expDataRate in Perf for URLLC of ServiceProfile

	Maximum downlink throughput
	This attribute describes the maximum data rate supported by the network slice per UE in downlink. These parameters could be used to offer different contract qualities like gold, silver and bronze.
	FFS

	Energy efficiency
	This attribute describes the energy efficiency of the network slice, i.e. the ratio between the performance indicator, in terms of data volume (DV), and the energy consumption (EC) when assessed during the same time frame [26].

Network slice energy efficiency
Time frame of the measurement
	FFS

	Group communication support
	This parameter describes which type of group communication is provided by the network slice.
	FFS

	Isolation level
	Isolation is one of the key expectations of network slicing. A network slice instance may be fully or partly, logically and/or physically, isolated from another network slice instance [24]. This attribute describes different types of isolation: 
• Physical – network slices are physically separated (e.g. different rack, different hardware, different location, etc.)

• Logical – network slices are logically separated.
	resourceSharingLevel

	Location based message delivery
	This attribute describes the delivery of information in a particular geographic region.
	FFS

	Maximum supported packet size
	This attribute describes the maximum packet size supported by the network slice and may be important for URLLC (Ultra-Reliable Low Latency Communication) and MIoT (Massive IoT), or to indicate a supported maximum transmission unit (MTU).
	payloadSize in Perf for URLLC of ServiceProfile

	Mission critical support
	Mission-critical (MC) leads to a priority of the network slice relative to others, for C-plane (Control Plane) and U-plane (User Plane) decisions. This is relative to a customer provider relationship and to a PLMN (Public land Mobile Network).
	FFS

	MMTel support
	This attribute describes whether the network slice supports IP Multimedia Subsystem (IMS) and Multimedia Telephony Service MMTel. This parameter describes whether the GSMA PRD IR.92 [22] compliant MMTel deployment is supported in the network slice.
	FFS

	Network Slice Customer network functions
	A NSC can own some Network Functions (e.g. User Plan Function (UPF), User Data Management, UDM). This attribute provides a list of network functions to be provided by the NSC. If the list is empty, the NSC is not expected to provide any network function relevant for the network slice instance.
	FFS

	Number of connections
	This attribute describes the maximum number of concurrent sessions supported by the network slice.
	userDensity and activityFactor in Perf for eMBB of ServiceProfile

connDensity and serviceAreaDimension in Perf for URLLC of ServiceProfile



	Number of terminals
	This attribute describes the maximum number of terminals supported by the network slice.
	maxNumberofUEs

	Performance monitoring
	This attribute provides the capability for NSC and NOP to monitor Key Quality Indicators (KQIs) and Key Performance Indicators (KPIs). KQIs reflect the end-to-end service performance and quality while KPIs reflect the performance of the network.

Availability: This parameter contains a list of KQIs and KPIs available for monitoring. If the list is empty this attribute is not available in the network slice and the other parameters might be ignored.

Monitoring sample frequency 
This parameter describes how often the KQIs and KPIs are monitored.
	FFS

	Performance prediction
	This attribute defines the capability to allow the mobile system to predict the network and service status. Predictive QoS (Quality of Service) can be done for various Key Quality Indicators (KQIs) and Key Performance Indicators (KPIs). KQIs reflect the end-to-end service performance and quality, while KPIs reflect the performance of the network. The prediction is done for a specific point of time in the future and for a specific geolocation.
Note: Only the KQIs of communication services offered by the NSP can be predicted. For over the top services, the NSP is not able to access the KQIs.

Availability:
This parameter contains a list of KQIs and KPIs available for prediction. If the list is empty the attribute is not available in the network slice and the other parameters might be ignored.

Prediction frequency:
This parameter describes how often KQIs and KPIs prediction values are provided.
	FFS

	Positioning support
	This attribute describes if the network slice provides geo-localization methods or supporting methods.

Availability: This parameter describes if this attribute is provided by the network slice and contains a list of positioning methods provided by the slice. 

Prediction frequency: This parameter describes how often location information is provided. This parameter simply defines how often the customer is allowed to request location information. 

Accuracy: This parameter describes the accuracy of the location information. Accuracy depends on the respective positioning solution applied in the network slice.
	FFS

	Radio spectrum
	Defines the radio spectrum supported by the network slice. This is important information, as some terminals might be restricted in terms of frequencies to be used.
	FFS

	Reliability
	
	FFS

	NOTE: This attribute is not documented in this version of the GST [12]

	Root cause investigation
	Root cause investigation is the capability provided to NSC to understand or investigate the root cause of network service performance degradation or failure.
	FFS

	Session and Service Continuity support
	The attribute defines the continuity of a Protocol Data Unit (PDU) session. The following three Session and Service Continuity (SSC) modes are specified [1]:
• SSC mode 1 - the network preserves the connectivity service provided to the UE (the IP address is preserved)
• SSC mode 2 - the network may release the connectivity service delivered to the UE and release the corresponding PDU Session (the network may release IP address(es) that had been allocated to the UE)
• SSC mode 3 - changes to the user plane can be visible to the UE, while the network ensures that the UE suffers no loss of connectivity service (the IP address is not preserved in this mode when the PDU Session Anchor changes)
• None – UE loses the connectivity service
	FFS

	Simultaneous use of the network slice
	This attribute describes whether a network slice can be simultaneously with other network slice and if so, which group the network slice belongs to.
	FFS

	Slice quality of service parameters
	This attribute defines all the QoS relevant parameters supported by the network slice. For some of these parameters 3GPP has already defined standard values [1]. By preselecting a 5G QoS Identifier (5QI) these parameters will automatically be filled out with the standardised values. 
Functional + operational

- 3GPP 5QI
- Resource Type
- Priority level
- Packet Delay Budget
- Packet Error Rate
- Jitter
- Maximum Packet Loss Rate
	latency

e2eLatency and jitter in Perf for URLLC of ServiceProfile

	Support for non-IP traffic
	This attribute provides non-IP Session support (Ethernet session and forwarding support) of communication devices
	FFS

	Supported access technologies
	This attribute defines which access technologies are supported by the network slice.
	FFS

	Supported device velocity
	Maximum speed supported by the network slice at which a defined QoS and seamless transfer between TRxPs (Transmission Reception Point(s)), which may belong to different deployment layers and/or radio access technologies (multi-layer /-RAT), can be achieved.
	uEMobilityLevel

uESpeed in Perf for eMBB of ServiceProfile

	Synchronicity
	This attribute provides synchronicity of communication devices. Two cases are most important in this context: 
• Synchronicity between a base station and a mobile device and 
• Synchronicity between mobile devices. 

Availability
Accuracy
	FFS

	Terminal density
	This attribute describes the maximum number of connected and/or accessible devices per unit area (per km2) supported by the network slice. 
	userDensity in Perf for eMBB of ServiceProfile

connDensity in Perf for uRLLC of ServiceProfile

	Uplink throughput per network slice
	The achievable data rate of the network slice instance in uplink that is available ubiquitously across the coverage area of the network slice.

Guaranteed uplink throughput
Maximum uplink throughput
	areaTrafficCapUL in Perf for eMBB of ServiceProfile

trafficDensity in Perf for URLLC of ServiceProfile

	Uplink throughput per UE
	Guaranteed uplink throughput
This attribute describes the guaranteed data rate supported by the network slice per UE in uplink, required to achieve a sufficient quality experience (dependent on the selected service type). If the value is 0, best effort traffic is expected where no minimum throughput is guaranteed.

Maximum uplink throughput
This attribute describes the maximum data rate supported by the network slice per UE in uplink. These parameters could be used in order to offer different contract qualities like gold, silver and bronze.
	expDataRateUL in Perf for eMBB of ServiceProfile

expDataRate in Perf for URLLC of ServiceProfile

	User management openness
	This attribute describes the capability for the NSC to manage their users or groups of users' network services and corresponding requirements. For instance, if NSC Y orders a network slice which is capable to support X users of Y, then Y should be capable to decide which X users could use this network slice. Hence, Y could manage the users, in terms of add, modify or delete users to receive network services provided by the specific network slice.
	FFS

	User data access
	Data access:
The attribute defines how the network slice (or mobile network) should handle the user data. 

Tunnelling mechanism
The attribute defines the tunnelling mechanism; how the user data can be delivered to the external private data network. 
	FFS

	V2X communication mode
	This parameter describes if the V2X communication mode is supported by the network slice.
	FFS


Third change
5.2.11.2
Potential requirements

REQ-FNS_CON-01: The 3GPP management system shall support capabilities to provide management services that allow the integration of 3GPP resources in another operator's network to allow seamless provisioning and management of communication services.
REQ-FNS_CON-02: The 3GPP management system should support capabilities to provide management services that allow the management of 3GPP resources in another operator's network. 
End of changes
