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	Reason for change:
	Clause Z.3.3 in the approved 23.228 CR1193 (SP-190163) has not been implemented.

	
	

	Summary of change:
	Introduces clause Z.3.3 (“Optional RLOS APN verification”) as proposed in 23.228 CR1193 (SP-190163).
Rev1:

The text has been adjusted to align with Stage 3 (TS 29.214 clause A.17):     
RLOS is an optional feature supported in certain countries. Service requirements of RLOS are defined in 3GPP TS 22.101 [65] and the architectural requirements are defined in 3GPP TS 23.221 [66]. The RLOS stage 2 services description for the Evolved Packet System (EPS) is specified in 3GPP TS 23.401 [67]. The policy and charging control architecture is described in 3GPP TS 23.203 [2]. 
RLOS may be supported as described in subclause A.5 with the following differences: 
· emergency registration is replaced by RLOS registration; 
· emergency session is replaced by RLOS session; 
· emergency traffic is replaced by RLOS traffic; 
· value "sos" is replaced by "g.3gpp.rlos"; 
· UNAUTHORIZED_NON_RLOS_SESSION session is returned when the service-URN AVP does not include an RLOS value, and the PCRF binds the IMS session to an IP-CAN established to an RLOS APN; 
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*********** Start change **************
XX.3.3 RLOS APN Verification  

The P-CSCF may be configured with a range of IP addresses dedicated to UEs requesting access to RLOS. These addresses, if configured, shall be checked against the contact information received by the P-CSCF Register information at IMS registration.

Furthermore, the P-CSCF shall validate that an incoming IMS registration did indeed use the APN dedicated to RLOS by the access network. To that effect, the P-CSCF shall indicate to the PCRF that the UE requests access to RLOS. The PCRF shall then validate whether the UE uses the APN dedicated to RLOS and otherwise reject the related Rx session with the indication that the UE is not using the APN dedicated to RLOS. Upon reception of such an indication from the PCRF, the P-CSCF shall reject the IMS registration.
*********** End change **************

