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	Reason for change:
	During SA1#87, it was agreed to add explicit support for high data rates in the requirements for integrity protection as part of the consolidated requirements in TR 22.826 “Study on Communication Services for Critical Medical Applications”. This CR provides an update to 22.261 to reflect this agreed consolidated requirement. 

	
	

	Summary of change:
	Addition of “high data rates” in the first requirement on integrity protection in Section 8.9.
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	The 5G system may not provide a solution that can meet regulatory requirements for data protection for high data rate medical applications.
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-------------------------            START FIRST CHANGE         -----------------------------
8.9
Data security and privacy

The 5G system shall support data integrity protection and confidentiality methods that serve URLLC, high data rates and energy constrained devices. 
The 5G system shall support a mechanism to verify the integrity of a message as well as the authenticity of the sender of the message.
The 5G system shall support encryption for URLLC services within the requested end-to-end latency.
-------------------------            END FIRST CHANGE         -----------------------------

