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Abstract of the contribution: this contribution addresses the solution to support coexistence and switching between the two flavours of UE radio capability ID and shows the need to change the solution in the CR agreed in SA2.
Background
When the PLMN assigned method to allocate the UE Radio Capability ID for a UE is used, the UCMF allocates dynamically the UE Radio Capability IDs based on methods that, based on TR 23.743 are outside 3GPP scope. 
A PLMN however may decide (for certain UE models form the start, i.e. when they come to market, or at some point after they are in the field ) to also use UE manufacturer assigned UE Radio Capability IDs (the case where the network ONLY uses UE manufacturer assigned can only exist if all UEs manufacturers have the infrastructure in place to manage this process, which during the TR phase was excluded as long tail manufacturers may not have the scale to support this globally or operators the resources nor will to deal with all UE manufacturers to obtain the UE Radio Capability ID dictionary for all UE models).
In SA2 one solution was agreed in S2-1908589 that has the following attributes:
· The UCMF has a database of PLMN assigned IDs and the TAC(+SV) value(s) they map to. This is a fundamental assumption for any solution.
· When a TAC+SV value is handled by the UE Manufacturer Assigned ID, the UCMF has this information and if this happens AFTER the same TAC+SV value has been assigned PLMN assigned IDs, then the UCMF triggers the AMFs/MMEs to erase from UEs and network nodes such IDs at once. This means a number of IDs need to be passed to the AMF/MME, rather than just e.g. the TAC+SV of the UE that needs to be moved to use manufacturer-assigned mode.
· each AMF or MME has to keep the list of all the PLMN assigned IDs that were given to UEs that need to be deleted in UEs that still use them and then these UEs will be transitioned to Manufacturer assigned mode. 
· The UCMF has to store these PLMN assigned IDs indefinitely also in a very reliable storage or there is unrecoverable situation as the list may be lost forever. 
· The AMF and MME is unaware of which UE models (identified by TAC+SV) use manufacturer assigned mode, and so they can only attempt to allocate a PLMN assigned ID even though a UE presents itself with a manufacturer ID during the registration phase, until it has no matching manufacturer ID in its cache
This CR was agreed with one objection by Nokia. Nokia intends to sustain objection for the reasons detailed here below.
Discussion
Nokia believes that the SA2 agreed solution has the following issues:
1. The TR conclusion 23.743 states:

	When the UE Capability ID is allocated by the serving PLMN the same PLMN-specific UE Capability ID can be provided to multiple different UEs with the same radio capabilities or different PLMN-specific UE Capability ID can be provided to multiple different UEs with the same radio capabilities. The strategies for allocating PLMN-specific UE Capability ID are based on local policy;




The Proposed text by CR in S2-1908589 poses the following constraints:
“The UCMF can assign the same UE Radio Capability ID to multiple TAC+SV pairs, provided that the TAC value remains the same. It is assumed that the UCMF does not assign the same PLMN-assigned UE Radio Capability ID across different TACs.”
And
“The UCMF shall avoid re-assigning of UE Radio Capability IDs that have been requested to be purged.”
These two constraints are reson of concern:
1) The solution contradicts the TR conclusion: it constrains the way algorithms for ID allocation shall work

Conclusion: this CR is incompatible with the TR conclusions.
2) It is not clear how, bearing in mind the solution support the transition to manufacturer assigned ID based on deletion of IDs that are no longer usable, the same ID can be assigned to group of TAC+(SV values) without prior knowledge of which such TAC+(SV values) are associated to the values that are enabled with support of UE Manufacturer assigned ID. Without this knowledge the risk exists that UEs with different TAC and SV value are assigned the same ID but then only some of these TAC+SV values are to transition to manufacturer assigned ID. This means that even before the operator has acquired the dictionaries for UEs that are to operate according to manufacturer assigned ID, the UCMF needs to be preconfigured with values of TAC+SV that are expected to support manufacturer assigned ID and could be transitioned to manufacturer ID at some point in time. This is not desirable for the operator that initially plans not to use manufacturer assigned IDs nor feasible if the UE vendor decides to support UE capability IDs dictionaries only after rollout of a device. The only practival alternative then is to never assign the same UE radio Capability ID to different TAC+SV values -> so this CR needs to be changed as it is incorrect as it is. 
Conclusion: the decision to delete the PLMN assigned IDs can be based solely on the TAC+SV identified to support Manufacturer assigned IDs and these are not known till the database with the dictionary is populated in the operator network (i.e. the Operator has contacted the OEM and obtained the list of TAC+SVs that need to transition to Manufacturer assigned mode). This CR approach, despite it is incorrectly worded, requires an algorithm which assigns a unique value per TAC+SV. We cannot accept to mandate an algorithm that generates unique ID per TAC+SV. At the last CT4 meeting it was agreed (see C4-193612) to have a flavor of PLMN assigned UE radio capability ID without TAC+SV in the format, so it means this imposes that the algorithm yields unique values of ID per TAC+SV in all cases even if the format has no TAC+SV in it. This would create PLMN assigned ID databases that are needelessly large. More IDs means also mpore signalling needed to resolve and manage the IDs in the network, and also more time to recover from any failure.
3) the requirement to store in permanent memory forever the IDs that have already been assigned also creates the difficult unrecoverable situation that if the database where such values are stored fails, then recovery from that in unknown. In summary, this CR has a built in fatal and unrecoverable failure case.
Conclusion: it is NOT acceptable to have a solution that strictly depends on keeping in 100% reliable storage forever a list of PLMN assigned IDs that were assigned in the past. It is also wasteful to store information that is redundant with the simple knowledge of the TAC+SV that is transitioned to UE Manufacturer assigned mode.
4) [bookmark: _GoBack]During the discussion in SA2 some controversy occurred on the topic of UEs with wrong firmware. Let us suppose a UE firmware is incorrect, i.e. it has no or wrong value of manufacturer assigned ID and the UE is supposed to use manufactuer assigned ID based on its TAC+SV value as stored at the UCMF as the UCMF has a dictionary for it. In S2-1908589 , the decision to delete the PLMN assigned IDs is based on identifying the TAC+SV values in the UCMF. This triggers sending to the AMF/MMEs the PLMN assigned IDs associated to these TAC+SV values (i.e. the AMF/MME is unaware of which TAC+SV are used). This means then, if a UE is misconfigured:

· if the UE firmware by error no manufacturer assigned ID: the AMF will proceed to allocate an ID for the signalled radio capabilities and TAC+SV. If the UCMF allocated the ID, this would mean means that if the radio capabilities are the same, we will have UEs in the field that have the same TAC+SV value as other UEs that are on the purge list but with a different UE radio capability ID. This contradicts the constraint spelled out at the beginning that all UEs with SAME TAC+SV need to get same PLMN assigned ID. The UCMF therefore cannot then proceed and assign the PLMN assigned ID using the method stated above implying same ID is assigned for same TAC+SV value. If, on the other hand, the UCMF did assign the UE with a different ID value (contradicting the “same value for same TAC+SV constraint), it would have to be put immediately on the purge list as the TAC+SV matches the set of IDs that need to be purged. This then causes an infinite loop where the PLMN assigned ID is deleted but the UE has no mandufacturer assigned ID so the AMF/MME will attempt to allocate a new PLMN assigned ID that immediately is on purge list. Note that in the proposed solution in S2-1908589 the AMF cannot cooperate in addressing this issue as it is unaware of the list of TAC+SVs that need to use Manufacturer assigned ID.

Conclusions: for this case, the solution in S2-1908589 is not resilient unless the AMF/MME becomes aware of the TAC+SV that need to use Manufacturer assigned ID and this stops attempts to allocate PLMN assigned IDs. 

· If the UE firmware by error has a wrong manufacturer assigned ID: in principle the AMF/MME will never have it in the cache as it is invalid so these UEs will enter an infinite loop of resolution of ID and “no such ID” response from UCMF, AMF/MME then requesting assignement of PLMN assigned ID, but this should be different from the one already assigned for SAME TAC+SV (as otherwise it would be immediately deleted). The UCMF cannot then proceed and assign the PLMN assigned ID. On the other hand if it was assigned it would have to be put immediately on the purge list as the TAC+SV matches the set of IDs that need to be purged. Note the AMF cannot cooperate in addressing this issue as it is unaware of the list of TAC+SVs that need to use Manufacturer assigned ID. 

· Conclusions:the solution in S2-1908589 is not resilient to this misconfiguration unless the AMF/MME becomes aware of the TAC+SV that need to use Manufacturer assigned ID and this stops attempts to allocate PLMN assigned IDs.

We believe then the only way to address misconfigured UEs is to detect them and somehow quarantine them, using methods not specified in this CR. But the AMF cannot help with resolving this as it is not aware of what UEs are supposed to operate in which mode. There is stage three and two impact on the UCMF interface to quarantene these UEs (and a solution needs to be specified) so that the UCMF specifies which UEs TAC+SV values need to be quarantened. This requires extra standards work. This is unnecessary if the AMF/MMEs keep a list of those TAC+SV that are using Manufacturer assigned ID as Nokia has suggested in SA2 in S2-1907927. 
In the Nokia solution, the decision to use Manufacturer Assigned ID in the AMF is based on explicit indication from UCMF to AMF of which UEs TAC+SV values or TAC values need to use manudfacture assigned IDs. If a UE that is supposed to use manufacturer assigned ID is detected to send no ID, or a wrong ID (the AMF attepts to resolve the Manufacturer  ID sent by the UE and fails), the AMF can fall back immediately to handle the UE using the rel-15 approach for the specific UE, while this is logged and an alarm is raised, with no stage two nor 3 impact on the AMF/MME -UCMF interface. Importantly the UCMF needs not be involved in handling this error case at all as the AMF/MME is aware of which UEs ought to use PLMN assigned ID or manufacturer assigned ID upfront. Also, since the solution in the Nokia proposal also allows reverting back to PLMN assigned IDs, the UCMF can be triggered by the alarms fed to OAM ot revert back to PLMN assigned mode for the specific offending TAC+SV value by simply removing the TAC+SV from the list of UEs that are expected to operate in UE Manufacturer assigned ID mode.
5) Another concern is the following: S2-1908589 spells out:

“Specific to manufacturer-assigned UE Radio Capability ID, all UEs sharing the same TAC value or all UEs that share the same TAC+SV value shall support a UE manufacturer-assigned UE Radio Capability ID for all possible UE radio configurations that they may signal, if applicable.”

If this is not a mandatory requirement, the solution cannot work as stated and the set of IDs to delete is undecidable. Also, the condition for applicability is not stated.

Nokia, as illustrated above, has proposed that the solution should be quite more straightforward as in S2-1907927: the concept is very simple:
1) The UCMF informs CN nodes that certain TAC+SV values are to use Manufacturer Assigned UE radio Capability IDs. 
2) This allows upfront knowledge that certain UEs need to be allocated a PLMN assigned ID even if they are configured with a manufacturer assigned ID. Also, this list is recoverable easily as it is stored in UCMF implicitly as the dictionary is stored there and this is known to apply to certain TAC+SV values. 
3) The solution allows reverting back to PLMN assigned operation easily.
Let’s now do a side by side comaprison:
	
	S2-1908589
	S2-1907927
	comments

	Storage requirements  in UCMF
	TAC+SV of UEs subject to Manufacturer assigned ID
PLMN assigned IDs that were assigned to UEs currently using UE manufacturer assigned ID but transitioned to UE manudfacturer assigned ID and their TAC+SV.
	TAC+SV of UEs subject to Manufacturer assigned ID

	Less storage requirement and restoration issues with S2-1907927 

	Storage requirements in AMF/MME
	All PLMN assigned IDs PLMN assigned IDs that were assigned to UEs currently using UE manufacturer assigned ID but transitioned to UE manudfacturer assigned ID and their TAC+SV. (so called purge list) 
	TAC+SV of UEs subject to Manufacturer assigned ID

	The UCMF populates these values in both solutions.
Awareness of TAC+SV subject to Manufacturer assigned ID allows avoiding attempts to allocate PLMN assigned ID upfront -> Solution more optimal if S2-1907927 is adopted

	Issue of misconfigured UE
	Requires making AMF/MME aware of the fact the UEs are misconfigured from UCMF -> stage 3 and stage two impact.
	Handled with no UCMF involvement in AMF/MME. The offending UE TAC+SV can be removed from UEs operating in UE manufacturer assigned mode by UCMF as soon as alarms are raised by AMF/MMEs by OAM
	Better handling of misconfiguration issues in S2-1907927

	Allocation of PLMN assigned ID algorithm
	Constrained. Current version of CR specifies aslo inaccurately the constraints. 
	any
	S2-1907927 is in line with TR conclusions

	Resulting action towards a UE that registers with PLMN assigned ID
	Deletion of ID in UE if this PLMN assigned ID is in purge list
If ID is not in purge list, attempt resolution and if reslution fails the UCMF adds the ID to purge list
	Deletion of ID in UEif the TAC+SV is in the list of UEs that need to use Manufacturer assigned ID
	S2-1907927 More optimal solution as one extra step may be performed needlessly.

	Resulting action if UE indicates Manufacturer assigned ID in registration request
	AMF/MME if ID is cached uses it, otherwise attempts to resolve the ID first then if it fails the AMF/MME attempts PLMN assigned Id allocation
	AMF/MME if ID is cached uses it, otherwise if the TAC+SV is not list of UEs that require manufacturer assigned ID the AMF/MME request PLMN assigned ID, else request resolution of Manufacturer assigned ID
	S2-1907927 More optimal solution as the other solution implies one extra step.




In summary these are our main concerns :
1) Keeping the list of all the IDs assigned in the past for all UEs that have transitioned to Manufacturer assigned mode is unnecessary and so we do not think this should be required by any acceptable solution. This will add costs and operational issues for operators 
2) The algorithm of allocation of PLMN assigned UE radio Capability IDs proposed in the CR is incorrect. This is spelled out to restrict that the IDs are different for different TACs. However, the granularity of switch to manufacturer assigned is down to TAV+SV level. So, this solution does not work as currently worded. 
3)The number of PLMN assigned IDs the CR drives is much greater (several orders of magnitude as there can be hundreds or thousands of TA+SV pairs that could share a PLMN assigned ID) than solutions that allow some ways to assign PLMN assigned IDs that can me common across (and are irrespective of) TAC (+SV). This means costlier databases in RAN and CN. Also, more IDs means more signaling to manage them and to resolve the meaning of each ID -> so also increased signaling in the system for RACS and longer recovery times from failure. Therefore, the algorithm for allocation of the ID was left in TR phase for implementors to tune and design as preferred in order to achieve the optimality goals each vendor or operator prefers to achieve. This TR phase agreement should be upheld.
4) The CR has robustness issue to incorrect UE firmware 
5) The CR is suboptimal in general as outlined above.

Conclusion
It is proposed that the above is discussed and a way forward is agreed based on identifying in the AMF/MME (like in UCMF) a list of TAC+SV values that are earmarked to use Manufacturer assigned IDs. The company CR in SP-190853 implements one such way forward we proposed that SA#85 approves.
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