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2	Classification of the Work Item and linked work items
2.1	Primary classification
This work item is a …
	X
	Feature

	
	Building Block

	
	Work Task

	
	Study Item



2.2	Parent Work Item 
	Parent Work Items 

	Unique ID
	Title

	
	



2.3	Other related Work Items and dependencies
	Other related Work Items (if any)

	Unique ID
	Title
	Nature of relationship

	580067 (ART_LTE)
	Acoustic Requirements and Test methods for IMS-based conversational speech services over LTE
	Developed requirements and test methods similar to what can be expected here, except for a different technical area (RTP/RTCP instead of acoustics)



3	Justification
Today’s 3GPP conversational and real-time services (e.g. MTSI and mission critical services) all use the RTP protocol (IETF RFC 3550) or the Secure RTP protocol (IETF RFC 3711) on top of UDP/IP as media transport. (S)RTP has a companion control protocol, (S)RTCP (also in IETF RFC 3550/3711), which is optional but is typically also used. In the rest of this text, only the terms RTP/RTCP are used for brevity but should be understood to be equally applicable to SRTP/SRTCP if nothing else is said. RTCP provides means to feedback statistical characteristics of a received RTP stream from RTP receiver to RTP sender, and to carry RTP stream metadata from RTP sender to RTP receiver , both during an active RTP session and in hold conditions. While RTP/RTCP information is designed to be useful to an ongoing real-time media session, the increased focus on automation and the consequential need for service observability and automatic performance measurements also makes it convenient and common to use RTP header and RTCP as one of the information sources to monitor the RTP streams for automation purposes. This is a very straightforward approach since it was one of the very design targets for RTP/RTCP, and both RTCP and RTP are extensible and can optionally carry various types of information. Service observability is paramount to enable any tuning or optimization to achieve a well-functioning system.
However, RTCP information has little or no end-user impact on basic, single-media communication services such as a voice-only call. The reasons for this are mainly twofold;
1) One of the intended usages of RTCP feedback reporting functionality is to allow the RTP sender to adapt its sending rate to available transport capacity since a non-acknowledged transport such as UDP/IP has no built-in congestion control, but most voice-only calls today are both low-rate and fixed-rate that has no use for adaptation, and
2) One of the other intended usages of RTCP is to provide enough metadata information to allow close time synchronization of different RTP streams, such as e.g. voice and video for a video call, but a voice-only call is single-media and has no use for such time synchronization.
Therefore, there’s often no direct impact on the voice service performance if a UE or network-node implementation of the RTP stack includes incorrect (e.g. all-zero or random) data in RTCP for a voice-only call. RTCP information content only matters on service level when really making use of RTCP functionality such as for quality monitoring, somehow acting on varying transport characteristics (loss, delay, jitter), or when performing inter-media synchronization.
Also, while the call setup and modification protocol, SIP/SDP, is conformance tested in 3GPP scope (by RAN5), no media-level tests are defined or performed there. RTP and RTCP are considered as media-level protocols in that conformance testing. The current overall level of RTCP implementation conformance and accuracy in 3GPP devices and in RTP/RTCP-terminating network nodes is therefore mostly unknown.
Since the information content in RTP/RTCP is often neither fundamental for the user-level experience nor explicitly tested today, there’s a risk that automation, performance tuning efforts, and the application using the RTP/RTCP stack will work with incorrect data, potentially making wrong decisions that could result in worse rather than better performance.
4	Objective
Create a new specification for RTP/RTCP verification of the parts of the RTP/RTCP protocol in IETF RFC 3550 and SRTP/SRTCP in IETF RFC 3711 used by current 3GPP conversational and real-time services, covering the following aspects:
· Test cases needed to ensure an adequate level of RTP operation and RTP stream monitoring.
· Test methods capable to verify that information contained in the RTP header and in RTCP is correct and consistent with the observed characteristics of the related RTP streams:
· Between RTP/RTCP within the scope of a single RTP stream (e.g. between an RTP stream and the corresponding RTCP reporting from the remote party, or between an RTP stream and the corresponding RTCP metadata, e.g for sampling clock accuracy compensation between RTP sender and RTP receiver).
· Between RTP/RTCP across RTP streams in the same RTP session (e.g. between sent and received RTP streams, or between audio RTP streams and video RTP streams).
· Requirements on what constitutes acceptable RTP/RTCP protocol field values, including RTP payload header and RTP payload length, based on the observed characteristics of the related RTP streams.
· A method for an RTP/RTCP implementation to announce on the network that it has passed the necessary tests and conforms to the new specification.
The work should take input from existing RTP verification specifications from other sources, e.g. IETF. In 3GPP, TS 26.131 and TS 26.132 contain information on tests regarding clock accuracy that may be relevant.
The work may also address verification of other RTP/RTCP procedures in TS 26.114, e.g., RTP/AVPF based on RFC 4585, but such work will be deprioritized.
5	Expected Output and Time scale
	New specifications {One line per specification. Create/delete lines as needed}

	Type 
	TS/TR number
	Title
	For info 
at TSG# 
	For approval at TSG#
	Remarks

	TS

	26.xxx

	RTP/RTCP Verification Procedures
	TSG SA#86

	TSG SA#87

	Editor: Mr. Bo Burman (Ericsson LM)




	Impacted existing TS/TR {One line per specification. Create/delete lines as needed}

	TS/TR No.
	Description of change 
	Target completion plenary#
	Remarks

	26.114
	Referencing the new specification
	TSG SA#87
	

	24.380
	Referencing the new specification
	TSG SA#87
	

	24.581
	Referencing the new specification
	TSG SA#87
	

	26.281
	Referencing the new specification
	TSG SA#87
	



6	Work item Rapporteur(s)
Burman, Bo, Ericsson LM, bo.burman@ericsson.com 
7	Work item leadership
SA4
8	Aspects that involve other WGs
RAN5 today specifies and performs signalling plane conformance testing of SIP/SDP but media plane and RTP/RTCP tests are considered out of scope. Some information exchange in terms of liaisons to RAN5 is expected.
9	Supporting Individual Members
	Supporting IM name
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