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	Reason for change:
	For FN-RG connected via W-5GAN:

· The PLMN selection specification defined in TS 22.011 and in TS 23.122 is not applicable. The HPLMN is implicitly selected by wired physical connectivity between the FN-RG and W-AGF.

· The Identification and authentication principle as described in TS 23.501 clause 5.2.3 includes general description. See below. So it is applicable to FN-RG accessing to 5GC.
· The Authorization principle as described in TS 23.501 clause 5.2.4 includes general description. See below. So it is applicable to FN-RG accessing to 5GC.
· Access control and barring is not applicable.
· Lawful Interception depends on BBF feedback.
5.2.3
Identification and authentication

The network may authenticate the UE during any procedure establishing a NAS signalling connection with the UE. The security architecture is specified in TS 33.501 [29]. The network may optionally perform an PEI check with 5G-EIR.

5.2.4
Authorisation

The authorisation for connectivity of the subscriber to the 5GC and the authorization for the services that the user is allowed to access based on subscription (e.g. Operator Determined Barrings, Roaming restrictions, Access Type and RAT Type currently in use) is evaluated once the user is successfully identified and authenticated. This authorization is executed during UE Registration procedure.



	
	

	Summary of change:
	It is proposed to add clarifications of Network Access Control for FN-RG.

	
	

	Consequences if not approved:
	Whether and how the current Network Access Control mechanisms is applicable to FN-RG is not clear.
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* * * First Change * * *

4.2
Network Access Control

4.2.0
General

This clause specifies the delta related to network access control defined in TS 23.501 [2] clause 5.2.

4.2.1
Network selection

In the case of 5G-RG or FN-RG connected via W-5GAN the PLMN selection specification defined in TS 22.011 [25] and in TS 23.122 [26] is not applicable. The HPLMN is implicitly selected by wired physical connectivity between 5G-RG or FN-RG and W-AGF.
NOTE 1:
The 5G-RG or FN-RG can only be connected via a single physical wired access W-5GAN to a W-AGF configured at line provisioning by operator, in addition none PLMN information is advertised by AS protocols in W-5GAN, since this feature is not supported.

The roaming scenario is not supported in this release of specification.

In the case of 5G-RG connected via FWA the specification defined in TS 23.501 [2] clause 5.2.2 applies with the following difference:

-
The PLMN selection defined in TS 22.011 [25] and in TS 23.122 [26] applies with the UE replaced by 5G-RG.
4.2.2
Identification and authentication

In the case of 5G-RG connected via W-5GAN or FWA, the specification defined in TS 23.501 [2] clause 5.2.3 applies with the following difference:
-
UE is replaced by 5G-RG.
In the case of FN-RG connected via W-5GAN, the specification defined in TS 23.501 [2] clause 5.2.3 applies with the following differences:
-
UE is replaced by FN-RG.
- 
The W-AGF provides the NAS signalling connection to the 5GC on behalf of the FN-RG.

-
The W-5GAN may authenticate the FN-BRG per BBF specification WT-456 [9] and WT-457 [10]. The W-5GAN may authenticate the FN-CRG per CableLabs specification [8]. 
Editor's note:
This clause may need to be updated based on outcome of SA WG3 specifications.
4.2.3
Authorisation

In the case of 5G-RG connected via W-5GAN or FWA, the specification defined in TS 23.501 [2] clause 5.2.4 applies with the following difference:
-
UE is replaced by 5G-RG.
In the case of FN-RG connected via W-5GAN, the specification defined in TS 23.501 [2] clause 5.2.4 applies with the following difference:
-
UE is replaced by FN-RG.
-
W-AGF performs the UE Registration procedure on behalf of the FN-RG.
4.2.4
Access control and barring

In the case of 5G-RG or FN-RG connected via W-5GAN the Access Control and Barring defined in TS 23.501 [2] clause 5.2.5 is not applicable.

In the case of 5G-RG connected via FWA the specification defined in TS 23.501 [2] clause 5.2.5 applies with the following difference:

-
UE is replaced by 5G-RG.

4.2.5
Policy control

Policy control is specified in clause 9.
4.2.6
Lawful Interception

In the case of 5G-RG connected via FWA the specification defined in TS 23.501 [2] clause 5.2.7 applies with the following difference:
-
UE is replaced by 5G-RG.

In the case of 5G-RG connected via W-5GAN, the definition and functionality of Lawful Interception defined in TS 33.126 [X] applies with the following difference:
-
UE is replaced by 5G-RG.
In the case of FN-RG connected via W-5GAN, the definition and functionality of Lawful Interception defined in TS 33.126 [X] applies with the following difference:
-
UE is replaced by FN-RG.

Editor's note:
The specification of LI requirement may be revised based on feedback from BBF.
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