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	Reason for change:
	For the Ethernet type PDU session, when an AF request for policy authorization from PCF, the address of UE should be (Ethernet) MAC address.

	
	

	Summary of change:
	Correction that the address from AF can be IP address or MAC address to PCF.

	
	

	Consequences if not approved:
	The incorrect definition about Npcf_PolicyAuthorization_create service exists.

	
	

	Clauses affected:
	5.2.5.3.2

	
	

	
	Y
	N
	
	

	Other specs
	
	X
	 Other core specifications

	TS/TR ... CR ...

	affected:
	
	X
	 Test specifications
	TS/TR ... CR ... 

	(show related CRs)
	
	X
	 O&M Specifications
	TS/TR ... CR ... 

	
	

	Other comments:
	


* * * * Start of 1st Change * * * * 
5.2.5.3.2
Npcf_PolicyAuthorization_Create service operation

Service operation name: Npcf_PolicyAuthorization_Create

Description: Authorize the request, and optionally determines and installs the policy according to the information provided by the NF Consumer.
Inputs, Required: UE (IP or MAC) address, identification of the application session context.

Inputs, Optional: UE identity if available, DNN if available, S-NSSAI if available, Media type, Media format, bandwidth requirements, sponsored data connectivity if applicable, flow description, Application identifier or traffic filtering information , AF Communication Service Identifier, AF Record Identifier, Flow status, Priority indicator, emergency indicator, Application service provider, resource allocation outcome, AF Application Event Identifier, a list of DNAI(s) and corresponding routing profile ID(s) or N6 traffic routing information, AF Transaction Id, Early and/or late notifications about UP path management events, temporal validity condition and spatial validity condition as described in clause 5.6.7 in 23.501 [2], Background Data Transfer Reference ID.
Outputs, Required: Success or Failure.

Outputs, Optional: The service information that can be accepted by the PCF.
Authorizes the request from the application, and optionally communicates with Npcf_SMPolicyControl service to determine and install the policy according to the information provided by the NF Consumer. Creates an application context in the PCF.
* * * End of Changes * * * 
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