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5.5	Error handling
[bookmark: _Toc4508483]5.5.1	Failure handling 
[bookmark: _Toc4508484]5.5.1.1	CTF detected failure
[bookmark: _GoBack]The NF Consumer shall have a locally configured failure handling procedure, in case a failure is detected for the Charging Data Request or Response. The failure handling may be overridden by CHF using Failure Handling field in Invocation Result, to indicate how the NF consumer (CTF) shall behave in case of a failure. The latest value for Failure Handling received from CHF shall be applicable until a new value is received.
The NF consumer (CTF) shall support three types of Failure Handling:
-	Continue: the charged session or event shall be allowed to continue without charging, based on locally configured limits (e.g. time, volume). The NF consumer (CTF) may retry the request;
-	Terminate: the charged session or event shall not be allowed to continue, the NF consumer (CTF) shall try to send a Termination to the CHF in the case the failed request was an Initial or Update;
-	Retry and Terminate: the request may be retried towards the CHF before the NF consumer (CTF) follows the Terminate failure handling procedure.
The failure handling determines what to do if the sending of charging data request to the CHF without response in a period of time (request times out). 
In the case of the NF consumer (CTF) request times out, CHF uses application level failure handling (Terminate, Continue, Retry_and_terminate). Failure handling may be received from the CHF or may be locally configured. The value received from the CHF in the charging data response will always override any already existing value.
In case there is an application level error response from the CHF, NF consumer (CTF)  action will depend on the type of Application Error.
For protocol level errors, refer to applicable protocol failure handling mechanisms.
[bookmark: _Toc4508485]5.5.1.2	CHF detected failure
In the case a failure is detected for the Charging Data Request or Response the CHF closes a CDR and all the reserved resources are freed for the charging session.
In the case a failure is detected for the Charging Notify Request the Charging session shall be kept, and the CHF may retry the notification.
The CHF closes a CDR and all the reserved resources are freed for the charging session when it detects that expected charging data request for a particular session have not been received for a period of time.
[bookmark: _Toc4508486]5.5.2	Retry handling
The NF consumer (CTF) may retry the message, the number of retries and delay between retries shall be locally configured in the NF consumer (CTF).
If a request is retried it shall have the same Invocation Sequence Number as the retried message i.e. it shall not be incremented. The NF consumer (CTF) may send it to an alternative CHF if the Session Failover indication is received from the CHF.
In the case of a notification request time out the CHF may retry the message. The number of retries and delay between retries shall be locally configured in the CHF.
In case a NF consumer (CTF) does not receive an Charging Data Response, it may retransmit the Charging Data Request message. 
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