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================= First Change ====================
5
Performance requirements

5.1
Overview

There are two fundamental perspectives concerning dependable communication in 5G systems: the end-to-end perspective of the communication services and the network perspective (see Figure 5.1-1).
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Figure 5.1-1: Network perspective of 5G system 

The Communication Service in Figure 5.1-1 may be implemented between a UE on the one side and a network server on the other side, or between a UE on the one side and a UE on the other side.
The tables in Clauses 5.2 through 5.5 below provide sets of requirements where periodicity and determinism are critical to meeting cyber-physical control application needs in various vertical scenarios. While many use cases have similar KPI values in some cases, the important distinction is that in order to meet the needs of different verticals and different uses, the 5G system will need to be sufficiently flexible to allow deployment configurations that can meet the different sets of KPIs specific to each use. 

Clock synchronisation is needed in many "vertical" use cases. The requirements and tables in Clause 5.6 provide specific criteria for managing time sensitive communications in an industrial environment.

High accuracy positioning is becoming essential for Factories of the Future. The reason for this is that tracking of mobile devices as well as mobile assets is becoming increasingly important in improving processes and increasing flexibility in industrial environments, Clause 5.7 provides positioning requirements for horizontal accuracy, availability, heading, latency and UE speed in an industrial use case scenario.
Communication Service Availability is considered as important service performance requirement for cyber physical application, especially for the applications with deterministic traffic. Although the communication service availability cannot be directly measured by the network, communication service availability requirement is the combination of latency, survival time and reliability requirement for 5G system, because the system is considered unavailable to the cyber physical application when an expected message is not received (e.g. transfer time is bigger than the maximum transfer latency) by the application after application’s survival time expires. 

An example of the relationship between network reliability, survival time configuration and communication service availability of logical link is illustrated in the following Table 5.1-1.

Table 5.1-1: Example of relationship between communication service availability and reliability when survival time is one transfer cycle.

	Communication service availability
	Reliability
( as defined in TS 22.261)[image: image2.png]




	99,999 %
	99,9 %

	99,999999 %
	99,99 %

	99,9999999 %
	99,999 %

	99,9999999999 %
	99,9999 %

	99,999999999999 %
	99,99999 %


5.2
Periodic deterministic communication
Periodic deterministic communication is periodic with stringent requirements on timeliness and availability of the communication service. A transmission occurs every transfer interval. A description of periodic deterministic communication can be found in Clauses 4.3 and 4.4. Additional information on the underlying use cases of the sets of requirements in Table 5.2-1 can be found in Annex A. Further information on characteristic parameters and influence quantities used in Table 5.2-1 can be found in Annex C.

Table 5.2-1: Periodic deterministic communication service performance requirements
	Characteristic parameter
	Influence quantity
	

	Communica​tion service availability: target value (note 1)
	Communication service reliability: mean time between failures
	End-to-end latency: maximum (note 2)
	Service bit rate: user experienced data rate
	Message size [byte]
	Transfer interval: target value
	Survival time
	UE 
speed
	# of UEs
	Service area 
(note 3)
	Remarks

	99,999 %
	below 1 year but >> 1 month
	< transfer interval value
	≥ 200 kbit/s
	≤ 200
	100 ms
	~ 500 ms
	≤ 160 km/h
	< 25
	50 km x 200 m
	Railbound mass transit - Control of automated train (A.3.2); (note 4) 

	99,999 % to 99,99999 %
	~ 10 years


	< transfer interval value
	–
	50
	500 μs 
	500 μs
	≤ 75 km/h
	≤ 20
	50 m x 10 m x 10 m
	Motion control (A.2.2.1)

	99,9999 % to 99,999999 %
	~ 10 years
	< transfer interval value
	–
	40
	1 ms 
	1 ms
	≤ 75 km/h
	≤ 50
	50 m x 10 m x 10 m
	Motion control (A.2.2.1)

	99,9999 % to 99,999999 %
	~ 10 years
	< transfer interval value
	–
	20
	2 ms 
	2 ms
	≤ 75 km/h
	≤ 100
	50 m x 10 m x 10 m
	Motion control (A.2.2.1)

	99,9999 %
	–
	< 5 ms
	1 kbit/s (steady state)
1,5 Mbit/s (fault case)
	< 1500
	< 60 s 
(steady state)
≥ 1 ms (fault case)
	TBD
	stationary
	20
	30 km x 20 km
	Electrical Distribution – Dis​tributed automated switch​ing for isolation and service restoration (A.4.4); (note 5) 

	99,9999 % to 99,999999 %
	~ 10 years
	< transfer interval value
	
	1 k
	≤ 10 ms
	10 ms
	-
	5 to 10
	100 m x 30 m x 10 m
	Control-to-control in motion control (A.2.2.2); (note 9)

	> 99,9999 %
	~ 10 years
	< transfer interval value
	–
	40 to 250
	1 ms to 50 ms (note 6) (note 7)
	transfer interval value
	≤ 50 km/h
	≤ 100
	≤ 1 km2
	Mobile robots (A.2.2.3)

	99,9999 % to 99,999999 %
	~ 1 month
	< transfer interval value
	–
	40 to 250
	4 ms to 8 ms (note 7)
	transfer interval value
	< 8 km/h
	TBD
	50 m x 10 m x 4 m
	Mobile control panels – remote control of e.g. assembly robots, milling machines (A.2.4.1); (note 9)

	99,9999 % to 99,999999 %
	~ 1 year
	< transfer interval
	–
	40 to 250


	< 12 ms (note 7)
	12 ms
	< 8 km/h
	TBD
	typically 40 m x 60 m; maximum 200 m x 300 m
	Mobile control panels -remote control of e.g. mobile cranes, mobile pumps, fixed portal cranes(A.2.4.1); (note 9)

	99,9999 % to 99,999999 %
	≥ 1 year
	< transfer interval value
	–
	20
	≥ 10 ms (note 8)
	0
	typically stationary
	typically 10 to 20
	typically ≤ 100 m x 100 m x 50 m
	Process automation – closed loop control (A.2.3.1)

	99,999 %
	TBD
	~ 50 ms  
	–
	~ 100
	~ 50 ms
	TBD
	stationary
	≤ 100 000
	several km2 up to 100 000 km2
	Primary frequency control (A.4.2); (note 9)

	99,999 %
	TBD
	~ 100 ms
	–
	~ 100
	~ 200 ms
	TBD
	stationary
	≤ 100 000
	several km2 up to 100 000 km2
	Distributed Voltage Control (A.4.3) (note 9)

	> 99,9999 %
	~ 1 year
	< transfer interval value
	–
	15 k to 250 k
	10 ms to 100 ms (note 7)
	transfer interval value
	≤ 50 km/h
	≤ 100
	≤ 1 km2
	Mobile robots – video-operated remote control (A.2.2.3)

	> 99,9999 %
	~ 1 year
	< transfer interval value
	–
	40 to 250
	40 ms to 500 ms (note 7)
	transfer interval value
	≤ 50 km/h
	≤ 100
	≤ 1 km2
	Mobile robots (A.2.2.3)

	99,99 %
	≥ 1 week
	< transfer interval value
	–
	20 to 255
	100 ms to 60s (note 7)
	≥ 3 x transfer interval value
	typically stationary
	≤ 10 000 to 100 000
	≤ 10 km x 10 km x 50 m
	Process monitoring (A.2.3.2), Plant asset management (A.2.3.3)

	NOTE 1:
One or more retransmissions of network layer packets may take place in order to satisfy the communication service availability requirement.

NOTE 2:
Unless otherwise specified, all communication includes 1 wireless link (UE to network node or network node to UE) rather than two wireless links (UE to UE).

NOTE 3:
Length x width (x height).
NOTE 4:
2 UEs per train unit.

NOTE 5:
Communication includes two wireless links (UE to UE).

NOTE 6:
This covers different transfer intervals for different similar use cases with target values of 1 ms, 1 ms to 10 ms, and 10 ms to 50 ms.

NOTE 7:
The transfer interval deviates around its target value by < ± 25 %.

NOTE 8:
The transfer interval deviates around its target value by < ± 5 %.

NOTE 9:
Communication may include two wireless links (UE to UE)


================= Second Change ====================

A2.2.2
Control-to-control communication

Control-to-control communication, i.e., the communication between different industrial controllers is already used today for different use cases, such as:

- 
large machines (e.g., newspaper printing machines), where several controls are used to cluster machine functions, which need to communicate with each other; these controls typically need to be synchronised and exchange real-time data;

-
individual machines that are used for fulfilling a common task (e.g., machines in an assembly line) often need to communicate, for example for controlling and coordinating the handover of work pieces from one machine to another.

Typically, a control-to-control network has no fixed configuration of certain controls that need to be present. The control nodes present in the network often vary with the status of machines and the manufacturing plant. Therefore, hot-plugging support for different control nodes is important and often used.
Table A2.2.2-1: Service performance requirements for control-to control communication in motion control
	Use case #
	Characteristic parameter
	Influence quantity

	
	Communication service availability: target value in %
	Communication service reliability: mean time between failures
	End-to-end latency: maximum
	Message size [byte]
	Transfer interval
	Survival time
	UE speed
	# of UEs
	Service area (note 1)

	1
(note 2)
	99,9999 to 99,999999
	~ 10 years
	< transfer interval value
	1 k
	≤ 10 ms
	10 ms
	stationary
	5 to 10
	100 m x 30 m x 10 m

	NOTE 1:
Length x width x height.
NOTE 2:
Communication may include two wireless links (UE to UE)


Use case one

Control-to-control communication between different motion (control) subsystems, as addressed in Subclause A2.2.1. An exemplary application for this are large printing machines, where it is not possible or desired to control all actuators and sensors by one motion controller only. 

=================Third Change ====================
A2.4.1
Mobile control panels

Control panels are crucial devices for the interaction between people and production machinery as well as for the interaction with moving devices. These panels are mainly used for configuring, monitoring, debugging, controlling and maintaining machines, robots, cranes or complete production lines. In addition to that, (safety) control panels are typically equipped with an emergency stop button and an enabling device, which an operator can use in case of a safety event in order to avoid damage to humans or machinery. When the emergency stop button is pushed, the controlled equipment immediately comes to a safe stationary position. Likewise, if a machine, robot, etc. is operated in the so-called special ‘enabling device mode’, the operator manually keeps the enabling device switch in a special stationary position. If the operator pushes this switch too much or releases it, the controlled equipment immediately comes to a safe stationary position as well. This way, it can be ensured that the hand(s) of the operator are on the panel (and not under a moulding press, for example), and that the operator does―for instance―not suffer from any electric shock or the like. A common use case for this ‘enabling device mode’ is the installation, testing or maintenance of a machine, during which other safety mechanisms (such as a safety fence) are deactivated.

Due to the criticality of these safety functions, safety control panels currently have mostly a wire-bound connection to the equipment they control. In consequence, there tend to be many such panels for the many machines and production units that typically can be found in a factory. With an ultra-reliable low-latency wireless link, it would be possible to connect such mobile control panels with safety functions wirelessly. This would lead to a higher usability and would allow for the flexible and easy re-use of panels for controlling different machines. 
The cycle times of the control application depends on the process/machinery/equipment whose safety has to be ensured. For a fast-moving robot, for example, end-to-end latencies are lower than for slowly moving linear actuators. 
Table A2.4.1-1: Service performance requirements for mobile control panels
	Use case #
	Characteristic parameter
	Influence quantity

	
	Communication service availability: target value in %
	Communication service reliability: mean time between failures
	End-to-end latency: maximum
	Service bitrate: user experienced data rate
	Message size [byte]
	Transfer interval: lower bound
	Transfer interval: target value
	Transfer interval: upper bound
	Survival time
	UE speed
	# of UEs
	Service area (note)

	1

(note 3)
	99,9999 to 99,999999
	~ 1 month
	< target transfer interval value
	–
	40 to 250
	– < 25 % of target transfer interval value
	4 ms to 8 ms
	+ 25 % of target transfer interval value
	target transfer interval value
	< 7,2 km/h
	TBD
	50 m x 10 m x 4 m

	2

(note 3)
	99,9999 to 99,999999
	~ 1 month
	< target transfer interval value
	> 5 Mbit/s
	–
	– < 25 % of target transfer interval value
	< 30 ms
	+ 25 % of target transfer interval value
	TBD
	< 7,2 km/h
	TBD
	TBD

	3

(note 3)
	99,9999 to 99,999999
	~ 1 year
	< target transfer interval
	–
	40 to 250


	– < 25 % of target transfer interval value
	< 12 ms
	+ 25 % of target transfer interval value
	12 ms
	< 7,2 km/h
	TBD
	typically 40 m x 60 m; maximum 200 m x 300 m

	NOTE 1:
Length x width (x height).
NOTE 2:
The transfer interval is not so strictly periodic in these use cases. The transfer interval deviates around its target value within bounds. The mean of the transfer interval is close to the target value. 

NOTE 3: 
Communication may include two wireless links (UE to UE)


Use case one

Periodic, bi-directional communication for remote control. Examples for controlled units: assembly robots; milling machines.

Use case two

A-periodic data transmission in parallel to remote control (use case one).

Use case three

Periodic, bi-directional communication for remote control. Examples for controlled units: mobile cranes, mobile pumps, fixed portal cranes.
