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* * * First Change * * * *
5.10
MCData message store 

MCData message store is used by MCData users to store their MCData communications permenantly; it shall provide  secured storage area for each authorized MCData user as a user account and identified by the MCData user’s MCData ID. The MCData message store shall allow only authorized MCData user to access the storage area that he is authorized to access. A user (i.e. a dispatcher) other than the user account holder shall be able to access the acocunt holder’s storage area if authorized.

During an active MCData communication, the participating function on the MCData server of a MCData user participant shall, if requested by the MCData user, deposit messages and files exchanged in the conversation to the MCData user’s storage area in the MCData message store. When depositing the MCData communication into the MCData message store, if no such MCData user account is available on the MCData message store the MCData server shall create the user’s account first and then deposit the MCData communications. The MCData message store shall support user account creation and deposit MCData communications operations from the MCData server after successful authentication and authorization. The MCData message store shall support the message store client to retrieve, update, delete, search and synchronize MCData communications stored in the MCData message store, after successful authentication and authorization.
The MCData user shall have an option if he wants to store the MCData communications in the MCData message store or not.
All messages and files exchanged in an active MCData communication shall be stored as objects in the MCData message store. A stored object shall contain the following information:

1. The relevant information elements (such as sender address, recipient address, Conversation id, time stamp etc.) of the stored object,

2. Content type (message or file),

3. The message or file itself,

4. The other metadata (such as "seen", "received by", "read by" or "downloaded by" etc.) of the stored object.
Editor’s Note: It is FFS if the details of the relevant IEs and other metadata need to be defined as normative text.
NOTE:
It is the decision of SA3 on the mechanism to store an encrypted message or file in the MCData message store.
When a MCData user logs onto a UE with successful authentication and authorization and obtains the user service profile, the message store client on the UE shall synchronize with the user's account on the MCData message store, either automatically or manually (i.e. interacts with the user on which option to synchronize or no synchronization at all), before any MCData service starts.

