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	Reason for change:
	In 33.501, SUPI is specified as one of the input parameters in the Kamf derivation. According to 23.003, the SUPI is defined as: The SUPI is a globally unique 5G Subscription Permanent Identifier allocated to each subscriber in the 5G System. It is defined in subclause 5.9.2 of 3GPP TS 23.501 [119].

The SUPI is defined as:

-
a SUPI type: in this release of the specification, it may indicate an IMSI or a network specific identifier; and

-
dependent on the value of the SUPI type: 

-
an IMSI as defined in subclause 2.1; or

-
a network specific identifier, taking the form of a Network Access Identifier (NAI) as defined in subclause 28.7.2.
However, it is unclear that in the Kamf derviation whether the ‘SUPI type’ part of a SUPI should also be used as input or only the IMSI/Network Specific Identifier part should be used as input. This CR adds a reference to 23.501 to clarify this.  It also clarifies the lengths of P0 and P1.

	
	

	Summary of change:
	Clarification that in the Kamf key derivation a SUPI exclusing the SUPI type is used as input.

	
	

	Consequences if not approved:
	Interoperability issue may occur, if different vendors have different understanding on the use of SUPI in the Kamf derivation, for inconsistent Kamf keys will be derived.
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**** START OF CHANGE 1 ****

A.7
KAMF derivation function

A.7.0
Parameters for the input S to the KDF

When deriving a KAMF from KSEAF the following parameters shall be used to form the input S to the KDF. 

-
FC = 0x6D

-
P0 = SUPI 
-
L0 = P0 length - number of octets in P0
-
P1 = ABBA parameter 

-
L1 = P1 length  - number of octets in P1
The input key KEY shall be the 256-bit KSEAF. 
For P0, when the SUPI type is IMSI, SUPI shall be set to IMSI as defined in clause 2.2 of TS 23.003 [19]. For P0, when the SUPI type is network specific identifier, the SUPI shall be set to Network Access Identifier (NAI) as defined in clause 28.7.2 of TS 23.003 [19]. SUPI shall be represented as a character string as specified in B.2.1.2 of TS 33.220 [28], for both IMSI based SUPI as well as in NAI based SUPI. 
For ABBA parameter values please refer to clause A.7.1.
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