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	Reason for change:
	Unclear definition of Data Volume Uplink and Downlink in List of Service Data of PS domain CDR parameters, especially the interpretation of “in case of GTP based tunnelling, the amount of data counted in P-GW shall be based on the payload of the GTP-U protocol”. For flow based charging, IP-CAN bearer based charging & IP-CAN Session based charging, when interworking with external IP networks, the inner IP packets of GTP-U tunnel should be counted, i.e. IP packets length should be counted. In some scenarios this isn’t equal to T-PDU with tailing garbage bytes behind the IP packets in T-PDU. TS 29.281, clause 4.2.1, GTP-U Tunnel description has defined “inner IP packet in a GTPv1-U packet (T-PDU) is either
 - An IP packet sent to the UE/MS in the downlink direction over one or more tunnels from the external network identified by the APN.
 - An IP packet sent from a UE/MS in the uplink direction over one or more tunnels to the external network identified by the APN.“ 
Above inner IP packet of GTP-U tunnel description match with IP-CAN bearer / Session & service data flow concept.

	
	

	Summary of change:
	The definion of the P-GW data counting for Data Volume Uplink and Downlink now refer to the TS 32.255 to have one place of the definition.

	
	

	Consequences if not approved:
	Incorrect data volume counted for IP-CAN bearer charging & IP-CAN Session charging, when T-PDU contains tailing garbage bytes behind the inner IP packets (which cannot be transferred to external IP networks) as well as mismatch with data counted for Flow based Charging.
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This list includes one or more service data containers. Depending on the reporting level of PCC/ADC rules, one service data container either includes charging data for one rating group or for one rating group and service id combination. Each service data container may include the following fields:
-	AF-Record-Information.
-	Charging Rule Base Name .
-	ADC Rule Base Name.
-	Data Volume Downlink.
-	Data Volume Uplink.
-	Event Based Charging Information.
-	Local Sequence Number.
-	PS Furnish Charging Information.
-	EPC Qos Information.
-	Rating Group.
-	Report Time.
-	Result Code.
-	Service Condition Change.
-	Service Identifier.
-	Service Specific Info.
-	Serving Node Address.
-	Time of First Usage.
-	Time of Last Usage.
-	Time Quota Mechanism.
-	Time Usage.
-	user location information.
-	3GPP2 User Location Information.
-	UWAN User Location Information.
-	TWAN User Location Information.
-	Sponsor Identity.
-	Application Service Provider Identity. 
-	Presence Reporting Area Status. 
-	User CSG Information.
-	RAT Type.
-	Serving PLMN Rate Control.
-	APN Rate Control.
-	Related Change of Service Condition.
-	Traffic Steering Policy Identifier Downlink.
-	Traffic Steering Policy Identifier Uplink.

-	Rating Group is the identifier of rating group. This field is mandatory. The parameter corresponds to the Charging Key as specified in TS 23.203 [203]. 
-	Charging Rule Base Name is the reference to group of PCC rules predefined at the PCEF. This field is included if any of the PCC rules, which usage is reported within this service data container, was activated by using the Charging Rule Base Name as specified in TS 29.212 [220]. In case multiple Charging Rule Base Names activate PCC rules, which usage is reported within this service data container, the P-GW/IPE-CDR shall include only one occurrence to the service data container. 
-	ADC Rule Base Name is the reference to group of ADC rules predefined at the TDF. This field is included if any of the ADC rules, which usage is reported within this service data container, was activated by using the ADC Rule Base Name as specified in TS 29.212 [220]. In case multiple ADC Rule Base Names activate ADC rules, which usage is reported within this service data container, the TDF shall include only one occurrence to the service data container.
-	Result Code contains the result code after the interconnection with the OCS. This field may be added to the service data container if online and offline charging are both used for same rating group. The result code in service data container is the value of the Result-Code AVP received within last CCA message in corresponding MSCC AVP to this service data container.
-	Local Sequence Number is a service data container sequence number. It starts from 1 and is increased by 1 for each service date container generated within the lifetime of this IP-CAN bearer/TDF session.
-	Time of First Usage is the time stamp for the first IP packet to be transmitted and mapped to the current service data container. For envelope reporting controlled by the Time Quota Mechanism, this indicates the time stamp for the first IP packet to be transmitted that causes an envelope to be opened – see TS 32.299 [50].
-	Time of Last Usage is the time stamp for the last IP packet to be transmitted and mapped to the current service data container. For envelope reporting, controlled by the Time Quota Mechanism, this indicates the time stamp for an envelope to be closed – see TS 32.299 [50] for conditions for envelope closure.
-	Time Usage contains the effective used time within the service data container recording interval.  
-	Service Condition Change defines the reason for closing the service data container (see TS 32.251 [11]), such as tariff time change, IP-CAN bearer modification (e.g. QoS change, S-GW change, user location change, user CSG information change), access change of service data flow, indirect service condition change, service usage thresholds, service idled out, termination or failure handling procedure. When one of the "CGI/SAI, ECGI or TAI or RAI Change" are reported as user location change, the dedicated value in service Condition Change is set instead of the generic "user location change" value. This field is specified as bitmask for support of multiple change trigger (e.g. S-GW and QoS change). This field is derived from Change-Condition AVP at Service-Data-Container AVP level defined in TS 32.299 [50] when received on Rf. Each value is mapped to the corresponding value in "ServiceConditionChange" field. When simultaneous change triggers are met, multiple Change-Condition values are set in field bitmask.When no Change-Condition AVP is provided, the "recordClosure" value is set for the service data container. For envelope reporting, the Service Condition Change value shall always take the value "envelopeClosure". The mechanism for creating the envelope is identified within the Time Quota Mechanism field.
-	EPC Qos Information in service specific service data containers contains the QoS applied for the service.   This is included in the first service data container. In following container EPC QoS information is present if previous change condition is "QoS change". The P-GW/TDF/IPE-CDR shall include only one EPC QoS Information occurrence to one service data container. 
-	Serving Node Address contains the valid serving node (e.g. SGSN/S-GW) control plane IP address during the service data container recording interval. 
-	Data Volume Uplink and Downlink, includes the number of octets transmitted during the service data container recording interval in the uplink and/or downlink direction, respectively. In case of GTP based tunnelling, tThe amount of data counted in P-GW shall be as specified in clauses 5.2.1.10.1, 5.3.1.1 and 5.3.1.6.1 of TS 32.251 [11] based on the payload of the GTP-U protocol. In case of PMIP based protocol, the amount of data counted in P-GW shall be based on the payload of the GRE tunnel. In case of DSMIPv6 based protocol, the amount of data counted in P-GW shall be based on the payload of the tunnelling layer. As minimum behaviour, the full payload shall be included. The amount of data counted in TDF shall be based on full payload of the data transferred. The amount of data counted in IP-Edge shall be based on full payload of the data transferred.
-	Report Time is a time stamp, which defines the moment when the service data container is closed.   
-	Service Identifier is an identifier for a service. The service identifier may designate an end user service, a part of an end user service or an arbitrarily formed group thereof. This field is only included if reporting is per combination of the rating group and service id. 
-	PS Furnish Charging Information includes charging information per rating group in case it is sent by OCS.
-	User location information contains the user location (e.g. CGI/SAI, ECGI/TAI or RAI) where the UE was located during the service data container recording interval. This is included in the service data container only if previous container's change condition is "user location change" or one of the "CGI/SAI, ECGI or TAI or RAI Change". Note the user location information in PGW-CDR/TDF-CDR main level contains the location where the UE was when PGW-CDR/TDF-CDR was opened, and the "Last user location information" in PGW-CDR main level contains the location where the UE was when PGW-CDR is closed. 
-	Presence Reporting Area Status contains the status of the UE presence (i.e. indication on whether the UE is inside or outside) in the Presence Reporting Area(s) identified by "Presence Reporting Area identifier(s)" contained in PGW-CDR main level. This is included in the service data container when the initial status is reported after opening of PGW-CDR, or if previous container’s change condition is "Presence in Presence Reporting Area Change".
-	3GPP2 User Location Information contains the 3GPP2 user location (i.e. 3GPP2-BSID: Cell-Id, SID, NID) where the UE was located during the service data container recording interval. This is included in the service data container only if previous container's change condition is "user location change". Note the "3GPP2 user location information" in PGW-CDR/TDF-CDR main level contains the location where the UE was when PGW-CDR/TDF-CDR was opened.
-	UWAN User Location Information contains the Untrusted Wireless Access Network (UWAN) user location during the service data container recording interval. This is included in the service data container only if previous container’s change condition is "user location change". Note the user location information in PGW-CDR main level contains the location where the UE was when PGW-CDR was opened-	TWAN User Location Information contains the user location in a Trusted WLAN Access Network during the service data container recording interval. This is included in the service data container only if previous container’s change condition is "user location change". Note the user location information in PGW-CDR/TDF-CDR main level contains the location where the UE was when PGW-CDR/TDF-CDR was opened.
-	User CSG information contains the status of the user accessing a CSG cell (CSG ID within the PLMN, Access mode and indication on CSG membership) during the service data container recording interval. This is included in the service data container only if previous container’s change condition is "user CSG information change". Note the "user CSG information" in PGW-CDR main level contains the "user CSG information" when PGW-CDR was opened. 
-	AF-Record-Information includes the "AF Charging Identifier" (ICID for IMS) and associated flow identifiers generated by the AF and received by the P-GW over Gx interfaces as defined in TS 29.212 [220]. In case usage of PCC rules, which usage is reported within the container, has different AF-Record-Information then the P-GW shall include all occurrences to the service data container.
-	Event Based Charging Information includes the number of events and associated timeStamps (each event is timestamped) during the service data container recording interval.
-	Time Quota Mechanism contains two further subfields and is included if envelope reporting is required:
-	Time Quota Type identifies the mechanism by which time based usage should be reported – as defined in TS 32.299 [50].
-	Base Time Interval identifies the length of the base time interval, for controlling the reporting of time based usage, in seconds.
-	Service Specific Info holds service specific data for a pre-defined PCC or a predefined ADC rule that is used for enhanced packet filtering.
-	Sponsor Identity identifies the sponsor willing to pay for the operator's charge for connectivity.
-	Application Service Provider Identity identifies application service provider that is delivering a service to an end user. 
-	RAT Type contains the RAT type for the IP-CAN bearer that is first reported for the Rating Group or Rating Group / Service Identifier in the container. If traffic from multiple bearers is included in the report for the container, only one field is included.
NOTE: 	Sponsor Identity and Application Service Provider Identity are not used together with Service Identification reporting. Furthermore, neither the Sponsor Identity nor Application Service Provider Identity is applicable to the TDF. 
-	Related Change of Service Condition indicates the reason a related container was closed when the current container is indirectly closed and the supplemental information for the event. This information is applicable when charging per IP-CAN session is active for a multi-access PDN connection.
-	Serving PLMN Rate Control This field contains the Serving PLMN Rate Control applied by MME during the transfer of the data volume captured by the container (applicable only to the PGW-CDR). This is included in the service data container only if previous container's change condition is "Serving PLMN Rate Control change ". Note the Serving PLMN Rate Control field in PGW-CDR main level contains the Serving PLMN Rate Control when PGW-CDR was opened. 
-	APN Rate Control This field contains the APN Rate Control applied by PGW during the transfer of the data volume captured by the container (applicable only to the PGW-CDR). This is included in the service data container only if previous container's change condition is "APN Rate Control change ". Note the APN Rate Control field in PGW-CDR main level contains the APN Rate Control when PGW-CDR was opened. 
-	Traffic Steering Policy Identifier Downlink This field contains the Traffic Steering Policy Identifier Downlink applied by PGW/ TDF during the service data container recording interval.
-	Traffic Steering Policy Identifier Uplink This field contains the Traffic Steering Policy Identifier Uplink applied by PGW/TDF during the service data container recording interval.
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