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1
Introduction
Summary based on the input provided by Samsung in SP-180862.
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In 3GPP, there is a growing interest in the specification of northbound APIs for service exposure of underlying 3GPP functions. This will enable broader range of verticals to integrate with 3GPP systems. Currently, multiple northbound API-related specifications already exist (e.g. APIs for Service Capability Exposure Function (SCEF) defined in 3GPP TS 23.682 [1], APIs for the interface between MBMS service provider and BM-SC defined in 3GPP TR 26.981 [2]). 
For API consumers or invokers (in particular for 3rd party API developers), a consistent and uniform API framework across multiple northbound API specifications is necessary. In 3GPP Release-15, a Common API Framework (CAPIF) was introduced to support the common API aspects (e.g. authentication, authorization, publishing, discovery, access control policy, etc.), which allows the northbound service APIs to be integrated into CAPIF, such that the API invokers can utilize a single framework for accessing and invoking the 3GPP northbound APIs.
3GPP TR 23.722 [3] is a (Stage 2) technical report that analyses existing API frameworks, and identifies requirements and potential architecture solutions to support a common approach for API development within 3GPP, including recommendations for the normative work. 

3GPP TS 23.222 [4] specifies the (Stage 2) functional architecture model, procedures and information flows needed to support the CAPIF, and guidelines for a consistent development of northbound API (service and CAPIF APIs) in 3GPP.

3GPP TS 29.222 [5] specifies the detailed (Stage 3) APIs messages and protocols needed to support CAPIF, based on the Stage 2 functional architecture.
2
Description
The CAPIF functional model is illustrated in Figure 2-1. The functional model describes the CAPIF core function (CCF) and API provider domain functions i.e. API exposing function (AEF), API publishing function (APF) and API management function (AMF), and as well as the reference points between these functions and the API invoker/consumer.
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Figure 2-1: Functional model for the CAPIF

The functional model as described in 3GPP TS 23.222 [4],  specified architecture-level procedures and information flows for common API aspects, including onboarding, offboarding, publishing, unpublishing, update of service APIs, discovery, registration, authentication, authorization, logging, auditing, monitoring, and topology hiding.

It further specified the application of the functional model to CAPIF deployments (both centralized and distributed deployment), and also CAPIF relationship with network exposure functions defined in 3GPP systems (EPS and 5GS).
The detailed API specification (Stage 3) supporting the CAPIF functional model is provided in 3GPP TS 29.222 [5], which translates the procedures and interactions over the reference points into following 9 API services (8 CAPIF core function services and 1 API exposing function service):

1.
CAPIF_Discover_Service_API – for an API invoker to discover APIs published on the CAPIF core function.

2.
CAPIF_Publish_Service_API – for an API publishing function to publish and manage published APIs on CAPIF core function.

3.
CAPIF_Events_API – for API invoker and API provider domain functions to subscribe and get notified of CAPIF core function events.

4.
CAPIF_API_Invoker_Management_API – for an API invoker to on-board to or off-board from a CAPIF core function.

5.
CAPIF_Security_API – for API invoker and API provider domain functions to manage authentication and authorizations of an API invoker for CAPIF core function and service APIs.

6.
CAPIF_Logging_API_Invocation_API – for an API exposing function to log service API invocations on CAPIF core function.

7.
CAPIF_Auditing_API – for an API management function to retrieve service API invocation logs stored on CAPIF core function

8.
CAPIF_Access_Control_Policy_API – for an API exposing function to retrieve access control policies stored on CAPIF core function.

9.
AEF_Authentication_API – for an API invoker to intiate authentication by triggering retrieval of authentication credentials from the CAPIF core function by the API exposing function
3
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