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**** First Change ****
5.15.4.1
General

5.15.4.1.1
UE Network Slice configuration

A UE can be configured by the HPLMN with Network Slice configuration information.

The Network Slice configuration information contains one or more Configured NSSAI(s). A Configured NSSAI may apply either to one PLMN or to all PLMNs that do not have a specific Configured NSSAI (e.g. this could be possible for NSSAIs containing only S-NSSAIs with standard values, see clause 5.15.2.1). There is at most one Configured NSSAI per PLMN.

The Configured NSSAI of a PLMN may include S-NSSAIs that have standard values or PLMN-specific values.

The Configured NSSAI for the Serving PLMN includes the S-NSSAI values which can be used in the Serving PLMN and may be associated with mapping of each S-NSSAI of the Configured NSSAI to one or more corresponding S-NSSAI values in the Configured NSSAI for the HPLMN.

The S-NSSAIs in the Configured NSSAI for the HPLMN, at the time when they are provided to the UE, shall match the Subscribed S-NSSAIs for the UE. When the Subscribed S-NSSAI(s) are updated (i.e. removing an old and/or adding a new) and it is applicable to the Serving PLMN the UE is registered in as described in clause 5.15.3, or when the associated mapping is updated the AMF shall update the UE with the Configured NSSAI for the Serving PLMN and/or Allowed NSSAI and/or the associated mapping with Configured NSSAI for the HPLMN (see clause 5.15.4.2). When there is the need to update the Allowed NSSAI, the AMF shall provide the UE with the new Allowed NSSAI and the associated mapping with Configured NSSAI for the HPLMN, unless the AMF cannot determine the new Allowed NSSAI (e.g. all S-NSSAIs in the old Allowed NSSAI have been removed from the Subscribed S-NSSAIs), in which case the AMF shall not send any Allowed NSSAI to the UE but indicate to the UE to perform a Registration procedure. If the UE is in a CM-IDLE state, the AMF may trigger Network Triggered Service Request or wait until the UE is in a CM-CONNECTED state as described in clause 4.2.4.2, TS 23.502 [3].
When providing a Requested NSSAI to the network upon registration, the UE in a given PLMN only includes and uses S-NSSAIs applying to this PLMN. The mapping of each S-NSSAI of the Requested NSSAI to the S-NSSAIs of the Configured NSSAI for the HPLMN may also be provided (see clause 5.15.4.1.2 for when this is needed). The S-NSSAIs in the Requested NSSAI are part of the Configured and/or Allowed NSSAIs applicable for this PLMN. Upon successful completion of a UE's Registration procedure over an Access Type, the UE obtains from the AMF an Allowed NSSAI for this Access Type, which includes one or more S-NSSAIs and, if needed (see clause 5.15.4.1.2 for when this is needed), their mapping to the S-NSSAIs in the Configured NSSAI for the HPLMN. These S-NSSAIs are valid for the current Registration Area and Access Type provided by the AMF the UE has registered with and can be used simultaneously by the UE (up to the maximum number of simultaneous Network Slices or PDU Sessions).

The UE might also obtain one or more rejected S-NSSAIs with cause and validity of rejection from the AMF. An S-NSSAI may be rejected:

-
for the entire PLMN; or

-
for the current Registration Area.

While it remains RM-REGISTERED in the PLMN and regardless of the Access Type, the UE shall not re-attempt to register to an S-NSSAI rejected for the entire PLMN until this rejected S-NSSAI is deleted as specified below.

While it remains RM-REGISTERED in the PLMN, the UE shall not re-attempt to register to an S-NSSAI rejected in the current Registration Area until it moves out of the current Registration Area.

NOTE 1:
The details and more cases of S-NSSAI rejection are described in TS 24.501 [47].

The UE stores (S-)NSSAIs as follows:

-
When the UE is provisioned with a Configured NSSAI for a PLMN and/or the associated mapping of this Configured NSSAI to the Configured NSSAI for the HPLMN, the Configured NSSAI and/or if present, the associated mapping shall both be stored in the UE until a new Configured NSSAI for this PLMN and/or the associated mapping are provisioned in the UE, or until the network slicing subscription changes, as described in clause 5.15.4.2:

-
When provisioned with a new Configured NSSAI for a PLMN and/or the new associated mapping of this Configured NSSAI to the Configured NSSAI for the HPLMN, or when requested to remove the configuration due to network slicing subscritpion change, the UE shall:

-
replace any stored (old) Configured NSSAI for this PLMN with the new Configured NSSAI for this PLMN (if applicable); and

-
delete any stored associated mapping of this old Configured NSSAI for this PLMN to the Configured NSSAI for the HPLMN and, if present and applicable, store the associated mapping of this new Configured NSSAI to the Configured NSSAI for the HPLMN; and

-
delete any stored rejected S-NSSAI for this PLMN;


The UE keeps storing a received Configured NSSAI for a PLMN and associated mapping to the Configured NSSAI for the HPLMN even when registering in another PLMN. The number of Configured NSSAIs and associated mapping to be kept stored in the UE for PLMNs other than the HPLMN is up to UE implementation. A UE shall at least be capable of storing the Configured NSSAI for the HPLMN, the Configured NSSAI for the serving PLMN, and any necessary mapping of the Configured NSSAI for the Serving PLMN to the Configured NSSAI of the HPLMN.

-
If received, the Allowed NSSAI for a PLMN and Access Type and any associated mapping of this Allowed NSSAI to the Configured NSSAI for the HPLMN shall be stored in the UE. The UE should store this Allowed NSSAI and any associated mapping of the Allowed NSSAI to the Configured NSSAI for the HPLMN also when the UE is turned off, or until the network slicing subscription changes, as described in clause 5.15.4.2:

NOTE 2:
Whether the UE stores the Allowed NSSAI and any associated mapping of the Allowed NSSAI to the Configured NSSAI for the HPLMN also when the UE is turned off is left to UE implementation.

-
When a new Allowed NSSAI for a PLMN and any associated mapping of the Allowed NSSAI to the Configured NSSAI of the HPLMN are received over an Access Type, the UE shall:

-
replace any stored (old) Allowed NSSAI and any associated mapping for these PLMN and Access Type with this new Allowed NSSAI; and

-
delete any stored associated mapping of this old Allowed NSSAI for this PLMN to the Configured NSSAI for the HPLMN and, if present, store the associated mapping of this new Allowed NSSAI to the Configured NSSAI for the HPLMN;

-
If received, an S-NSSAI rejected for the entire PLMN shall be stored in the UE while RM-REGISTERED in this PLMN regardless of the Access Type or until it is deleted.

-
If received, an S-NSSAI rejected for the current Registration Area shall be stored in the UE while RM-REGISTERED until the UE moves out of the current Registration Area or until the S-NSSAI is deleted.

NOTE 3:
The storage aspects of rejected S-NSSAIs are described in TS 24.501 [47].

**** Second Change ****
5.15.4.2
Update of UE Network Slice configuration

At any time, the AMF may provide the UE with a new Configured NSSAI for the Serving PLMN, associated with mapping of the Configured NSSAI to the Configured NSSAI for the HPLMN as specified in clause 5.15.4.1. The Configured NSSAI for the Serving PLMN and the mapping information is either determined in the AMF (if based on configuration, the AMF is allowed to determine the Network Slice configuration for the whole PLMN) or by the NSSF. The AMF provides an updated Configured NSSAI as specified in TS 23.502 [3], clause 4.2.4 UE Configuration Update procedure.

If the HPLMN performs the configuration update of a UE registered in the HPLMN (e.g. due to a change in the Subscribed S-NSSAI(s)), this results in updates to the Configured NSSAI for the HPLMN. Updates to the Allowed NSSAI and/or, if present, to the associated mapping of the Allowed NSSAI to the Configured NSSAI for the HPLMN are also possible if the configuration update affects S-NSSAI(s) in the current Allowed NSSAI.

If the VPLMN performs the configuration update of a UE registered in the VPLMN (e.g. due to a change in the Subscribed S-NSSAI(s), the associated mapping is updated), this results in updates to the Configured NSSAI for the Serving PLMN and/or to the associated mapping of the Configured NSSAI for the Serving PLMN to the Configured NSSAI for the HPLMN. Updates to the Allowed NSSAI and/or to the associated mapping of the Allowed NSSAI to the Configured NSSAI for the HPLMN are also possible if the configuration update affects S-NSSAI(s) in the current Allowed NSSAI.

A UE for which the Configured NSSAI for the Serving PLMN has been updated as described in clause 5.15.4.1 and has been requested to perform a Registration procedure, shall initiate a Registration procedure to receive a new valid Allowed NSSAI (see clause 5.15.5.2.2).

When the subscribed S-NSSAIs change, a UDR flag is set in the HPLMN to make sure the current PLMN (or, if the UE was not reachable, the next serving PLMN) is informed by the UDM that the subscription data for network slicing has changed. The AMF, when it receives the indication from the UDM subscription has changed, indicates the UE that subscription has changed and uses any updated subscription information from the UDM to update the UE. Once the AMF updates the UE and obtains an acknowledgment from the UE, the AMF informs the UDM that the configuration was successful and the UDM clears the flag in the UDR. If the UE is in a CM-IDLE state, the AMF may trigger Network Triggered Service Request or wait until the UE is in a CM-CONNECTED state as described in clause 4.2.4.2, TS 23.502 [3].
If the UE receives indication from the AMF that Network Slicing subscription has changed, the UE locally deletes the network slicing information it has for all PLMNs (i.e. so when it registers in other PLMNs it sends no requested NSSAI and the serving PLMN updates the UE configuration for the Serving PLMN). It also updates the current PLMN network slicing configuration information with any received values from the AMF.

The update of URSP rules (which include the NSSP), if necessary at any time, is described in TS 23.503 [45].

**** End of Changes ****
