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Impacts

	Affects:
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Classification of the Work Item and linked work items
2.1
Primary classification
	X
	Feature

	
	Building Block

	
	Work Task

	
	Study Item


2.2
Parent and child Work Items 
	Parent and child Work Items 

	Unique ID
	Title
	Nature of relationship

	
	
	


2.3
Other related Work Items and dependencies
	Other related Work Items (if any)

	Unique ID
	Title
	Nature of relationship

	
	
	


Dependency on non-3GPP (draft) specification: 
3
Justification

To deliver group communications over MBMS, MCPTT and MCVideo make use of GCSE (Group Communication System Enabler), where MBMS bearers are activated and managed over MB2-C by the mission critical applications servers to transparently transport any packets pushed over MB2-U.
To ensure reliable and efficient transport of files over a unidirectional and lossy channel such as MBMS requires a dedicated protocol stack. SA4, in the conclusion of the TR 26.881, recommends reuse of the MBMS download delivery method for MCData file distribution, which is supported by the xMB/MBMS API interfaces.

Following those recommendations, SA6 has considered the usage of xMB for MCData file distribution within the TR 23.792 Study on MBMS APIs for Mission Critical Services.

However, several gaps remain which could preclude the adoption of xMB/MBMS API for MCData file distribution as listed below:

· QOS management:  xMB has been designed to facilitate the usage of MBMS delivery methods by content providers, and to mask the complexity of MBMS bearer establishment. Therefore, QoS parameters (QCI, ARP…) are not exposed within xMB. They are instead statically defined by an SLA between the operator and the content provider. In contrast, with MB2, QoS parameters are fully managed by the mission critical application server with the QoS Information AVP (TS 29.468 [3]). It is important to mission critical solution providers to be able to control precisely the allocation of network resources, in particular the priority level for pre-emption (ARP), which is not possible with xMB.

· Target geographical management: when activating an MBMS Bearer over xMB, the content provider includes a target geographical area within the session creation request. The geographical area is represented by a list of string characters. The content of each string item is undefined, subject to the business agreement between the content provider and the operator. The BM-SC derives the target MBMS service area and/or cell-id from the geographical area. For mission critical services, the geographical area syntax and semantics will need to be more specific so that the GCS-AS can control exactly the coverage of its MBMS bearers. Geographical area semantics in xMB could be aligned with the MB2-C AVP for mission critical services.

· File repair and other file delivery parameters: For those relatively few UEs whose data reception loss are too severe to be recoverable by FEC, those devices can request the missing file data via the file repair procedure. File repair requests can be done using standard HTTP requests, with the Range request header. A standard HTTP server can play the role of the file repair server.  Mission critical service providers may host their own file repair server in providing response to file repair requests. However, xMB does not currently specify the file repair server location. Similarly, it is currently not possible to define the FEC redundancy level via xMB.
· TMGI exposure: if an MBMS bearer is suspended within a specific area, for instance because it has been preempted, TS 23.280 [4] specifies a procedure (clause 10.7.3.8 “MBMS suspension notification”). In this procedure, the MC server communicates to MC clients the TMGI of the bearer to be monitored, and the MC client will report to the MC server if the MBMS bearer has been suspended. Thus, the MC server can know exactly the current MBMS bearer coverage. Such mechanism cannot be supported with xMB, as xMB does not expose the TMGI allocated during the MBMS session creation.

4
Objective

A first objective of this work item is to extend xMB by
· Adding pre-emption procedure and parameter

· Adding an additional format for Geographical definition which is optional for usage,

· Studying what FEC information or file repair server  information is needed to be added and adding the necessary extension to xMB 
· Studying TMGI Exposure and adding the necessary extension to xMB. 
A second objective is to add any necessary guideline according to the context of the first objective.
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Expected Output and Time scale

	New specifications

	Type 
	Series
	Title
	For info 
at TSG# 
	For approval at TSG#
	Remarks

	
	
	
	
	
	


	Impacted existing TS/TR

	TS/TR No.
	Description of change 
	Target completion plenary#
	Remarks

	26.348
	Northbound Application Programming Interface (API) for Multimedia Broadcast/Multicast Service (MBMS) at the xMB reference point
	TSG#83
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Work item leadership

SA4
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Aspects that involve other WGs
SA6 is specifying stage 2 of MCData. 
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