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5.26
QoS aspect of vehicles platooning

5.26.1
General description

Platooning is a coordinated mobility of group of vehicles, sharing manoeuvre and other information with each other. As described in previous sections, it increases traffic efficiency and reduces fuel consumptions.

One of most critical requirements for platooning is that the information flow between platoon members should be performed in a timely and reliable way. Because the time gap or distance gap between vehicles within a platoon is small, late arrival of the status information of the preceding vehicle or loss of manoeuver information can result in uncomfortable situations. These gaps between the vehicles should be set to avoid potential collision risk. 

Thus, the platooning applications installed in a vehicle will adjust the time/distance gap based on the achievable QoS of connectivity. When low latency and high reliability can be achievable, the gap can be shorter. On the other hand, when latency is high or packet loss rate is high, the gap between vehicles need to be longer. If the QoS cannot fulfil the platoon application’s requirement at all, the platoon itself should not be composed from the start.  

5.26.2
Adjustment of gaps for platooning 

5.26.2.1
Description
Following is a service flow in which the gaps within a platoon are adjusted:

1.
A logistics company called PTruckers owns lots of trucks and connects CityA and CityB with parcel delivery service. Due to several reasons, road transportation is the only way to connect CityA and CityB. To optimize the service, PTruckers starts to apply platooning application to its vehicles. While the depots of PTruckers are located within city center where there is good network coverage, there are areas with weak signal or areas outside of coverage along the road between CityA and CityB. 

2.
Three vehicles of PTruckers are scheduled to leave from the depot in CityA to the depot in CityB. One human driver rides on VTruck1, which is the leading vehicle. VTruck1 is followed by VTruck2 and VTruck3. VTruck1, VTruck2 and Vtruck3 belongs to the same platoon. 

3.
Platooning application checks the communication QoS (e.g. latency and reliability) among the vehicles. Because the currently available QoS are good enough and the available QoS for the next 10 km is expected to be similar, the application sets 0.1 second time gap between the vehicles. The vehicles starts to move

4.
As the platoon approaches the edge of the CityA, the platooning application is notified with updated forecast of QoS. According to the notification, starting from 10 seconds later, the available QoS for the next 100 km along the route is lower than the current level.  Because expected guaranteed latency is longer than the currently supported guaranteed latency, the platooning application decides to gradually increase the time gap between the vehicles from current 0.1 second to 0.5 second.

5.
As the platoon moves further away from the CityA, it will soon move out of any network coverage. With use of direct communication between the vehicles, the platooning application continues to work even when there is no network coverage. However, due to lack of centralized network control, the expected guaranteed latency and the reliability of communication is a little bit worse than when the platoon was in network coverage. This updated forecast information is delivered to the platooning application. Now, the application starts to increase further the inter-vehicle distance and relies more on information obtained through sensors.

5.26.2.2
Potential requirements

The following potential requirements are derived from this use case.

[PR.5.26.2-001]
The 3GPP system shall be able to provide V2X applications with supported QoS information, regardless of whether a UE related to the V2X application is in coverage of a 3GPP radio access network or not.

NOTE:
This requirement may not be applicable all scenarios. For example, when QoS information is generated in the 3GPP network and UE is out of coverage, V2X application cannot be provided with the QoS information.
[PR.5.26.2-002]
The 3GPP system shall be able to provide V2X applications with updated supported QoS information, when the supported QoS changes.

[PR.5.26.2-003]
The 3GPP system shall be able to additionally provide V2X application with prediction on how long the QoS will be maintained, when the 3GPP system provides the V2X applications with supported QoS information.

[PR.5.26.2-004]
The 3GPP system shall be able to additionally provide V2X applications with prediction on geographical area where the QoS will be maintained, when the 3GPP system provides the V2X application with supported QoS information.

5.27
QoS aspects of advanced driving

5.27.1
General

According to [38], there are several levels for automated driving. Based on design decision by manufactures or by regulation, an appropriate level of automated driving will be designated per each driving environment. 

Based on the implementation or approach taken by each manufacturer or the environment where each vehicle is located, whether to engage automated driving or not needs to be controlled by the V2X service either in the vehicle or in the cloud of remote back-end. Following are examples:

-
A vehicle can operate as an automated vehicle when its future driving route is within areas for which the driving tests have already been finished to confirm that the vehicle can drive safely. 

-
Due to capability limitations such as real-time data/image processing capability, some portion of computation for sensor data processing and/or driving manoeuvre decision should be performed in the cloud. In this case, the V2X service may allow the vehicle to be automated only when it can reliably connect to the vehicle. 

-
To resolve potential liability issue, the V2X service may want to continuously monitor the status of the vehicle and the surrounding environment.

-
Depending on regulations and conditions, the permission to use of automated driving can differ per each environment. For example, regulations may specify that automated driving is allowed only on the highway. Or, due to heavy rain, local road authority may decide not to allow the use of automated driving in a certain road. Because of the amount of information, the vehicle may not locally store all information required for the decision of whether to use automated driving mode or not for each different environment. 
In addition, the comfort, quality of experience of the passenger or existence of potential human driver should be considered. If use of automated driving is granted only when the vehicle is connected to the V2X service in the cloud, sudden loss of connection may kick off pre-programmed emergency routine in the vehicle. In the worst case, the vehicle suddenly make a full stop or pull over, if enough time is not given for  human to take over the control of a vehicle. This impacts negatively human experience of automated driving. 

5.27.2
Assistance to automated driving

5.27.2.1
Service flows
Following is overall service flow where a human in a vehicle requests the vehicle to drive automatedly.

1.
VehicleA is a vehicle capable of supporting automated driving. VehicleA is manufactured by MFG_A and controlled by a V2X service using a V2X application. The V2X application can reside either in VehicleA and / or in the cloud of MFG_A. The V2X service of VehicleA is supported through MNO_A, which is an operator with which MFG_A has established a service contract. Knight is the owner of the VehicleA.

2.
Knight leaves his home in CityA and rides a vehicle called VehicleA. Knight requests VehicleA to go CityB and VehicleA forwards the request to the V2X application.

3.
The V2X application calculates and decides a route toward the destination. The V2X application queries MNO_A whether connections can be provided along the route. For a certain service, the V2X application also queries MNO_A whether a specific QoS can be supported along the route.

4.
Based on internal information for its core network and radio network coverage, MNO_A check whether the route is within its network coverage. MNO_A replies back to the V2X application regarding the area where connection can be provided, the area where connection cannot be provided, and supported QoS in case connection is provided. 

5.
The V2X application finalizes the decision regarding the route and the use of automated driving per road environment along the route. Based on the information in step 4, the V2X application may provide the VehicleA with the information regarding the use of automated driving per segment of the route.

6.
Based on information from the V2X application, VehicleA starts automated driving.

5.27.2.2
Potential Requirements
[PR.5.27.2-001] The 3GPP system shall be able to provide a standardized interface to enable exposure of the following services and capabilities to V2X applications, to support the V2X application to adjust its service offering:

-
[PR.5.27.2-001a]
The 3GPP system shall be able to support V2X applications to request information on whether connectivity can be provided in a certain geographical area.

-
[PR.5.27.2-001b]
The 3GPP system shall be able to provide V2X applications with information on whether connectivity can be provided in a certain geographical area.

-
[PR.5.27.2-001c]
The 3GPP system shall be able to support V2X applications to request information on whether specific QoS can be provided in a certain geographical area.

-
[PR.5.27.2-001d]
The 3GPP system shall be able to provide V2X application with information on whether the requested QoS can be provided in a certain geographical area.

5.27.3
Authorization to support automated driving

5.27.3.1
Service flows
Following service flow can be applicable.

1.
Manufacture MFG_A provides MNO_A with an information regarding a V2X application such as an IP address to e.g. identify the access from an V2X application.

2.
MNO_A configures its network with what kind of information of the network can be provided to this V2X application. For example, the V2X application can inquire the network whether coverage can be provided in certain area, but it cannot inquire the network of information regarding the location of each radio network node.

3.
When the V2X application requests network coverage information, MNO_A’s network checks the authenticity of the V2X application and the request. Once the authentication of the V2X application is successful, the MNO_A’s network further checks whether the information requested is authorized to V2X application.

4.
If the requested information is authorized for the V2X application, MNO_A responds to the V2X application with the requested information. Based on the service agreement, granularity of information or contents of response can vary.

5.27.3.2
Potential Requirements
[PR.5.27.3-001]
The 3GPP system shall be able to authenticate V2X application for accessing exposed services and capabilities of the 3GPP system.

[PR.5.27.3-002]
The 3GPP system shall be able to authorize V2X application to access exposed services and capabilities of 3GPP system.

[PR.5.27.3-003]
The 3GPP system shall be able to provide authorized information to V2X application.
5.27.4
Notification of updated information to support automated driving

5.27.4.1
Service flows
Following service flow can be applicable.

1.
When the V2X application requests information from MNO_A, it further indicates whether it wants to be notified if there are any changes in the previous provided information.

2.
When MNO_A sends response to the V2X application with the requested information, it keeps records of the delivered information. 

3.
MNO_A monitors whether there is any potential QoS change in the area where connectivity needs to be provided. Or, if the previous negotiated QoS cannot be guaranteed for a certain area due to radio resource congestion or failure of some NFs, this event can be also monitored.

4.
If there is a change compared to the previous response to the V2X application, MNO_A delivers new information to the V2X application.

5.
Based on new information, the V2X application checks whether there is a need to update information sent to VehicleA. 

In this service flow, to minimize impact to user experience, the potential change of QoS should be detected and notified in several second earlier, which can be determined from service requirements. 

5.27.4.2
Potential Requirements
[PR.5.27.4-001]
The 3GPP system shall be able to provide a standardized interface to enable the exposure of the following services and capabilities to V2X applications, to support V2X application to adjust its service offering: 

-
[PR.5.27.4-001a]
The 3GPP system shall be able to support V2X applications to subscribe to information on the availability or unavailability of connectivity for a certain geographic area. 

-
[PR.5.27.4-001b]
The 3GPP system shall be able to provide V2X applications with updated information on the availability or unavailability of connectivity within a certain geographic area, at least a certain amount of time before when the actual change occurs.

-
[PR.5.27.4-001c]
The 3GPP system shall be able to support V2X applications to subscribe to information on the QoS which can be provided within a certain geographic area.

-
[PR.5.27.4-001d]
The 3GPP system shall be able to provide V2X applications with updated information on the QoS that can be provided within a certain geographic area, at least a certain amount of time before when the actual change occurs.

5.27.5
Support for adjustment and big data transport

5.27.5.1
Service flows
For MNO to have capability to support V2X services to adjust their functions based on the change of QoS, the information gathering and analysis of the gathered information is needed. Following service flow can be applicable.

1.
VehicleA is able to calculate its current location. VehicleA is also able to keep records of the connectivity-related parameters and performances. For example, VehicleA logs when data packet transmission/reception occurs and identification information for the data packets, along with location information.

2.
Radio access network and/or core network is also able to keep records of the connectivity-related parameters, performances and events. 

3.
VehicleA starts journey and it is configured by MNO_A to log transmission/reception events and related time and location information. In addition, the network is also configured to log similarly.

4.
During the journey, due to some reason, VehicleA disengages automated driving.

5.
VehicleA arrives at the destination. VehicleA reports to V2X application with information related to disengagement of automated driving.

6.
Manufacturer MFG_A receives similar event reports from other vehicles of specific vehicle segments. To fully analyse the event, MFG_A requests MNO_A’s assistance.

7.
MNO_A calculates the time and location relevant for the MFG_A’s request. Based on the calculation, MNO_A requests VehicleA to upload relevant log information. Due to information sharing restriction, the log information is not directly shared to MFG_A. After internal processing, and based on service agreement and regulation, processed information is shared to MFG_A by MNO_A.
5.27.5.2
Potential Requirements
[PR.5.27.5-001]
The 3GPP system shall be able to support efficient and secure mechanism to gather information (e.g. location information, reliability information, timing information, latency information, velocity information and so on.), which enables 3GPP system to support V2X application to adjust its service offering.

NOTE:
It is FFS whether Minimization of Driving Test can support this requirement in consideration of the various velocity of vehicular environment. 

[PR.5.27.5-002]
Based on service agreement and operator policy, the 3GPP system shall be able to provide authorized V2X application with information enabling V2X application to adjust its service offering, based on gathered information.

[PR.5.27.5-003]
The 3GPP system shall be able to minimize impact to system performance, while supporting a mechanism to gather information, which enables 3GPP system to support V2X application to adjust its service offering.

5.27.6
Support of automated driving in multi-PLMN environments

5.27.6.1
Service flows
Because of ‘mobility’, vehicles are expected to cross international borders or PLMN borders. Depending on the extent to which service agreement is made, two scenarios can be assumed:

- 
Scenario 1: A vehicle manufacturer makes multiple service agreements with MNOs. For example, the manufacturer has service agreement with MNO A for France and with MNO B for Germany. In this case, when the vehicle crosses border from Germany to France, the MNO for the vehicle changes from MNO B to MNO A.

-
Scenario 2: A vehicle manufacturer has a single service agreement with a MNO. For example, the manufacturer has service agreement with MNO B. In this case, when the vehicle crosses border from Germany to France, the used MNO for the vehicle in France can be controlled depending on MNOs with which the MNO B has roaming agreements. 

While above scenarios are described in terms of international border, similar description can be applied to PLMN borders of the same country. 

Regardless of actual scenarios in place, from passenger experience point of view, automated driving should not be interrupted even when the vehicles cross borders as long as automated driving is permitted by regulation.

Following service flow can be applicable.

1.
Information on current location and destination is delivered to the V2X application. The route is calculated by the V2X application and the V2X application queries MNO_A whether QoS can be supported along the route. 

2.
MNO_A checks whether connectivity service can be provided over the requested route. MNO_A estimates that part of the route is outside of MNO_A’s coverage area. 

3.
VehicleA starts journey with connection to MNO_A.

4.
VehicleA approaches the boundary of MNO_A. MNO_A selects target MNO from candidate MNOs which can support required QoS of the V2X application. The selected MNO is MNO_B.

5.
As VehicleA crosses the border of MNO_A, the connection is covered through involvement of MNO_B. While the radio network is changed from MNO_A to MNO_B, the passenger does not notice this change because there is no changes in the engaged automated driving. It is expected that interruption during the MNO change does not impact the V2X application.
5.27.6.2
Potential Requirements
[PR.5.27.6-001]
The 3GPP system shall be able to support service continuity for a UE even when the PLMN serving the UE changes. 
5.27.7
Reliable and guaranteed connectivity service

5.27.7.1
Service flows
Life-cycle of vehicles is longer than that of general consumer electronics devices such as smartphone. Due to long life-cycle, people performs periodic maintenance measures for various components of their vehicles. But, due to regulation and/or certification, some components such as computing unit in the vehicle cannot be replaced and upgraded. In this case, the vehicle with limited processing capacity cannot handle advanced algorithm in real-time or the information gathered by sensors cannot be fully interpreted by the vehicle alone. To assist the vehicle, one option is to use edge-computing so that sensor data from the vehicle is uploaded to edge-computing environment and processing result is sent back to the vehicle. 

In the above scenario, reliable connectivity between the vehicle and the edge computing environment is critical. When the connectivity between the vehicle and the edge computing environment cannot be sustained, automated driving should be disengaged. But this transition cannot be done immediately. For example, in worst case where the driver falls asleep during the high level of automated driving, it will take several seconds for the driver to wake up and to grip the driving wheel.

Thus, connectivity service needs to be guaranteed in terms of time, depending on the characteristics of the impacted V2X service. This is in turn related to how much earlier the change in QoS needs to be notified in advance. For example, if a vehicle is designed to switch off automated driving mode for a QoS degradation and if a driver needs at least 10 seconds to prepare manual-driving, the V2X service should be notified at least 10 seconds before the potential change in the supported QoS of connectivity. And from the time when the notification is made and to time when the actual change in the QoS occurs, the pre-negotiated QoS should be maintained.

Following is a service flow for guaranteed service provision.

1.
Manufacturer MFG_A configures the functionality of VehicleA and the V2X application to support automated driving function. While raw data from the sensors installed in the VehicleA is good enough, the processing unit in the VehicleA is not enough to handle state-of-the-are software processing. Thus, when higher level of automated driving is used, the vehicle is configured to deliver sensor data to V2X application, the V2X application processes the sensor data, and the driving command is sent back to VehicleA.

2.
The current location information and the destination information is sent from VehicleA to the V2X application. Based on service requirement of the V2X application, V2X application queries MNO_A whether required QoS can be provided over next 10 seconds for the planned road segment over which the VehicleA will drive.

3.
Based on the information provided by the V2X application and internal information, MNO_A checks and estimates whether the requested QoS can be provided for the calculated route for the next 10 seconds. 

4.
If it is estimated that the QoS can be supported for the next 10 seconds, the MNO_A responds to the V2X application that the QoS is guaranteed for the next 10 seconds. After sending response, the radio network and the core network will take necessary measures to provide the negotiated QoS for that 10 seconds. For example, because safety-issue is involved, the resource used for the connectivity between VehicleA and the V2X application is prioritized or can be reserved in the relevant nodes. Network maintenance or rebooting  should be avoided for that period. 
5.27.7.2
Potential Requirements
[PR.5.27.7-001]
The 3GPP system shall be able to provide mechanisms to support the estimation of potential QoS for a certain time period and a certain geographical location, with negotiated accuracy level to support V2X applications to adjust their service offerings.

[PR.5.27.7-002]
The 3GPP system shall be able to provide mechanisms to support the provision of potential QoS at a certain time period and a certain geographical location after informing the V2X applications with the QoS information, the time period and the geographical location.
5.28
QoS aspect of remote driving

5.28.1
Notification of QoS change for remote driving application

5.28.1.1
Description
Remote driving requires specific levels of QoS for safe operation of the application, as described in [TS 22.186]. Remote Driving applications allow a remote driver that is not sitting in the vehicle to undertake the control of the vehicle and drive remotely the vehicle, in an efficient and safe manner, from the current location to the destination.

If then the communication between the remote vehicle and the remote driver could be suddenly interrupted. This could affect the traffic flow, the efficiency of the remote driving application and the safety of the passengers of the remote vehicle and/or surrounding vehicles.
An early notification about a potential QoS degradation from the network to the Remote Driving application, could allow the remote driver or the remote vehicle to adapt themselves to the expected communication conditions (e.g., the vehicle to fall back to a safe state or to adapt its speed) and mitigate the impact of sudden QoS changes: 

· If the network estimates that the conditions will be potentially bad in a certain future, there is an interest to notify the application of this potential downgrade in advance to allow it to slow down the car. 

· When the network conditions are better, there is interest to notify the application so it requests a new QoS and applies higher car speed. 

5.28.1.2
Pre-conditions

The vehicle has some autonomous capabilities.
The remote vehicle and the remote driver can establish an authenticated and secure communication channel via 3GPP V2X communication service, and thus exchange information (e.g., vehicle information, driving commands).
5.28.1.3
Service Flows

1. The driver of the vehicle asks a remote driving service to undertake the control of the vehicle and drive safely.

2. A remote driver undertakes the control of the vehicle.

3. The vehicle transmits video streams to the remote driver, via 3GPP network, which help the remote driver to identify road conditions, neighboring vehicles and objects on the road.

4. Based on the perceived environment the remote driver controls the vehicle, while manoeuvre commands are transmitted from the remote driving application to the vehicle, via 3GPP network.

5. The 3GPP network estimates a future degradation of the network condition that will not allow to keep the current guaranteed QoS for the 3GPP communication service between the remote driving application server and the vehicle. This can be based e.g. on radio technologies in the area the car is driving into or foreseen network conditions.

6. The 3GPP network notifies the remote driving application about the expected degradation of the QoS.

7. Based on the provided notification by the 3GPP network, the vehicle falls back to a safe state or it is decided to adapt the speed by the remote driver drives the vehicle.

5.28.1.4
Post-conditions

The remote driving application has taken the appropriate action to adapt itself and the new QoS, taking into account its view on best safety and efficiency action to be done.

5.28.1.5
Potential Requirements

[PR.5.28.1-001]
The 3GPP network shall be able to notify an application server supporting a V2X application when it estimates that the QoS might need to be downgraded compared to the currently agreed QoS of a 3GPP connection e.g. due to expected bad network conditions, change of radio technology, radio congestion. 

[PR.5.28.1-002] The 3GPP network shall be able to negotiate alternative QoS with the V2X 

[PR.5.28.1-003] The 3GPP network shall notify an application server supporting V2X application that the current QoS might change indicating the specific period of time and/or geographical area it applies.

[PR.5.28.1-004]
The 3GPP network shall be able to notify an application server supporting a V2X application when it estimates that the QoS can be upgraded compared to the currently agreed QoS of a 3GPP connection e.g. due to expected improved network conditions, change of radio technology, less cell occupation..

5.28.2
Support of remote Driving

5.28.2.1
General
When remote driving application is running, there is no need for the human in the vehicle to drive. Instead, a human driver or a driving software in remote location makes analysis of the situation around the vehicle, makes driving decision and sends driving decisions back to the vehicle. Accordingly, connections between the vehicle and the remote back-end is always required while the remote driving application is running.
 

5.28.2.2
Disengagement of autonomous driving
In the following case, transition from autonomous driving to remote driving can occur:

1.
Jack owns a vehicle capable of higher level of autonomous driving. There is no need for Jack to drive and he actually does not know how to drive. When Jack leaves home to his office, his vehicle is engaged with highest level of autonomous driving. 

2.
The route that the vehicle takes is always the same. But, one day, on his way to office, due to bad road situation, one of sensors installed in the vehicle is severely damaged. 

3.
Due to the sudden loss of the sensor, the higher level of autonomous driving is no longer supported by the vehicle

4.
Because Jack cannot drive, the vehicle contacts emergency service center of the vehicle manufacturer. The service center proposes remote driving and Jack accepts the offer.

5.
The service center activates remote driving application toward the vehicle. The remote driving application checks whether connectivity can be provided up to the original destination. In addition, based on the capability of the vehicle and the requirements of the application, the remote driving application calculates the required QoS of the connectivity toward the vehicle and checks whether the QoS can be supported or not, on the way to the original destination. In this step, potential interaction with 3GPP system is required to get necessary information.

6.
Because the workplace of Jack is located in suburban area, the required QoS cannot be provided all the way to the office. Thus, the remote driving application calculate alternative intermediate destination up to which the QoS requirement of the remote driving application can be supported.

7.
The remote driving application drives the vehicle to the intermediate destination, where Jack can take taxi to his office.
5.28.2.3
Provision of freedom of mobility
There are various scenario in which remote driving can provide mobility assistance to people. For example, due to the increase of car accidents caused by the elderly people, these people prefer not to drive or driving licences can be voided for people over certain ages. Remote driving application can play an important role in supporting daily lives of these people.

1.
Karl is a senior living in a nursing home. While the seniors living in that nursing home cannot drive, there is a need to support their mobility. Thus, the nursing home owns several vehicles in which a remote driving application is installed. The remote driving application is run by a company called RDrive with which the nursing home has service contract.

2.
On Monday, Karl receives an invitation to the birthday party of Michael, which will be held in 7:00 PM Wednesday. Karl calls RDrive to make a reservation of mobility support. RDrive checks with a contracted MNO whether the required QoS to run the remote driving application can be guaranteed along the route at the scheduled time of departure. When the QoS can be met, RDrive requests reservation of the connectivity service to the MNO and the MNO replies with confirmation. RDrive also sends confirmation to Karl that the mobility service can be provided and the vehicle will leave on 6:30 PM Wednesday. With this confirmation, Karl replies to Michael that he will attend the party.

3.
At 6:30 PM Wednesday, Karl rides on the vehicle and the remote driving application controlled by RDrive starts. Because connectivity service with a requested QoS is reserved and provided along the route, there is no interruption to remote driving application. Karl safely arrives at Michael’s home at 6:50 PM. 

5.28.2.4
Potential requirements
The following potential requirements are derived from this use case.

[PR.5.28.2-001] The 3GPP system shall be able to provide a standardized interface to enable exposure of the following services and capabilities to V2X application, to support the V2X application to adjust its service offering:

-
[PR.5.28.2-001a]
The 3GPP Core Network shall be able to support a V2X application to request information on whether connectivity service can be provided for a certain geographic area and time.

-
[PR.5.28.2-001b]
The 3GPP Core Network shall be able to provide a V2X application with information on whether connectivity service can be provided for a certain geographic area and time.

-
[PR.5.28.2-001c]
The 3GPP Core Network shall be able to support a V2X application to request information on whether specific QoS can be provided for a certain geographic area and time.

-
[PR.5.28.2-001d]
The 3GPP Core Network shall be able to provide a V2X application with information on whether the requested QoS can be provided for a certain geographic area and time.

-
[PR.5.28.2-001e]
The 3GPP Core Network shall be able to support a V2X application to request reliable provision of connectivity with specific QoS parameter for a certain geographic area and time.

-
[PR.5.28.2-001f]
The 3GPP Core Network shall be able to provide a V2X application with response on whether the request on reliable provision of connectivity service with specific QoS parameter for a certain geographic area and a certain time is accepted or not.

-
[PR.5.28.2-001g]
The 3GPP Core Network shall be able to provide a V2X application with recommendation of QoS parameters that can be provisioned for connectivity services for a certain geographic area and a certain time.
[PR.5.28.2-002]
The 3GPP system shall be able to support means to provide connectivity service with specific QoS for a certain geographic area, based on the response sent to V2X application. 

